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Abstract: 

This contribution proposes to move MCPTT Emergency Alert requirements for on-network in clause  6.10.6.3.1 into clause 5.8.3 of the common on-network and off-network requirements of TS 22.179 V1.0.0 (2014-09). The requirements should apply regardless of on-network or off-network use of MCPTT. 

*****************************************************************************
Start of first proposed changes:

*****************************************************************************
5.8.3
MCPTT Emergency Alert Requirements

The MCPTT service shall support an MCPTT Emergency Alert capability.

The MCPTT service shall provide a means for an authorized user to be able to activate the MCPTT Emergency Alert capability.

The MCPTT Emergency Alert shall contain the following information: location, talker ID and group ID (e.g.current or configured, as appropriate).

The MCPTT Emergency Alert shall be distributed to affiliated members of the group that was used in the MCPTT Emergency Alert.

The MCPTT UE shall maintain knowledge of the MCPTT Emergency State, until cancelled.

Until the MCPTT Emergency State is cancelled on the UE, all MCPTT Group call transmissions by the MCPTT User will be an MCPTT Emergency Group Call.

The MCPTT UE shall be configurable as to which group will be used for the emergency communications.

The MCPTT UE shall be able to immediately affiliate to the configured group. 
The MCPTT service shall provide a mechanism for an MCPTT Administrator to configure how an MCPTT User is notified of an incoming MCPTT Emergency Alert. (visual, audio, or not at all (i.e. silent)).

The MCPTT Service shall provide a mechanism for an MCPTT User to configure, subject to MCPTT Service policy, how they are notified of an incoming MCPTT Emergency Alert. (visual, audio, or not at all (i.e. silent)).
The MCPTT service shall provide a mechanism for an MCPTT Administrator to configure which MCPTT Group (e.g. selected or fixed) is used for the MCPTT Emergency Alert by an MCPTT User.

*****************************************************************************
End  of first proposed changes:

*****************************************************************************
*****************************************************************************
Start  of second proposed changes:

*****************************************************************************
6.10.6.3
MCPTT Emergency Alert 

6.10.6.3.1 
Requirements

The MCPTT service may allow UEs that are unauthorized, not registered, or authenticated to activate the MCPTT Emergency Alert capability.

The MCPTT User shall be notified that the MCPTT Emergency Alert was received by the MCPTT service.

The MCPTT service shall be configurable on how the user is notified (visual, audio, or not at all (i.e. silent)).



The MCPTT service shall maintain knowledge of the MCPTT Emergency State of the UE, until cancelled.

The MCPTT service shall be able to inform an MCPTT UE of active MCPTT Emergency Alerts after successful registration/authentication with the MCPTT service.


*****************************************************************************
End  of second proposed changes:

*****************************************************************************
