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Abstract: 

The last 2 requirements in clause 6.15.4 of 22.179 are oddly worded.  The second to last appears to be two requirements in one.  
Note: This contribution addresses action item 131) in the Action Items for 3GPP SA1 #67 bis and SA1 #68 document distributed by the MCPTT Rapporteur to the SA1 WG in October 2014. 

Specific action item 131) addressed:

31) Clause 6.15.4 sixth requirement: contains two requirements.  Change into two requirements.
Proposed text change: 

6.15.4
Access control

The MCPTT service shall support suspending or disabling of access from an MCPTT UE or an MCPTT User to the MCPTT service.

The MCPTT service shall provide a mechanism to temporarily disable an MCPTT UE remotely by the MCPTT administrator or an authorized user.
A temporarily disabled MCPTT UE, which has limited access capability per operator policy, shall be able to be re-enabled by the MCPTT administrator or an authorized user.

The MCPTT service shall provide a mechanism to re-enable a temporarily disabled MCPTT UE by the MCPTT administrator or an authorized user.

The MCPTT service shall provide a mechanism to permanently disable an MCPTT UE by the MCPTT administrator or an authorized user.
The permanently disabled UE shall remove all user and group data stored in the MCPTT UE. 
The permanently disabled UE shall have no access capability.
The security solution for the MCPTT service shall minimize the impact of a compromised MCPTT UE on other MCPTT UEs.

