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Abstract: This contribution addresses the remaining editor's notes in an effort to remove them from the TS.
In TS 22.179 V1.0.0 There are 31 Editor’s Notes.

Some voluteered to bring in contributions to address these, while others are unknown as to whether they are being addressed given just the titles of contributions for SA1#67bis and SA1#68.  Below is the list of editor’s notes and contribution that addresses the Editor’s note(s).
S1-144124
F_1
3.1 Editor's note: this definition needs to be checked against current usage of MCPTT System in this document.
[Police The Netherlands]

S1-144190
F_2
4.1.1 Editor's Note: further consideration is needed for Off-network aspects
[DoC]

S1-144190
F_3
4.1.2 Editor's Note: further consideration is needed for Off-network aspects
[DoC]

S1-144190
F_4
4.1.3 Editor's Note: further consideration is needed for Off-network aspects
[DoC]

S1-144083
F_5
4.6.1 Editor's Note: diagram and related text may need to be tidied up to clarify no implementation is suggested.
[Motorola]
S1-144018
F_6
5.4 Editor's Note: Common On-Network and Off-Network Dynamic Group Management requirements are FFS.
[DoC, Alcatel-Lucent]

S1-144225
F_7
5.6.1 Editor's Note: The relationship between the authorizations of UEs vs. User is FFS.
[DoC, Alcatel-Lucent]

S1-144054
F_8
5.7 Editor's Note: Common On-Network and Off-Network MCPTT Priority requirements are FFS.
[DoC, Alcatel-Lucent]

S1-144050
F_9
5.8.5 Editor's Note: Common On-Network and Off-Network Imminent Peril Group Call requirements are FFS.
[DoC, Alcatel-Lucent]

S1-144023
F_10
5.13 Editor's note: Additional triggers for providing location need to be considered.
[Harris, DoC]

S1-144118
F_11
6.2.1.1 Editor's Note: the conditions under which the following requirements require acknowledgement needs further clarification.
[Harris]

S1-144013
F_12
6.4.1 Editor's note: this requirement should be moved to a future administrative clause of the document.
[DoC, Alcatel-Lucent]

S1-144225
F_13
6.8 Editor's note: Use of User versus UE requirements is FFS.

S1-144014
F_14
6.9 Editor' Note: Discrete listening requirements are FFS.
[DoC, Alcatel-Lucent]

S1-144014
F_15
6.9 Editor' Note: Call override capabilities are FFS.
[DoC, Alcatel-Lucent]

S1-144119
F_16
6.9 Editor' Note: Performance specifications are FFS.
[Harris]

S1-144028
F_17
6.10.1 Editor's note: A call that requires the use of pre-emption of resources shall still satisfy the call setup requirements.
[DoC, Alcatel-Lucent]

S1-144225
F_18
6.10.6.1.1 Editor's Note: The interaction of MCPTT Emergency call and imminent peril call is FFS.

S1-144225
F_19
6.10.6.2.1 Editor's note: The interaction of emergency call and imminent peril call is FFS.

S1-144225
F_20
6.10.6.2.1 Editor's Note: Whether imminent peril and MCPTT Emergency Group Calls can be generalized is FFS.

S1-144225
F_21
6.16.1.2 Editor's Note: Actual KPI values may require reconsideration.
[DoC]
S1-144225
F_22
6.16.2.2 Editor's Note: Actual KPI values may require reconsideration.
[DoC]
S1-144193
F_23
6.17.2.2 Editor's Note: It is for FFS what happens when the user being listened to participates in a group or private call. 

S1-144003
F_24
7.0 Editor's Note: clarification is needed on whether non-Public Safety users can use off network MCPTT. This is possible for ProSe Direct Communication under network coverage but not for ProSe Direct Communication out of network coverage, which is for public safety use only.
[DoC, Alcatel-Lucent]

S1-144030
F_25
7.4 Editor's Note: MCPTT Service Dynamic Group Management requirements specific to Off-Network use are FFS.
[DoC, Alcatel-Lucent]

S1-144031
F_26
7.5 Editor's Note: MCPTT Priority Requirements specific to Off-Network use are FFS.
[DoC, Alcatel-Lucent]

S1-144052
F_27
7.6.3 Editor's Note: MCPTT Service Imminent Peril Group Call requirements specific to Off-Network use are FFS.
[DoC, Alcatel-Lucent]

S1-144032
F_28
7.7 Editor's Note: check if this is a common off/on network requirement and whether different settings are needed for on-network and off-network.
[DoC, Alcatel-Lucent]

S1-144004
F_29
7.10 Editor's Note: need to clarify that this is a per group basis.
[DoC, Alcatel-Lucent]

S1-144005
F_30
7.11 Editor's Note: clarification is needed that only Public Safety users are able to perform a manual switch to Off network.
[DoC, Alcatel-Lucent]

S1-144005
F_31
7.11 Editor's Note: clarification of the role of the EPS is needed in the case when the user performs a manual switch to Off network.
[DoC, Alcatel-Lucent]
Contribution S1-142123 into Dublin (SA1#66bis) addressed this Editor’s Note, but did not suggest removing it.

=============== 1st change =====================================

5.6.1
Private Call Overview

Private Calls allow two MCPTT Users to communicate directly with each other without the use of MCPTT Groups. They leverage many of the functions and features of MCPTT Group Calls, such as MCPTT User identity and alias information, location information, encryption, privacy, priority, and administrative control.

There are two types of Private Calls that are supported: Manual Commencement Private Call and Automatic Commencement Private Call.

Manual Commencement Private Calls mimic a telephone conversation where the called party receives a notification that they are being requested to join a Private Call, and the called party may accept, reject, or ignore the call request. Once the call setup is accepted, the private call is established and both participants may communicate with each other.

Automatic Commencement Private Calls mimic the immediate setup and voice propagation of Group Call operation between two users where the caller initiates an Automatic Commencement Private Call to another user and sends audio without any additional call setup delay beyond Group Calls. If available and able to accept the Private Call from the caller, the callee immediately joins the Private Call and processes the caller's audio.

The MCPTT service shall provide a means by which a UE initiates an MCPTT Private Call to any MCPTT User for which the UE's current MCPTT User is authorized.

NOTE:
For Off-Network use, only a UE within communication range will receive the transmission.

The MCPTT service shall provide a mechanism for an MCPTT User to cancel an MCPTT Private Call prior to its acceptance by the called party.

The MCPTT service shall provide a mechanism for an MCPTT User to reject an MCPTT Private Call.

The MCPTT service shall provide a mechanism for an MCPTT Administrator to configure which MCPTT Users, within their authority, are authorized to place a Manual Commencement Private Call.

The MCPTT service shall provide a mechanism for an MCPTT Administrator to configure which MCPTT Users, within their authority, are authorized to place an Automatic Commencement Private Call. 
The MCPTT service shall provide a mechanism for an MCPTT Administrator to configure which MCPTT UEs, within their authority, are authorized to place an MCPTT Private Call.

The MCPTT service shall provide a mechanism for an MCPTT Administrator to configure for a particular authorized MCPTT User, a set of MCPTT Users under the same authority to which an MCPTT Private Call can be made.


The MCPTT service shall provide a means by which an MCPTT User initiates a Manual Commencement Private Call to any MCPTT User for which the MCPTT User is authorized.

The MCPTT service shall provide a means by which an MCPTT User accepts a Manual Commencement Private Call request from another MCPTT User.

The MCPTT service shall provide a means by which an MCPTT User rejects a Manual Commencement Private Call request from another MCPTT User.

The MCPTT service shall provide a means by which an MCPTT User ignores a Manual Commencement Private Call request from another MCPTT User.

The MCPTT service shall provide a means by which an MCPTT User cancels a Manual Commencement Private Call request to another MCPTT User.

The MCPTT service shall provide a means by which an MCPTT User ends a Manual Commencement Private Call in which the MCPTT User is a Participant.

The MCPTT service shall provide a means by which an MCPTT User initiates an Automatic Commencement Private Call to any MCPTT User for which the MCPTT User is authorized.

The MCPTT service shall provide a means by which an MCPTT User ends an Automatic Commencement Private Call in which the MCPTT User is a Participant.

The MCPTT service shall provide a mechanism for an MCPTT Administrator to configure the maximum duration for MCPTT Private Calls for MCPTT Users within their authority.

The MCPTT service shall provide a mechanism for an MCPTT Administrator to configure a timeout value in which an MCPTT Private Call without a transmitting or receiving MCPTT User will end, for MCPTT Users within their authority.

The MCPTT service shall provide the status (e.g. Ringing, Accepted, Rejected, Active) of an MCPTT Private call to any MCPTT User that is a Participant of the MCPTT Private Call.

The MCPTT service shall provide a means by which an authorized MCPTT User initiates an MCPTT Private Call with Floor Control.

The MCPTT service shall support two types of Private Calls, one which uses floor control and one which does not. 

NOTE:
An MCPTT Private Call (without floor control) is effectively a full voice duplex call between two users.

The MCPTT service shall provide a mechanism for an MCPTT Administrator to configure whether an MCPTT User, within their authority, that is a called party in an MCPTT Private Call, may restrict providing the reason why an MCPTT Private Call setup has failed to the calling MCPTT User.

The MCPTT service shall provide a mechanism for an authorized MCPTT User that is a called party in an MCPTT Private Call, to restrict providing the reason why an MCPTT Private Call setup has failed to the calling MCPTT User.

============= end change ============================

No longer valid as the corresponding requirements were removed.

=============== 2nd change =====================================

6.8
Receiving from Multiple MCPTT Groups

The MCPTT service shall, provide multiple Talker IDs for display on UEs when multiple MCPTT Groups are received by the UE.


============= end change ============================

Inappropriately located here.  Does not apply to the nearby requirements

=============== 3rd change =====================================

6.10.6.1.1
MCPTT Emergency Group Call Requirements

The MCPTT service shall ensure that MCPTT Emergency Group Calls have the highest priority over all other MCPTT Group transmissions, except System Calls and other MCPTT Emergency Group Calls.

The MCPTT service shall be capable of requesting increased priority for all participants of an MCPTT Emergency Group Call.

The MCPTT service shall be capable of changing a group call in progress to an MCPTT Emergency Group Call.

MCPTT Emergency Group Calls, including their content and signalling, shall have pre-emptive priority over all other types of MCPTT calls, except System Calls and other MCPTT Emergency Group Calls.

The MCPTT service shall provide the talker ID of the initiator of an MCPTT Emergency Group Call and an indication that it is an MCPTT Emergency Group Call to Affiliated MCPTT Group Members.

The MCPTT service shall remove the emergency priority associated with the group when an In-progress Emergency on that group is cancelled.


The Affiliated MCPTT Group Members shall be notified when their group call transitions to an In-Progress Emergency. 

The MCPTT service may inform affiliated group members that an MCPTT Emergency Group Call was requested but resources were not available for the call to be granted.

The MCPTT service shall maintain knowledge of the Affiliated MCPTT Group Member(s) that initiated the MCPTT Emergency Group Call(s) until the In-Progress Emergency is cancelled. 

The MCPTT service shall maintain an In-Progress Emergency condition for a group from the time the initial MCPTT Emergency Group Call was requested until the In-Progress Emergency condition is cancelled. 

The MCPTT service shall provide a mechanism for an MCPTT Administrator to configure which MCPTT group (e.g. selected or fixed) is used for the MCPTT Emergency Group Call by an MCPTT User.
============= end change ============================

First editor’s note is inappropriately located here.  Does not apply to the nearby requirements.

Second editor’s note no longer applies based on incoming contributions that want to redefine what an MCPTT Emergency Group Call is which implies a preconceive idea not based on imminent peril.

=============== 4th and 5th changes =====================================

6.10.6.2.1
Imminent Peril Group Call Requirements

The MCPTT service shall support Imminent Peril Group Calls from authorized Affiliated MCPTT Group Members.

The MCPTT service shall ensure that Imminent Peril Group Calls have the priority over all other MCPTT Group transmissions, except System Calls, MCPTT Emergency Group Calls, and other Imminent Peril Group Calls.

The MCPTT service shall be capable of requesting increased priority for all participants of an Imminent Peril Group Call.

The MCPTT service shall be capable of changing a group call in progress to an Imminent Peril Group Call.

Imminent Peril Group Calls, including their content and signalling, shall have pre-emptive priority over all other types of MCPTT calls, except MCPTT Emergency Group Calls, System Calls, and other Imminent Peril Group Calls.

The MCPTT service shall provide the talker ID of the initiator of an Imminent Peril Group Call and an indication that it is an Imminent Peril Group Call to MCPTT Users affiliated with the group.

The MCPTT service shall remove the Imminent Peril priority associated with the group when an In-progress Imminent Peril on that group is cancelled.


The Affiliated MCPTT Group Members shall be notified when their group call transitions to In-Progress Imminent Peril.

The MCPTT service shall maintain knowledge of the Affiliated MCPTT Group Member(s) that initiated the Imminent Peril Group Call.

The MCPTT service shall maintain an In-Progress Imminent Peril condition for a group from the time the initial Imminent Peril Call was requested until the In-Progress Imminent Peril condition is cancelled. 


The MCPTT service shall provide a mechanism for an MCPTT Administrator to configure which group will be used for the Imminent Peril communications for an MCPTT User.

============= end change ============================

This is the last opportunity to change these values and if changes are not agreed at this meeting, then there is no company that has priority to change them.

=============== 6th change =====================================

6.16.1.2 
Requirements

The MCPTT service shall provide the MCPTT Access time and Mouth-to-ear latency specified in this clause to all MCPTT Users related to an MCPTT Session regardless of group size and/or user density.

NOTE:
This is to ensure that all MCPTT Users experience the same performance regardless of whether the audio is transferred over unicast or multicast delivery.

The MCPTT service shall be capable of providing the performance specified herein for all Affiliated MCPTT Group Members in the Group Call when there is not a transcoder in the bearer path.

The KPIs defined in this clause shall apply in an LTE network under traffic load not exceeding [70%] of each network nodes capacity.

On networks with QOS services, the KPIs defined in this clause shall apply when the total sector loading of the serving sector by MCPTT Users with equal or greater priority than the subject MCPTT User is less than [70%].

The KPIs defined in this clause shall apply when the transmitting MCPTT User is connected to the MCPTT service and has selected an MCPTT Group.

The KPIs defined in this clause shall apply when the receiving MCPTT User is connected to the MCPTT service and affiliated with the MCPTT Group.

The KPIs, except KPI 2, defined in this clause shall apply when the call under consideration is setup without acknowledgement from the receiving UEs.

When there are transcoding functions in the bearer path of the MCPTT service, the performance provided by the MCPTT service shall be no more than [40] ms greater than the performance specified herein when there are no transcoding functions in the bearer path.

The MCPTT service shall provide an MCPTT Access time (KPI 1) less than [300] ms for [95]% of all MCPTT request.

For MCPTT Emergency Group Calls and Imminent Peril Calls the MCPTT service shall provide an MCPTT Access time (KPI 1) less than [300] ms for [99]% of all MCPTT requests.

The MCPTT service shall provide an End-to-end MCPTT Access time (KPI 2) less than [1000] ms when the MCPTT Session has not been established prior to the initiation of the MCPTT request.


The MCPTT service shall provide a Mouth-to-ear latency (KPI 3) that is less than [300] ms for [95]% of all voice bursts. 

There shall be no (0 ms) initial lost audio at receiving user. 

NOTE:
In the case of Late Call Entry initial loss of audio is acceptable see clause 6.14.2.1.

There shall be no (0 ms) trailing lost audio at the end of the voice burst at receiving user. 

============= end change ============================

This is the last opportunity to change these values and if changes are not agreed at this meeting, then there is no company that has priority to change them.

=============== 7th change =====================================

6.16.2.2
Requirements 

The KPIs defined in this clause shall apply in an LTE network under traffic load not exceeding [70] % of each network nodes capacity.

The maximum Late Call Entry time (KPI 4a) for calls without application layer encryption within one MCPTT system shall be less than [400] ms for [95] % of all Late Call Entry requests.

The maximum Late Call Entry time (KPI 4b) for application layer encrypted calls within one MCPTT system should meet the requirements for KPI 4 for unencrypted calls.

The maximum Late Call Entry time (KPI 4b) for application layer encrypted calls within one MCPTT system shall be less than [600] ms for [95%] of all Late Call Entries into encrypted calls.

The Late Call Entry Time for encrypted calls interworking with other non-LTE PTT systems should meet the requirements for KPI 4b for application layer encrypted calls within one MCPTT system.

The additional Late Call Entry Time for a PTT UE late entering an application layer encrypted call interworking with other non-LTE PTT systems shall not exceed the difference in the encrypted and unencrypted Late Call Entry Times for the interworking system.

For Late Call Entry, a period of Initial lost audio may be acceptable.


============= end change ============================
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