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Abstract: <provide a short description of the content>
This discussion paper proposes a short service description of "6.11
Remotely initiated MCPTT Call" feature in draft TS 22.179.

This feature is known in current narrow band critical communication systems as  Radio Unit Monitoring (P25).

----------------------------------------- Beginning of Change ----------------------------------------- 
6.11
Remotely initiated MCPTT Call
6.11.1 Overview
A Remotely initiated MCPTT Call is a feature that allows an authorized user, typically a dispatcher, to cause a remote UE to initiate a call by itself, without its user explicitly initiating the call by depressing the PTT switch. The purpose of this feature is to allow the dispatcher to listen to activities at the location of the remote UE to find out what is happening around that UE. This feature is also known as "Remote Unit Monitoring"" in P25 systems.

There are two typical use cases for this feature. 

The first one is the case where a user could have been incapacitated. This could be both accidentally, say a traffic accident, or deliberately, for example a violent attack. In both cases it would be necessary to remotely open the microphone of the UE in order to allow another user or a group of users to listen to what is happening to prepare assistance. The communication that is set up is either a Private Call or a Group Call, and the call could optionally be visible to the remote UE's user.

The second one is the case of a stolen UE. Here it is just necessary to activate the radio so that a dispatcher can listen to any background noise or speech in order to make an analysis of the situation. In this situation, the initiation of the call from the remote UE, typically a Private Call in that case, is not visible by that UE's user.

Other use cases, such as undercover operations, discreet surveillance of users or investigations, could exist depending on the missions of the Critical Communications users and on legislations.
The behaviour of the remotely initiated Call is not different from a normal call initiated by the local user. The same rules for resource allocation and interactions with other services apply, but the initiator of the feature can have the capability to request a pre-emptive or high priority for that Call to ensure it will be setup even in case of resource congestion or to limit disturbance by other services.
6.11.2 Requirements
The MCPTT service shall provide a mechanism for an MCPTT Administrator and/or authorized user to cause a UE that is within their authority to initiate an MCPTT Private Call to the MCPTT Administrator and / or authorized user and then begin transmitting to the MCPTT Administrator or authorized user.  

This action may occur with or without any notification to the user of the UE.

The MCPTT service shall provide a mechanism for an MCPTT Administrator and/or authorized user to cause a UE that is within their authority to initiate an MCPTT Group Call and then to begin transmitting to the Affiliated MCPTT Group Members.

This action may occur with or without any notification to the user of the UE.
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