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Abstract: Clarifies the relationship between MCPTT UEs and MCPTT Users. See also TIA 4793.211 “Requirements for the Mission Critical Priority and QoS Control Service”. 
====== < Proposed New Text > =====
4.z
Overview of UE and User identification concepts in on-network MCPTT 

4.z.1
Step 1: Getting from UE to MCPTT UE 

Consistent with the LTE and EPS paradigm, when a UE is activated (e.g. powered on), it will access the LTE system, and connect to the EPS. During this phase, the credentials from a SIM application (or possibly, an ISIM application, if IMS is used) on a UICC associated with the UE will be used for authentication with an HSS. Subject to proper physical capabilities of the UE and to proper information stored in the SIM application and at the HSS, once the UE successfully completes logging on the EPS supporting the MCPTT Service, it can be referred to as a MCPTT UE and it acquires limited communications rights with regard to the MCPTT Service, namely:

· The UE will be able to access the MCPTT service in order to identify and authenticate users (e.g. via an Identity Management service) and complete sign in procedures;

· The UE will be able to initiate an Emergency Alert, via a message which will also identify the serving cell and which may contain additional location information;

· Authorized user(s) (e.g. dispatcher(s)) can become informed of the UE’s presence on the network and of its approximate location, can disable it temporarily (“stun”) or permanently(“kill”), can make its user a temporary unauthenticated member of an Emergency Group, can initiate a Private Call to the UE, and/or can take (remote) control of the UE. 

Based on information stored on the SIM application and at the HSS, the MCPTT service may enable additional features and communication capabilities for the specific MCPTT UE. 

4.z.2
Step 2: Getting from MCPTT UE to MCPTT User 

Subsequent to the UE being activated, a person can enter his identifying/authenticating credentials e.g. user name/ password, PIN, biometrics, asserted identity from a remote, trusted device. This step will typically give the person access to local information and applications stored on the UE, and in particular, to the MCPTT client application. The MCPTT client application on a MCPTT UE will use the provided credentials (and/or additional ones) to perform the necessary information exchanges with the MCPTT service in order to have that person signed in. Upon successful completion, the person becomes an MCPTT User, known as such to the MCPTT service, but transparent to the EPS. 

The MCPTT service allows the same MCPTT User to sign in (and stay simultaneously signed in) from different MCPTT UEs and also allows different MCPTT Users to sign in (and stay simultaneously signed in) via the same MCPTT UE. For example, an incident manager or commander may use a portable phone, a command tablet, a separate messaging unit, etc, while a fire truck may have installed a UE in the front cabin that distributes traffic via wire to a unit at the back of the truck, as well as to individual firemen around the truck.  

4.z.3
Two kinds of MCPTT UEs: shareable and multi-user 

The conceptual model for shareable MCPTT UEs is that of a pool of UEs, each UE being interchangeable with any other, and users randomly choosing one or more UEs from the pool, each user for his temporary exclusive use.  A shareable MCPTT UE can be used by anyone who can gain access to the MCPTT client application stored on it and can become a MCPTT User. An MCPTT shareable UE can serve only one MCPTT User at a time. A MCPTT User who signs into a shareable MCPTT UE that is already in-use causes the sign-off of the previous MCPTT User. 

The conceptual model for a multi-user MCPTT UEs is that of an access point used simultaneously by multiple users. Given a shareable multi-user MCPTT UE in use by several initial MCPTT Users, if a person enters his valid credentials towards signing in the MCPTT service, his successful signing in and becoming a MCPTT User does not affect the initial MCPTT Users. A multi-user MCPTT UE is typically installed in a vehicle (e.g. a police car) and has wired and/or wireless connections to various devices in use by the MCPTT Users. 

A multi-user MCPTT UE differs functionally from a ProSe relay node. In the ProSe paradigm, the relay node and the devices served by it are all (ProSe enabled) LTE UEs, and are all “visible” to the EPS. In the on-network multi-user MCPTT UE paradigm, only the multi-user MCPTT UE has to be an LTE UE and only it is “visible” at the EPS layer.

A MCPTT User can simultaneously have several active MCPTT UEs, which, from an MCPTT service point of view, are addressable individually and/or collectively within the context of their association to the MCPTT User. 

Figure 4.z.3-1 shows schematically some of the relationships between MCPTT Users and MCPTT UEs.
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Figure 4.z.3-1: Relationships between MCPTT Users and MCPTT UEs
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