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4.x
Overview of MCPTT Priorities 

4.x.1
MCPTT Priority Model
Many LTE non public safety users today subscribe to one particular priority and QoS level of service (e.g, ‘gold’, ‘silver’ or ‘bronze’), which always provides fixed differentiation. This model, effective and relatively straightforward for non public safety users, falls short when it comes to the needs of the public safety applications. 

MCPTT Priority and QoS is situational. The MCPTT Service is intended to provide a real-time priority and QoS experience for MCPTT calls, as public safety users have significant dynamic operational conditions that must be accounted for when determining their priority. For example, the type of incident a responder is serving or their overall shift role needs to strongly influence a user’s ability to obtain resources from the LTE system.
Another feature of a mission critical service is transparency of interactions between the users and the system. A first responder needing to change the QoS of his communications should not be distracted from his mission due to complicated UE behaviors or service interactions. Instead, the service should act in an anticipatory and adaptive manner to provide the proper quality of experience to the user, automatically, or with simple and minimal interaction. 

The mission critical service is also expected to provide the ability to interface with public safety systems (e.g., Computer Aided Dispatch) in order to determine the user’s state (e.g., incident severity), environment and conditions, and effect the most appropriate priority and QoS experience for the user. 
The MCPTT Priority handling for On-Network use for MCPTT Calls is modeled as shown in Figure 4.x.1-1. The model identifies three areas of prioritization: prioritization between and within calls, inter-system prioritization and prioritization at the transport layer (EPS and UE).  At the Application Layer, a generic, network side, functional entity, “MCPTT Priority and QoS Control”, processes, with each request, static or semi-static information about users and groups participating in MCPTT as well as dynamic (or situational) information about them. Based on the results of this processing, the “MCPTT Priority and QoS Control” entity provides information to, and directs interactions with other functional entities, systems, or layers to assure, to the extent possible, that from a quality of experience point of view, calls and transmissions are handled properly in accordance to established policy rules.  
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Figure 4.x.1-1: MCPTT Priority Model

The User Static Attributes may include information categorizing the user, possibly by several criteria (e.g. first responder, second responder, supervisor, dispatcher, administrator) as well as jurisdictional boundaries and possibly, a pre-configured system-wide individual priority level. 

The Group Static Attributes may include information about the nature/type of the group and the owning agency(ies), the jurisdictional boundaries for transmitters and receivers within the group, the normal hours of operation for the group,  preemption dispositions relative to other groups, and the default minimum priority of the group, i.e. the minimum priority characteristics that are guaranteed to all the participants in a group call associated with this group, regardless of their individual priority characteristics. For each requestor, the Group Static Attributes may also include that user/participant’s default group role and potentially, his pre-configured priority relative to other users within the group. 

The User Dynamic Attributes may include the user/participant’s operational status (e.g. on/off duty), his location, the type of emergency (e.g. Responder Emergency or Imminent Peril) he might be involved in and whether or not he initiated it, whether or not he is individually involved in a formally managed incident and if yes, the boundaries of the incident area, the incident severity and his assigned role in the resolution of the incident.

The Group Dynamic Attributes may include the type of emergency (e.g. Responder Emergency or Imminent Peril), if any, the group is currently handling and, in case of involvement in a formally managed incident, the boundaries of the incident area and the incident severity. 

Note: The MCPTT priority model does not require that all mentioned information be used for determining priorities, nor does it rely on any particular categorization, grouping or organization of information. Conversely, information in addition to what is mentioned above can be considered when those priorities are determined.

4.x.2
Generic processing of priority information
This functionality applies to MCPTT Call initiations and transmissions for the management of potentially contended resources (e.g. GBR bearers) and also for floor control during a MCPTT Group Call.
Each request for exclusive access to resource(s) or for preferential treatment over a contending request arrives accompanied by priority information. This information stays associated with the companion request, whether the request is granted or is queued. The priority information is used for comparison between requests and facilitates the adding and removing of requests from queues and/or authorized interruption of service associated with a previously granted request, if still active.  For each request, whether initially queued or not, the requesting party will be informed (directly or indirectly) when his request is granted or denied. Other users/participants may also be notified of the disposition of a request and the notification may include the identity of the requestor.  In addition, each requestor can be notified of the position of his request in the queue and he is allowed to cancel his requests while queued. 

4.x.3
Handling of MCPTT priority information for floor control
Floor Control is typically an Application Layer function. Floor Control is applied in the context of a single MCPTT Call and is triggered by a participant request for the right to transmit. Conceptually, priority information accompanies each grant request. Usually there is no, or only limited, queuing, since the duration of the time slot associated with collecting incoming requests adds to the latency of the service. Occasionally, there are reasons for enabling some fixed request collection period, for example, to try to enhance the chances for fair treatment for requests subject to arbitrary delay when arriving from UEs with poor RF conditions or communicating via relays. A request for the right to transmit granted during the validity period of a previous grant is referred to as “override”, and  it may result, in certain cases, in the interruption and replacement of the communication associated to the previous grant. 
4.x.4
Handling of MCPTT priority information for interactions at the transport layer
At the Transport Layer, the MCPTT service may use LTE “control knobs” to adapt the overall behavior of the system to the needs for resources and/or preferential treatment over other contenders, based on the priority information accompanying the request.

The following four “control knobs” are available, to be used as necessary, based on the phase of the MCPTT call: EPS Access Controls, UE Access Controls, EPS Admission Controls and EPS Scheduling Controls.

EPS Access Controls and UE Access Controls are used to allow preferential treatment of public safety UEs in situations of RACH congestion. This situation can become critical in case of a significant incident and/or in an area where non-public safety users and public safety users share access to the same RAN. The controls enable modification of network and UE parameters and/or in the behavior of the UEs (e.g. using mechanisms like Access Class Barring, Service Specific Access Control, Access Control for CSFB, Extended Access Barring, and Selective UE Capabilities, see TS 22.011 [x] and TS 23.122 [y]).

Admission Controls are used for the establishment and maintenance of the priority levels and of the preemption vulnerability and capability of bearers associated with transmissions and calls. Many times at the start of a MCPTT call, the MCPTT service makes sure that all the required bearers with proper ARP and preemption characteristics are in place prior to the call proceeding. In general, it is possible that those parameters change during a call without interrupting the call. However, service continuity depends on the characteristics of the transmitting party and the change will affect the bearers associated with all the participants in the call. If, at the time of the request, there are resource limitations (e.g. number of GBR bearers) imposed by congestion or by licensing restrictions, the requests could, in principle, be queued or could cause interruption of other calls in progress (referred to as preemption) and reassigning of the resources of the interrupted call(s). In case of preemption, the participants in the preempted call(s) will be notified. 

Scheduling Controls are used for assuring the appropriate QoS necessary for meeting the participants’ expectation in the perceived quality of the delivered information, primarily in terms of when the service starts and the real-time characteristics of the delivered traffic (e.g. perceived delay, choppiness, clarity).  Controlled parameters include the QCI and bandwidth for the bearers associated with the MCPTT call as well as, potentially, parameters associated with the DRX and Paging cycles of the UEs used by the participants. 
4.x.5
Handling of MCPTT priority information for interactions with non-LTE-based systems
An MCPTT call may be mixed, with some participants served by one network/system and other participants served by a different network(s)/system(s). In general the systems can be quite different, for example some participants may use MCPTT/LTE while others may be using a P25-based system. 

One option is for each system to process requests originated from its side locally, formulate a tentative response to its local requestors, but refrain from sending it out immediately and instead inform the other system(s) of the tentative disposition. Each system examines the tentative disposition of the other(s) and communicates back, and then all system(s), in unison, act consistently on the agreed-upon disposition. 

Another option is to choose a (temporary or permanent) controlling system, translate all the requests from the non-controlling systems into requests meaningful to the controlling system, submit them to and have them arbitrated by the controlling system, and then communicate the dispositions to the originating systems.

Other options can also be envisioned.

From the MCPTT priority processing point of view, it is necessary for the priority information to be processed in such a way that deterministic comparisons between the priorities on different systems can be made. Furthermore, to the maximum extent practical, operational requirements have to be translated and/or made equivalent to assuring same or similar QoS, bandwidth, preemption etc. across all involved systems, regardless of type. 

4.x.6
MCPTT Priority for Private Call
Systems may implement a MCPTT Private Call as a special case of a Group Call. In that case, the MCPTT Group Call priority processing may apply.

In the case that MCPTT Private Calls are not considered just MCPTT Group Calls, the MCPTT service uses User Static Attributes of the parties, potentially adjusted based on User Dynamic Attributes, if applicable. By default, the priority of an MCPTT Private Call is the same as the priority of the originator of the call. If the terminating party has a higher priority than the originating party, then the priority of the Private Call can be adjusted to no more than the priority of the terminating party. Based on configuration and priority, a MCPTT Private Call may (or may not) be queued and/or preempted by a MCPTT Group Call or another MCPTT Private Call, and a  party to the call may (or may not) be overridden by another party. In general, the MCPTT service may alert parties engaged in a MCPTT call of incoming Private Call attempts and of the initiation and termination of selected emergency situations in the system.  

4.x.7
Overview of emergencies handling in MCPTT
Emergencies are situations when the MCPTT service attempts to provide the highest levels of priority and availability, above and beyond what is provided to normal incidents. The MCPTT service recognizes at least three kinds of situations: Responder Emergency, Imminent Peril and Emergency Alert. 

Responder Emergency applies when a user that is signed in with the MCPTT service and is thus considered properly authenticated activates a specific key on his UE or invokes a specific function, based on his determination that he is in potential danger to become incapacitated, thus preventing him from continuing his activity. Those situations include actual or significant chance of injury, significant danger to life or limb, or capture. In addition to immediately notifying the dispatcher and/or other users authorized to receive such notifications, the MCPTT service declares an In-progress Emergency. The user/participant’s individual priority is raised immediately to a maximum level configured for this situation, for the entire duration of the In-progress Emergency.  There are two modes of operations that can be configured by authorized users for handling In-progress Emergencies: Current Group and Emergency Group. 

In Current Group mode, while the In-progress Emergency continues, all Group Calls that the user initiates or in which participates via at least a transmission, immediately become MCPTT Emergency Group Calls and receive and keep the highest priority and preemption rights associated with Responders Emergency. 

In Emergency Group mode the Selected Group becomes a specific pre-configured “Emergency Group” to which the user is always automatically affiliated upon completing his authentication as part of signing in with the MCPTT service. The user’s first transmission initiates an Emergency Group Call to this Emergency Group. While the In-progress Emergency continues, all Group Calls that the user initiates or in which participates via at least a transmission, will become Emergency Group Calls and will receive and keep the priority and preemption rights associated with Responders Emergency. The MCPTT service may prevent the user from choosing a different Selected Group, until the In-progress Emergency is cleared by an authorized party. 

Imminent Peril applies when a user that is signed in the system and is considered properly authenticated for the MCPTT service activates a specific key on his UE or invokes a specific function, based on his determination that someone other than him is in potentially significant danger to life, limb or liberty or that there is potentially significant danger to property or the environment.  The processing of this situation in regard to the MCPTT service is similar to the processing of Responder Emergency, except that priorities associated to Imminent Peril may be lower than the corresponding priorities associated with Responder Emergency and the Imminent Peril Group may be different than the Emergency Group.  

Emergency Alert applies when a specific key on a UE is activated, before a user could be considered signed in and properly authenticated and associated with the UE for the MCPTT service. The UE transmits a message and provides as much information as available, including current location information, if available.  The message, together with the identity of the eNB which received it, is delivered to at least one dispatcher associated with the location of the identified eNB. Either manually or automatically, the MCPTT service temporarily associates to the UE an anonymous user with restricted rights and affiliates him to a Temporary Emergency Group of pre-configured default priority and non preemptive capabilities. The anonymous user and authenticated members of the Temporary Emergency Group are allowed to initiate and participate in Group Calls involving the Temporary Emergency Group only. Authorized members of the Temporary Emergency Group are allowed to terminate the Emergency Alert at any time, to permanently disable the UE and/or to convert the Emergency Alert into a Responder Emergency. In addition, if the user who initiated the Emergency Alert manages to successfully complete the log in and authentication procedures, he too will be able to convert the Emergency Alert into a Responder Emergency, if authorized (i.e. to declare an In-Progress Emergency associated with his MCPTT User identity). 

If a MCPTT User has several active (i.e. properly signed it with the MCPTT service) MCPTT UEs, and the In-progress Emergency was declared from one of its MCPTT UEs, before or after it was signed in with MCPTT service, it does not matter on which of those MCPTT UE the activation of the emergency took place: once the MCPTT User is associated with the triggering device, all the MCPTT UEs associated with that MCPTT User will be treated as the triggering device.

====== <End of Second Change: Proposed New Text > =====
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