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Abstract: This provide updates to the potential requirements in ECIP TR
Introduction

At the last meeting it was discussed that the network can not authenticate the content of the personal information but can only verify the entity that submit/update the information. The potential requirements in ECIP TR 22.810 are updated to reflect this.

Proposal

It is proposed that clauses 4.1.4 and 4.2.4 be updated in ECIP TR 22.810 as follows:

***** 1st Change *****
4.1
Use Case 1 - Calling party use cases
4.1.4
Potential requirements

The calling party shall be able to save the ECI set/sent by the called party.

The personal ECI (e.g. name, portrait, etc), and the ECI of public services or enterprise (e.g. name, logo, etc) to be displayed shall be pre-stored in the network. 
The system shall be able to set limitations on file type, file size, etc. for storing the ECI.

The system shall be able to verify that the party is authorised to store and update ECI about the called party.
The system shall be able to provide different charging information (e.g. on event basis, volume basis, media type basis) for this service.
The calling party shall be able to reject the ECI based on rules e.g. time, the identity of the called party.

***** 2nd Change *****
4.2
Use Case 2 - Called party use cases
4.2.4
Potential requirements
The called party shall be able to save the ECI set/sent by the calling party. 
The personal ECI (e.g. name, portrait, etc), and the ECI of public services or enterprise (e.g. name, logo, etc) to be displayed shall be pre-stored in the network,.
As service option, if a specific text (object of the communication) is provided by the calling user, this information should replace any potential text information pre-stored in the network.
The system shall be able to verify that the party is authorised to store and update ECI about the calling party.
The network shall allow the calling party to select from the pre-stored ECI according to the called party on a per call basis.
The system shall be able to provide different charging information (e.g. on event basis, volume basis, media type basis) for this service.
The called party shall be able to reject the ECI based on rules e.g. time, the identity of the calling party.
***** End of Changes *****
