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5.2.2
Requirements

Public Safety UEs served only by an Isolated E-UTRAN will not possess user plane connectivity to an external IP network due to the absence of backhaul connectivity to the Mobile Operator Network. The Isolated E-UTRAN may support Selected IP Traffic Offload at the Local Network, compatible with the service principles defined in [xx], in order to provide connectivity to external IP networks (e.g. internet) when a backhaul connection (limited or otherwise) is present.

The Isolated E-UTRAN shall be able to make use of a limited backhaul connection to exchange control plane signalling with the EPC.

The Isolated E-UTRAN may use the limited backhaul connection to exchange user plane data with the EPC.

NOTE: There is no quality of service expectations for user plane data.

The Isolated E-UTRAN shall support mobility for Public Safety UEs between the eNBs comprising the Isolated E-UTRAN.

The Isolated E-UTRAN shall be able to establish ‘local routing’ and ProSe Group Communication for the Public Safety UEs in coverage of the Isolated E-UTRAN.

The Isolated E-UTRAN shall be able to provide voice and data communications services to all Public Safety UEs and groups under the coverage of the Isolated E-UTRAN.

The Isolated E-UTRAN shall allow Public Safety UEs under its coverage to initiate and maintain voice and data communications with other Public Safety UEs and groups under the coverage of the Isolated E-UTRAN.

The Isolated E-UTRAN shall be capable of informing served Public Safety UEs about which other Public Safety UEs the Isolated E-UTRAN is serving. The Isolated E-UTRAN shall support restrictions upon the provision of this information according to security policy. For example, information on users and/or groups within a served user’s organisation may only be sent to that served user, and information on users may only be provided to other users within the same group.
Lists of served users and/or served groups may be obtained from the network or may be compiled from information collected from the UEs served by the isolated system.
