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Introduction

This contribution proposes a use case in the TR for FS_CATS.
Description
In the event of congestion or failure at a third party server, traffic from UEs trying to access the external server may result in excessive and unnecessary use of the 3GPP network resources.  It would be beneficial if the 3GPP network is able to detect or receive an indication from the third party server about the server malfunction or congested status.  If the volume of traffic is large enough to adversely impact the 3GPP network, the MNO should be able take action to control the traffic from the UEs to the third party servers according to its network management policy and as agreed with the third party.
_________________________________________________________________________________________________Proposal
It is proposed to add the following to TR 22.XX (FS_CATS)                                  
4.X
Activation and Control of CATS Using 3GPP Network Subscription Profiles
4.X.1
Description

In this use case, a scenario is described where a MNO utilize its own subscriber service levels to control the traffic to a third party server or servers in the event of failure or congestion at the external server or servers.

4.X.2
Pre-conditions

Goldstein, Silverstone and Bronson are all clients of Stock Brokerage Firm X and subscribers to its mobile app.

Stock brokerage firm, X has an agreement with MNO Y to share information regarding the congestion status of its application servers and access priority of MNO Y’s subscribers.

MNO Y has a policy that in the event a failure or congestion is detected at a 3rd party server, CATS will be activated if the network traffic load exceeds a certain threshold.  If it is below the threshold; the network will not activate CATS.
MNO Y has three levels of subscriber service levels: Gold, Silver and Bronze.  Goldstein, Silverstone and Bronson are all subscribers of MNO Y.  Goldstein is a Gold subscriber; Silverstone is a Silver subscriber and Bronson is a Bronze subscriber. 
4.X.3
Service flows
A breaking news regarding disruption to oil supply in the Middle East caused a spike in traffic and congestion to Firm X application servers as clients of Brokerage Firm X rushed to make stock trades.   

The level of congestion to Brokerage Firm X’s application servers are communicated to MNO Y’s network.  MNO Y determines that existing traffic load on the network exceeds the threshold for the network to activate CATS.  Per its agreement with brokerage firm X, MNO Y activates CATS to reduce the flow of traffic by preventing the traffic of its silver and bronze subscribers to access brokerage firm X’s servers.
Goldstein (gold subscriber) and Silverstone (silver subscriber) attempts to make trades through Brokerage Firm X’s app on their UEs after CATS was activated by MNO Y.
Bronson (bronze subscriber) initiated the app and was connected to the application server before CATS was activated.
4.X.4
Post-conditions
Due to his gold subscriber level on MNO’s Y network, Goldstein was able to make his trade using brokerage firm X’s mobile app. 
Due to his silver status on MNO’s Y network, Silverstone has to wait until the congestion to application server subsides and CATS is deactivated for silver subscribers.
Bronson was able to complete his transaction even though he is a bronze subscriber because he was already connected to the application server before CATS was activated. 

As the congestion to Brokerage Firm X’s server eases, MNO Y removes the CATS for the silver subscription levels..  Silverstone is able to access the application server and make his trades.

When the congestion to Brokerage Firm X’s server dissipates, MNO Y deactivates CATS for all its subscribers and all access to the server returns to normal.
The resources in MNO Y’s network are not wasted by futile attempts by subscribers who are unable to access the congested application server when CATS is activated.

4.X.5
Potential requirements
· The 3GPP network shall be able to detect the failure of third party servers to respond to traffic.
-     
Subject to the MNO and third party agreement, the network shall be able to receive information from third party application servers and monitor their operational status e.g. congestion levels of the 3rd party application servers.
-
Subject to the MNO and third party agreement, the network shall be able to control and prioritize access to a third party server/s based on the MNO’s service subscription profiles without impacting the traffic to other unaffected third party servers.
· The network shall be able to dynamically activate or deactivate the control of traffic to a congested or failed third party server/s based on the traffic load on the network.  

-
The network shall be able to dynamically apply different appropriate barring rates to control the traffic to a third party server/s based on the congestion conditions at the third party application server/s and as agreed with third party application provider.  

- 
The system shall be able to monitor the changing conditions of congestion or failure and restoration of normal service at the 3rd party application servers and gracefully ease or cease control of the traffic.
