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1 Overview
The OMA DM Working Group would like to thank 3GPP SA1 for their LS regarding OMA DM technologies and associated APN configuration capability.
2 Requested Actions
3GPP SA WG1 asks OMA DM group to provide requested feedback.
With regards to the LS section:

a) “3GPP SA WG1 has identified that OMA DM and OMA CP can configure APNs for specific applications in the application profile configured on the device.
3GPP SA WG1 asks to OMA group whether these device management solutions as defined by OMA (e.g. OMA DM, OMA CP and OMA lightweight M2M) are suitable for use to automatically configure a device with all including the APNs to be used per third party application or if in order to achieve this automatic configuration for MNO, some enhancement would be needed”.

OMA DM 1.x and DM 2.0 ( [2] [3] ) can fulfill 3GPP SA1 use case requirements, by using the Bootstrap mechanism.

While, in fact, the Bootstrap stage is designed to provide the DM Client with information regarding DM Account, the Bootstrap message can also contain any Management Object (see section 5.5.4 of [2]): in the use case described by 3GPP SA1 the Bootstrap information may furthermore contain the Connectivity Management Object [1] that defines the APNs and related APN information. The APN specific configuration could also be configured by the DM Server after the bootstrap.
OMA DM technologies define several Bootstrap modes (i.e.  Annex in that document), where OMA DM Bootstrap from Smartcard is the only mandatory Bootstrap mode when Smartcard is supported by the device (i.e. section 5.5.6 of [2]) and  it is compatible with the automatic aspects of the APN configuration mentioned in the 3GPP SA1 use case. 

Additionally for the use case described by 3GPP SA1, OMA DM 1.x and DM2.0 specifications have a more complete coverage in terms of standardized Management Objects than OMA CP v1.1, which uses Application Characteristics and is an older technology.
b) “SA1 has identified that OMA Lightweight M2M cannot configure APN”
Regarding OMA Lightweight M2M 1.0 [4], the specification was approved as Candidate at the end of 2013 and does not include a specific Object for configuring APNs.
However, the OMA LightweightM2M work item on LWM2M Object for connectivity  management (LWM2M_CONNMGMT 1.0 [5]) covers configuring APNs and the public release of this is expected by August 2014. 
Useful OMA References: 

[1] OMA-DDS-DM_ConnMO-V1_0-20081107-A 07-Nov-2008 
(see http://technical.openmobilealliance.org/Technical/technical-information/release-program/current-releases/connmo-v1-0)
[2] OMA-TS-DM_Bootstrap-V1_3-20121009-C (see http://technical.openmobilealliance.org/Technical/technical-information/release-program/current-releases/dm-v1-3)
[3] OMA-TS-DM_Protocol-V2_0-20140219-D (see http://member.openmobilealliance.org/ftp/Public_documents/DM/DMNG/Permanent_documents/OMA-TS-DM_Protocol-V2_0-20140219-D.zip)
[4] OMA-TS-LightweightM2M-V1_0-20140619-D (see http://member.openmobilealliance.org/ftp/Public_documents/DM/LightweightM2M/Permanent_documents/OMA-TS-LightweightM2M-V1_0-20140619-D.zip)
[5] OMA WID W0298 LWM2M Object Connectivity Management V1.0 (see http://member.openmobilealliance.org/ftp/Public_documents/TP/Permanent_documents/OMA-WID_0298-LWM2M_object_connectivity_management-V1_0-20140509-A.zip)
Annex :   OMA Bootstrap methods in brief  (see section 5.1.2 of [2])
A least one of these methods must be supported by a OMA DM Client :
a) Smart Card bootstrap : ” If the Device supports a smartcard, the DM Client MUST support detection, retrieval, and processing of Bootstrap Message from the smartcard”. Any OMA DM release (including LWM2M) supports that method. A specific policy may disable that functionality in DM 1.X & DM2.0. Bootstrap Information (including APN configuration if needed) are applied to device configuration when the device is switched on ([2] section 5.1.2.2 and section 5.5.6).

b) Customized bootstrap (DM1.X) or factory bootstrap (DM2.0, LWM2M) : configuration is loaded in factory  ([2] section 5.1.2.1).

c) Server Initiated bootstrap : Server must receive Device address  beforehand and then performs  a Push mechanism to transfer to device the Configuration information  (may include APN information); The DM Client will accept Bootstrap Messages only from an authorized server ([2] section 5.1.2.3).

d) Client Initiated bootstrap : the client retrieves the Bootstrap information from the server, but needs to contact the server firstly ([2] section 5.1.2.4). DM 1.2 doesn’t support that method.
3 Conclusion
OMA DM Working Group thanks 3GPP SA WG1 for their interest in OMA DM regarding APN configuration and we look forward to further correspondence. 
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