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Abstract: < This contribution introduces Requiements for Call Intrusion >
1. Introduction
The document introduces the Call Intrusion use cases. Then, it is suggested to add the Call Intrusion requirements into TS 22.179.
2. Call Intrusion 
2.1 Description
In 2G PTT system such as TETRA, when a dispatcher wants to immediately have a talk with someone who is busy in an ongoing private call, the dispatcher can break in and establish the communication connection with the busy user. 
The popular service in PTT system is called Call Intrusion. It is necessary and efficient for organizing and scheduling to have the Call Intrusion service in 4G LTE MCPTT system.
In [1], the definition of Call Intrusion (SS-CI) is a supplementary service which, on request from the served user, enables the served user to establish communication with a busy called user (user B) by breaking into an established call between user B and a third user (user C).
2.2 Pre-condition
There are a user B and a user C in an active private call. A dispatcher wants to have a call with user B for an urgent thing.

2.3 Service Flows

The dispatcher makes a call request to the user B. As the user B was in busy state, so the dispatcher cannot have a normal call service. But the dispatcher can have a Call Intrusion by intruding the active private between user B and user C. 

The network then quickly established a new connection between dispatcher and the busy user B. On successful intrusion, there are two options for the following procedure:

1. The dispatcher can release the private call between user B and the user C. It is also called Forced Release.
2. User C in the intruded private call can be connected in a conference type connection with the dispatcher and user B. But the user C in the conference type connection shall be isolated, then user C cannot receive and transmit any voice and data. It is called Isolation to user C.
2.4 Post-condition

After the intrusion is completed the dispatcher shall exit the conference type connection. There two different results with respect to 2 options in 2.3 Service Flows:
1. There is no connection between user B and user C. (After the Forced Release)
2. The transmitting and receiving in the intruded private call between user B and user C shall resume. (After the Isolation to user C)
2.5 Potential Requirements
The MCPTT service shall support call intrusion service in private call. The MCPTT service shall enable dispatcher to establish a new connection with a busy user (user B) in an active private call by intruding the active private call. 

On successful intrusion, the dispatcher can release the private call between user B and the other user (user C).
On successful intrusion, user C in the intruded private call can be connected in a conference type connection with the dispatcher and user B. But the user C in the conference type connection shall be isolated, then user C cannot receive and transmit any voice and data. After the intrusion is completed the dispatcher shall exit the conference type connection, and the transmitting and receiving in the intruded private call between user B and user C shall resume.
Reference

[1] ETSI EN 300 426: "Private Integrated Services Network (PISN); Inter-exchange signalling protocol; Call intrusion supplementary service [ISO/IEC 14846 (1996), modified]".
Proposal
It is suggested to put following changes to chapter 6.13 in TS 22.179.
----------------------------------------- Beginning of Change ----------------------------------------- 
6.13
Private Call

The MCPTT service shall provide a mechanism for an MCPTT Administrator to configure for a particular authorized MCPTT User, a set of MCPTT Users under the same authority to which an MCPTT Private Call can be made. 

Editor’s Note: The relationship between the authorizations of UEs vs. User is FFS.

The MCPTT service should provide a mechanism to query whether a particular MCPTT User is present on the network.

The MCPTT service should provide a mechanism to query whether a particular MCPTT User is capable of participating in an MCPTT Private Call.

Editor’s Note: Potential privacy issues should be considered FFS.

The MCPTT service shall provide a mechanism (i.e., MCPTT Private Call callback request) for the calling party of an MCPTT Private Call to request that the called party (at earliest convenience) place a call to the calling party.

The MCPTT service shall provide a UE receiving an MCPTT Private Call callback request with an indication of which MCPTT User called and when.

Within an MCPTT Private Call, the MCPTT service shall provide a mechanism by which specified participants or participant types (e.g., dispatch) have the ability to override an active PTT transmission of the other participant in the private call.
The MCPTT service shall support call intrusion service in private call. The MCPTT service shall enable dispatcher to establish a new connection with a busy user (user B) in an active private call by intruding the active private call. 

On successful intrusion, the dispatcher can release the private call between user B and the other user (user C).
On successful intrusion, user C in the intruded private call can be connected in a conference type connection with the dispatcher and user B. But the user C in the conference type connection shall be isolated, then user C cannot receive and transmit any voice and data. After the intrusion is completed the dispatcher shall exit the conference type connection, and the transmitting and receiving in the intruded private call between user B and user C shall resume.

Editor’ Note: Private call set up modes requirements are FFS.

Editor’ Note: Discrete listening requirements are FFS.

Editor’ Note: Call override capabilities are FFS.

Editor’ Note: Performance specifications are FFS.
----------------------------------------- End of Change -----------------------------------------
