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Abstract: 

Notes in the document should be in black text and have the NO style applied. This contribution fixes the Notes that are not in the correct format.  A few typos are also fixed.   Changes affect clauses 5.1, 5.5, 5.12, 6.2.5, 6.11, 6.14.1.1, and 6.22.2.

Proposed text changes:

5.1
General Requirements
The MCPTT service shall provide a mechanism by which an MCPTT UE can make a 1-to-many MCPTT transmission to any MCPTT Group(s) for which it is authorized.
NOTE:
For Off-Network use, only group member UEs within communication range will receive the transmission.
The MCPTT service shall provide a mechanism by which an MCPTT User can determine the currently defined MCPTT Groups for which the user is authorized.
The MCPTT service shall provide a mechanism by which an MCPTT UE can determine the currently defined MCPTT Groups for which it is authorized.
The MCPTT service shall provide a mechanism by which an MCPTT UE can determine the MCPTT Groups which are currently transmitting for which it is authorized.

The MCPTT service shall provide a mechanism by which an authorized MCPTT User can determine which MCPTT Groups are active.
The MCPTT service shall support an MCPTT User’s ability to affiliate to one or more MCPTT Groups.
The MCPTT service shall allow the MCPTT Administrator to designate specific MCPTT Groups to be inaccessible to other users, including dispatchers or supervisors.

5.5
Private Call

The MCPTT service shall provide a means by which a UE can make an MCPTT Private Call to any MCPTT User for which the UE’s current MCPTT User is authorized.

NOTE:
For Off-Network use, only a UE within communication range will receive the transmission.

The MCPTT service shall provide a mechanism for an MCPTT Administrator/Supervisor to configure which MCPTT Users, within their authority, can place an MCPTT Private Call.

The MCPTT service shall provide a mechanism for an MCPTT Administrator/Supervisor to configure which MCPTT UEs, within their authority, can place an MCPTT Private Call.

5.12
Relay Requirements

The MCPTT service shall be able to use ProSe Relay capabilities defined in TS 22.278 [5] and TS 22.468 [6].

NOTE:
For On-Network use, the UE-to-Network Relay applies.  For Off-Network use, the UE-to-UE Relay applies.

6.2.5
Membership/affiliation

The MCPTT service shall support an MCPTT User’s ability to revoke his affiliation with an MCPTT group.

6.11
Remotely initiated MCPTT Call
The MCPTT service shall provide a mechanism for an MCPTT Administrator and/or authorized user to cause a UE that is within their authority to initiate an MCPTT Private Call to the MCPTT Administrator and / or authorized user and then begin transmitting to the MCPTT Administrator or authorized user.  
NOTE 1:
This action may occur with or without any notification to the user of the UE.
The MCPTT service shall provide a mechanism for an MCPTT Administrator and/or authorized user to cause a UE that is within their authority to initiate an MCPTT Group Call and then to begin transmitting to the Affiliated MCPTT Group Members.
NOTE 2:
This action may occur with or without any notification to the user of the UE.

6.14.1.1
General

For MCPTT Users, one of the most important performance criteria is the MCPTT Access time (KPI 1). The MCPTT Access time is defined as the time between when an MCPTT User request to speak (normally by pressing the MCPTT control on the UE) and when this user gets a signal to start speaking. This time does not include confirmations from receiving users.

The MCPTT Access time (KPI 1) does not include any MCPTT Session establishment procedure. This is the common scenario within Public Safety, meaning that MCPTT Sessions are long lived sessions during several working hours. The End-to-end MCPTT Access time (KPI 2) is defined as the time between when an MCPTT User requests to speak (normally by pressing the MCPTT control on the UE) and when this user gets a signal to start speaking, including MCPTT Session establishment and acknowledgement from first receiving user before voice can be transmitted.  A typical case for the End-to-end MCPTT Access time is an MCPTT Private Call request where the receiving user’s client accepts the call automatically.

NOTE:
The End-to-end MCPTT Access time (KPI 2) is not applicable for an MCPTT Group transmission call setup when no acknowledgment is requested from any Affiliated MCPTT Group Member.

The Mouth-to-ear latency (KPI 3) is the time between an utterance by the transmitting user, and the playback of the utterance at the receiving user’s speaker. Figure 6.14.1.1-1 illustrates the MCPTT Access time and Mouth-to-ear latency.
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Figure 6.14.1.1-1: Illustration of MCPTT Access time and Mouth-to-ear latency

6.22.2
Application layer roaming and interworking between MCPTT systems
An MCPTT service shall provide mechanisms to allow an MCPTT User to operate in a Visited MCPTT System, subject to authorization from both the Visited and the Home MCPTT Systems of the MCPTT User.

The authentication of an MCPTT User with an MCPTT service in a Visited MCPTT System shall be based on security parameters obtained from the Home MCPTT service of the MCPTT User.

NOTE 1:
This is an application layer authentication and not 3GPP network authentication.

Any functionality needed from the visited PLMN network is subject to roaming capabilities and operator agreement.

An MCPTT service shall provide mechanisms to allow an MCPTT User on the Home MCPTT System to affiliate to a PTT Group from a Foreign MCPTT System, subject to authorization from the Home MCPTT System and the Foreign MCPTT System that is home to the MCPTT Group (Group Home MCPTT System).

An MCPTT service shall provide mechanisms to allow a roaming MCPTT User to affiliate to an MCPTT Group from the visited MCPTT System, subject to authorization from the Group Home MCPTT System.

An MCPTT service shall provide mechanisms to allow a roaming MCPTT User to affiliate to an MCPTT Group from another interconnected MCPTT System, subject to authorization from the Group Home MCPTT System.

NOTE 2:
It is assumed that once affiliation from a User to a Group is successful, subsequent communication within that Group are available to the User.

End to end security of an MCPTT Group communication (including in Foreign MCPTT Systems) shall be based on parameters obtained from the Group Home MCPTT System.
