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Abstract: This contribution aims at defining the need for a common mandatory codec for voice and video
The interoperability between MCPTT systems is  strong user requirement. A user shall be able to communicate within its home MCPTT system with users of any other MCPTT system wherever he can be under the coverage of its own system or while roaming on another system.

In order to ensure a native interoperability without any necessary upgrade of the network or of the MCPTT system, common mandatory codec shall be defined.

Proposed change:
6.22.2
Application layer roaming and interworking between MCPTT systems
An MCPTT service shall provide mechanisms to allow an MCPTT User to operate in a Visited MCPTT System, subject to authorization from both the Visited and the Home MCPTT Systems of the MCPTT User.

The authentication of an MCPTT User with an MCPTT service in a Visited MCPTT System shall be based on security parameters obtained from the Home MCPTT service of the MCPTT User.

Note: this is an application layer authentication and not 3GPP network authentication.

Any functionality needed from the visited PLMN network is subject to roaming capabilities and operator agreement.

An MCPTT service shall provide mechanisms to allow an MCPTT User on the Home MCPTT System to affiliate to a PTT Group from a Foreign MCPTT System, subject to authorization from the Home MCPTT System and the Foreign MCPTT System that is home to the MCPTT Group (Group Home MCPTT System).

An MCPTT service shall provide mechanisms to allow a roaming MCPTT User to affiliate to an MCPTT Group from the visited MCPTT System, subject to authorization from the Group Home MCPTT System.

An MCPTT service shall provide mechanisms to allow a roaming MCPTT User to affiliate to an MCPTT Group from another interconnected MCPTT System, subject to authorization from the Group Home MCPTT System.

Note: it is assumed that once affiliation from a User to a Group is successful, subsequent communication within that Group are available to the User.

End to end security of an MCPTT Group communication (including in Foreign MCPTT Systems) shall be based on parameters obtained from the Group Home MCPTT System.
User shall be able to use a common mandatory codec for real time voice services.

User shall be able to use a common mandatory codec for real time video services.

