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Introduction

Overview
TS 22.179 contains many requirements that require that the MCPTT Service shall perform a function based on a configurable trigger, without including a requirement that an MCPTT Administrator shall be able to configure the system accordingly.

One example is: “An authorized participant shall be able to request to transmit to an MCPTT Group or an individual participant.”  In order for the MCPTT system to restrict an unauthorized MCPTT user from requesting to transmit, the system needs to be configured with this information.  This contribution attempts to provide missing requirements to address the configuration of the MCPTT system to allow for the functions described in other requirements.  These management requirements cover aspects of user, group, and system configuration.

This submission is one of a set of 8 that address administration requirements. The others are: 

>>>>>>>>>>>>>>>>>>>>>> Start of Change <<<<<<<<<<<<<<<<<<<
4.6.1.2.2
Imminent Peril Group call cancellation Requirements
The MCPTT service shall support cancellation of an In-progress Imminent Peril when criteria created by the MCPTT Administrator are met. 
The MCPTT service shall enable an MCPTT Administrator to authorize a user to cancel In-progress Imminent Perils.
4.6.1.3
MCPTT Emergency Alert 

4.6.1.3.1
Requirements
The MCPTT service shall enable an MCPTT Administrator to authorize a user to be able to activate the MCPTT Emergency Alert capability.

The MCPTT service shall enable an MCPTT Administrator to configurable how the user is notified of an incoming alert. (visual, audio, or not at all (i.e., silent)).
4.6.1.3.2
MCPTT Emergency Alert Cancellation Requirements
The MCPTT service shall enable an MCPTT Administrator to authorize a UE to cancel, from the system, an MCPTT Emergency Alert initiated by another user. 
The MCPTT service shall enable an MCPTT Administrator to authorize a user to cancel, from the system, an MCPTT Emergency Alert initiated by another user. 
Editor's note: Use of User versus UE requirements is FFS.
4.7
Talker ID

The MCPTT service shall ensure that each Talker ID has a human readable identifier (with a minimum length of N3) (i.e., Alias ID) assigned by an MCPTT Administrator and/or authorized user. 
The MCPTT service shall provide a mechanism for an MCPTT Administrator to configure the Alias IDs. 
4.8
Personality Management

The MCPTT service shall provide a mechanism for MCPTT UE personality provisioning by an MCPTT Administrator and/or authorized user. 
The MCPTT service shall provide a mechanism for an MCPTT Administrator and/or authorized user to perform personality provisioning within their authority. 
Editor’s note: Following the agreed definition of MCPTT Administrator requirements 1 and 2 should be merged.

The MCPTT service shall provide a means by which an MCPTT Administrator is able to designate that new or updated personality characteristics are to be installed by the MCPTT UE for immediate use by the MCPTT User. 
The MCPTT service shall provide a means by which an MCPTT Administrator is able to designate a particular time and date when new or updated personality characteristics are to be installed by the MCPTT UE for use by the MCPTT User. 
4.9
Location

The MCPTT service shall provide a means for MCPTT Administrators to manage the privacy of location information for MCPTT Users within their authority. 
The MCPTT service shall enable an MCPTT Administrator to authorize a user to request location information of the current talker.
The MCPTT service shall enable an MCPTT Administrator to authorize a user to be able to restrict an MPTT UE from supplying location information to the MCPTT service. 
4.10
Security

The MCPTT service shall enable an MCPTT Administrator to authorize an MCPTT UE to access select MCPTT features prior to MCPTT User authentication.

The MCPTT service shall enable an MCPTT Administrator to suspend or disable access from an MCPTT UE or an MCPTT User to the MCPTT service.
The MCPTT service shall enable an MCPTT Administrator to designate that an MCPTT group has the capability to be encrypted.
The MCPTT service shall enable an MCPTT Administrator to designate that an MCPTT group is always encrypted.

MCPTT Administrators who are responsible for security parameters shall be able to have separate scopes of responsibilities and non-intermixing privileges from other MCPTT Administrators.
4.13.2
XX
The MCPTT service shall enable an MCPTT Administrator to allow an MCPTT User to operate in a Visited MCPTT System.

The MCPTT service shall enable an MCPTT Administrator to allow visiting MCPTT Users to operate in the MCPTT System.
The MCPTT service shall enable an MCPTT Administrator to identify foreign MCPTT Groups from an inter-system gateway to be given permission on the system.

The MCPTT service shall enable an MCPTT Administrator to configure talk groups to be permitted to route to specific foreign system(s).

The MCPTT service shall enable an MCPTT Administrator to identify whether a roaming user to a foreign system is permitted to talk on the local group.

The MCPTT service shall enable an MCPTT Administrator to identify whether a roaming user to a foreign system is permitted to talk on the local group during emergency state.

The MCPTT service shall enable an MCPTT Administrator to set parameters (e.g. queuing priority) to govern the behavior of a foreign group on the system.

The MCPTT service shall enable an MCPTT Administrator to include users from different service providers in a group.

The MCPTT service shall enable an MCPTT Administrator to map MCPTT Groups to groups defined on an interworking system.

The MCPTT service shall enable an MCPTT Administrator to be able to include foreign users into appropriate subsets of users having the keys for an encrypted group.

The MCPTT service shall enable an MCPTT Administrator to maintain a list per user of groups and individuals from a foreign system, whose incoming sessions are to be rejected with no notification to the user. 
5.2
Project 25

The MCPTT service shall enable an MCPTT Administrator to authorize an MCPTT User to be able to override transmitting users on an MCPTT Group call between MCPTT Users and P25 subscriber units and consoles. 

The MCPTT service shall enable an MCPTT Administrator to authorize P25 subscriber units and consoles to be able to override transmitting users on an MCPTT Group call between MCPTT Users and P25 subscriber units and consoles.

The MCPTT service shall enable an MCPTT Administrator to authorize MCPTT Users to be able to receive losing audio from P25 subscriber units and consoles.
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