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Introduction

Overview
TS 22.179 contains many requirements that require that the MCPTT Service shall perform a function based on a configurable trigger, without including a requirement that an MCPTT Administrator shall be able to configure the system accordingly.

One example is: “An authorized participant shall be able to request to transmit to an MCPTT Group or an individual participant.”  In order for the MCPTT system to restrict an unauthorized MCPTT user from requesting to transmit, the system needs to be configured with this information.  This contribution attempts to provide missing requirements to address the configuration of the MCPTT system to allow for the functions described in other requirements.  These management requirements cover aspects of user, group, and system configuration.

This submission is one of a set of 8 that address administration requirements. The others are: 

>>>>>>>>>>>>>>>>>>>>>>>> Start of Change <<<<<<<<<<<<<<<<<<<<<
4.X
Administration
4.X.1
General

The MCPTT service shall enable an MCPTT Administrator to create and assign members to MCPTT Groups.
The MCPTT service shall enable an MCPTT Administrator to assign identifying information to an MCPTT Group such as name and alias.
The MCPTT service shall enable an MCPTT Administrator to create MCPTT User accounts.
The MCPTT service shall enable an MCPTT Administrator to assign identifying information to MCPTT User accounts such as name, identifier and alias. 
Editor's note: Additional general administrator requirements are FFS.
4.X.2
Group Parameters

The MCPTT service shall enable an MCPTT Administrator to define the call setup criteria for the group including:

· All affiliated MCPTT Group members acknowledge receipt of the MCPTT Group transmission, or

· A subset of affiliated MCPTT Group members acknowledge receipt of the MCPTT Group transmission, or 
· All affiliated MCPTT Group members who are also in a given geographical area acknowledge receipt of the MCPTT Group transmission, or

· Best effort

The MCPTT service shall enable an MCPTT Administrator to configure the conditions under which a group session shall be terminated. E.g. last participant leaving, second last participant leaving, initiator leaving, etc.

The MCPTT service shall enable an MCPTT Administrator to set a pre-defined time period without any traffic in the session, after which the group session shall terminate.

The MCPTT service shall enable MCPTT Administrators to configure the maximum allowed time duration for the session to remain active.

The MCPTT service shall enable an MCPTT Administrator to determine how many users must remain participating in the call for the session to remain active.

The MCPTT service shall enable an MCPTT Administrator to configure groups to be receive-only for specified users.

The MCPTT service shall enable an MCPTT Administrator to set the preferred media codecs for a group.

The MCPTT service shall enable an MCPTT Administrator to configure a live time in queue for “top of queue” capability.

The MCPTT service shall enable an MCPTT Administrator to give permission to MCPTT Administrators from other Public Safety Entity(s) to make specified changes to selected talk groups from their entity (e.g. add a user).
The MCPTT service shall enable an MCPTT Administrator to authorize and revoke MCPTT Group sharing privileges between particular Public Safety Entities.
The MCPTT service shall enable an MCPTT Administrator to confine Groups to a particular geographic area.
Note: Confine means to not allow a user to affiliate to a group outside of a geographic area.

4.X.3
Group List Settings 

The MCPTT service shall enable an MCPTT Administrator to authorize a user to request 1-to-many PTT transmission to one or more PTT Group(s).

The MCPTT service shall enable an MCPTT Administrator to authorize a user to request the list of affiliated members on an MCPTT Group regardless of the user’s affiliation or group membership.

The MCPTT service shall enable an MCPTT Administrator to authorize a user to request the complete list of members of an MCPTT Group.

The MCPTT service shall enable an MCPTT Administrator to maintain a list per user of groups and individuals whose incoming sessions are to be rejected with no notification to the user.

The MCPTT service shall enable an MCPTT Administrator to determine who is allowed to join a PTT session for a particular group.

The MCPTT service shall enable an MCPTT Administrator to determine who may hide their identity as a participant in an MCPTT session for a particular group.

The MCPTT service shall enable an MCPTT Administrator to determine the subset of affiliated MCPTT Group members that must acknowledge receipt of the MCPTT Group transmission call setup request before the audio transmission will proceed. 

The MCPTT service shall enable an MCPTT Administrator to determine users who may have the role of a particular Participant type on the group.
4.X.4
Local Control  

The MCPTT Service shall support multiple MCPTT Administrators simultaneously managing subsets of groups and users within the MCPTT Service.  

The MCPTT Service shall support multiple levels of administrative control including, as a minimum, group settings, user settings, crypto settings, etc.

The MCPTT service shall enable an MCPTT Administrator to define the bounds within which users within a local deployment shall have the ability to trigger, in real-time, changes to quality of service to meet the needs of the situation.  
The MCPTT service shall enable an MCPTT Administrator to define the bounds within which the local Public Safety Entity shall have the ability to pre-configure trigger system changes to priority and QoS settings for periods of system congestion, for users arriving to assist the entity and operating outside their normal area of control, such as Public Safety Entities being able to influence the priority of visiting users. 
4.X.5
Key Management

Editor’s Note: Key Management requirements are FFS 

4.X.6
Hosted

The MCPTT service shall enable an MCPTT Administrator to delegate group management to local entities in a hosted environment. 

The MCPTT service shall enable an MCPTT Administrator to delegate user management to local entities in a hosted environment.
The MCPTT service shall enable an MCPTT Administrator to configure local entities in a hosted environment.
>>>>>>>>>>>>>>>>>>>>>>>> End of Change <<<<<<<<<<<<<<<<<<<<<
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