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It is expected that spoofed call detection for a number of reasons, just like spam email detection, is unlikely to be 100% perfect for a number of reasons. Just as modern conversation around “did you receive my email” when it wasn’t received, then some exchange around “did you check your spam folder” also usually occurs.  It is likely that this will be a similar phenomenon when networks deploy automated spoofed call detection. So there needs to be a mechanism for the user to review some portion of recent calls and call attempts which are considered spoofed by the network spoofed call detection.
---------- Use Case template ----------
x.1
User reporting a call incorrectly identified as spoofed
x.1.1
Description

This use case describes the capabilities a user will need to have available when spoofed calls are provided a treatment such that the user isn’t aware of the call attempt when it arrives in the terminating network.  The treatment can include call blocking, redirecting the caller to record a message in a voicemail spam folder.
x.1.2
Pre-conditions

Network X is a PLMN which employs automated spoofed call detection.

Network X provides its users with the ability to review the history of selected incoming call and call attempts identified by the network as spoofed calls.
Peter is a subscriber of Network X. 
x.1.3
Service Flows

1. Network X sends Peter an indication that there has been some recent spoofed call activity and the history is listed for Peter to review.
2. Network X lists the calls and call attempts identified as spoofed for the past 30 days.

2. Peter accesses the list and reviews the incoming spoofed call attempts.

3. Several spoofed call attempts Peter doesn’t recognize and believes they are spoofed call attempts.  Peter deletes these from the list so he doesn’t have to review them again in the future.

4. Peter identifies one call which he does not consider to be a spoofed call.  Peter indicates to the network that this call was incorrectly identified as a spoofed call.  Peter then deletes this call from the list so he doesn’t have to review it again. In the future
x.1.4
Post-conditions

Peter is able to review his network selected spoofed call history list to identify any incoming calls and incoming call attempts incorrectly identified as spoofed.
x.1.5
Potential Impacts or Interactions with Existing Services/Features
None identified.
x.1.6
Potential Requirements

1. The user shall be able to review the selected history list of spoofed calls and call attempts to the user and identified by the network as spoofed.
2. The network shall be able to select the history list of spoofed calls and call attempts available for users to review.
3. Within the selected history list of spoofed calls and call attempts, the user shall be able to manage the list entries depending on operator policy.
