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Work Item:
    Service Exposure and Enablement Support (SEES)
Introduction

This contribution proposes potential requirements on service/capability exposure towards  3rd party service providers.
Discussion

SEES TR shows how the MNO could provide network information and services to 3rd party applications based on agreement between MNO and 3rd party. The operator shall be able to secure the access to the exposed services/capabilities i.e. to authenticate, authorize and charge the 3rd party entities. It shall be ensured that 3GPP services/capabilities are not disclosed to unauthorised parties and that user identity privacy (anonymous user identity) is maintained as applicable. The network provided information is controlled by the network, but this can depend on subscriber/MNO agreement. The MNO shall be able to control which parts of his information is seen by each application. It shall be possible to access exposed information simultaneously from multiple applications.
List of use cases currently studied in the TR is non exhaustive and that more service and exposure may be considered in the future to support more application needs. The network service/capability exposure should be generic enough to support different application needs. When new 3GPP features are specified in future, some capability/service may be identified to further enhance the portfolio of offered capabilities/services in order to offer an attractive and rich environment for 3rd party applications.
Based on these current TR use cases, generic requirements can be derived to allow the MNO to offer services and capabilities. Exposed 3GPP services/capabilities may use functionalities from different network entities and different 3GPP interfaces or use some already existing features (monitoring) so the network service/capability exposure should be done to reduce the difficulty for 3rd party to access the network services and capabilities and it is expected that Stage-2 should consider them in a generic way to avoid replication of Stage-2 work for each new service/capability or each different need of 3rd party applications.

It is also expected that 3GPP will not define APIs that are defined in OMA/GSMA. Nevertheless some enhancements of existing APIs or addition of new APIs in the scope of existing API frameworks may be needed to support services/capabilities not considered currently in OMA/GSMA but considered in the current use cases of the TR. Service/capability exposure shall be harmonised with functionality provided by the API frameworks as defined in OMA/GSMA.  

It is proposed below to update section 5.2 “Potential additional requirements” with addition of a new section 5.2.1 “Generic requirements for service exposure” with above content
***** 1st CHANGE *****
i.e. add a new section 5.2.1
5.2.1
Generic requirements for Service Exposure
Under the assumption of a service agreement between MNO and a 3rd party, the network shall allow 3rd party service provider to benefit from network provided services and capabilities that are exposed by the PLMN. 
The operator shall be able to secure the access to the exposed services/capabilities i.e. to authenticate, authorize and charge the 3rd party entities. 
NOTE 1: This requirement may be implemented by the existing standardised API frameworks e.g. the OMA API framework.
It shall be ensured that the 3GPP services/capabilities are not disclosed to unauthorised parties and that user privacy is maintained subject to user agreement, operator policy, service agreement between operator and 3rd party and regulation constraints. The network provided information is controlled by the network and further subject user agreement, operator policy, service agreement between operator and 3rd party and regulation constraints. 
The network service/capability exposure should be generic enough to support different application needs. Exposed 3GPP services/capabilities may use functionalities from different network entities and different 3GPP interfaces
The network service/capability exposure should be done to reduce the complexity of different 3rd parties to access different network services and capabilities.
NOTE 2: When new 3GPP features are specified in future, some capability/service may be identified to further enhance the portfolio of offered capabilities/services in order to offer an attractive and rich environment for 3rd party applications.   
***** END OF CHANGES *****
