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Abstract:  TS 22.179 is being developed incrementally, and its normative text so far contains consolidated requirements mainly from NPSTC and UK Home Office. Additional submissions are forthcoming, reflecting the work to integrate those requirements with TIA TR8 submitted requirements. Requirements based on OMA PoC and identified as part of the work under OMA PCPS v.1 have just become available and are being liaised to SA1. In addition ETSI TCCE has also just approved its requirements document  which is also being liaised to SA1.  Consistent with an associated paper discussing a way forward (S1-141152),this contribution shows the content of a proposed new Annex to 22.179, to serve as repository of the primary requirements and facilitate mapping between final requirements and primary ones.
Introduction
The MCPTT WID (SP-130728, section 3) explicitly identifies sources of primary requirements: FirstNet, UK HO, NPSTC, TIA, OMA, ETSI TCCE, etc. and states the expectation that those Stage 1 requirements will end up reflected in the SA1 documents. The liaison SP-130727 (S1-140142) further states “3GPP TSG SA would like invite input and feedback to 3GPP TSG SA WG1 to ensure that requirements generated from the above organizations are taken into consideration in this work item” and gives a submission deadline in SA1 of August 2014 for the primary requirements from the SDOs. 
Proposed Annex
Customarily, potential requirements from primary sources are being captured in a TR as part of the Study phase of the project, and only when the consolidation of requirements is completed, actual requirements are placed in the TS. The TR also clearly maps/matches the potential and consolidated requirements to each other, to ensure and prove that everything has been covered and taken into consideration. In the case of the MCPTT WID, the TR phase was skipped, apparently based on the pre-existence of primary/potential requirements in various SDO documents. However, the need for recording the primary requirements and mapping/matching them with the final requirements in the TS is still there. That is why this contribution includes in the proposed informative Annex primary (potential) requirements originating from SDOs and other industry bodies.
Proposal: include the text below into the next version of TS 22.179.

*************   Begin Changes *****
Annex A (informative): Primary Source Requirements
A.1 NPSTC: Public Safety Broadband Push-to-Talk over Long Term Evolution Requirements  7/18/2013
2.1 Group Call 

Table 1. PTT Group Call Requirements
	Mapped to
	NPSTC #
	#
	Requirement

	
	N1
	1
	The PTT Service SHALL provide a mechanism by which a UE can make a 1-to- many PTT transmission to any PTT Group for which it is authorized. 

	
	N2
	2
	The PTT Service SHALL provide a mechanism by which PTT UEs can determine the currently active PTT Groups for which it is authorized. 

	
	N3
	3
	The PTT Service SHALL provide a mechanism by which PTT UEs can determine what PTT Groups are being monitored by some other UE, as authorized. 

	
	N4
	4
	The PTT Service SHALL provide a mechanism by which a Public Safety Entity Administrator, from any location, may define the membership of a PTT Group. 

	R-4.2-9
	N5
	5
	Public Safety Entity Administrators SHALL have the capability to create a hierarchy for what users, user types, and/or devices can override an active PTT Group transmission. 

	R-4.2-10
	N6
	6
	When an authorized user overrides a PTT Group transmission, authorized users SHALL be able to listen to both the overriding and overridden PTT Group transmissions. 

	R-4.2-11
	N7
	7
	When an authorized user overrides a PTT Group transmission, a Public Safety Entity Administrator SHALL be able to configure which PTT Group transmission a user receives, overriding and/or overridden. 

	R-4.2-7
	N8
	8
	When an authorized user overrides a PTT Group transmission, the PTT Service SHALL provide a means of notifying the overridden talker that the transmission has been overridden. 

	
	N9
	9
	The PTT Service SHALL allow the Public Safety Entity Administrator to designate specific PTT Groups to be inaccessible to other users, including dispatchers or supervisors. 

	
	N10
	10
	PTT Groups SHALL support up to the number (N) of PTT Group members selected by the Public Safety Entity Administrator. 

	
	N11
	11
	The PTT Service SHALL allow a UE to actively participate in 1 PTT Group transmission while simultaneously monitoring additional PTT Group transmissions.1 

	
	N12
	12
	The PTT Service SHALL present users with alias or alphanumeric group identifiers2 for PTT Groups.3 

	
	N13
	13
	The PTT Service SHALL provide a notification, for example audio and/or visual, to a user that there are no members on a PTT Group being used/monitored by the user and that the user is the only user affiliated to that talkgroup. 

	
	N14
	14
	The PTT Service SHALL, upon request of a User, make available the list of affiliated members on a PTT Group. 

	
	N15
	15
	The PTT Service SHALL provide, upon request, the complete list of members of a PTT Group to an authorized UE. 

	
	N16
	16
	The PTT Service SHALL provide a mechanism to prioritize, dynamically and in real-time, PTT Groups. 

	
	N17
	17
	The PTT Service SHALL provide a mechanism to organize PTT Groups into a hierarchy for 


2.2 Private Call 

Table 2. PTT Private Call Requirements
	Mapped to
	NPSTC
#
	#
	Requirement

	
	N18
	1
	The PTT Service SHALL provide a means by which a UE can make a 1-to-1 PTT transmission to any user for which it is authorized. 

	
	N19
	2
	The PTT Service SHALL provide a mechanism for a Public Safety Entity Administrator/Supervisor to configure which users, within their authority, can place a PTT Private Call. 

	
	N20
	3
	The PTT Service SHALL provide a mechanism for a Public Safety Entity Administrator to configure which UEs, within their authority, can place a PTT Private Call to other UEs within the same authority. 

	
	N21
	4
	The PTT Service SHOULD provide an availability check for PTT Private Calls. 

	
	N22
	5
	The PTT Service SHALL provide a mechanism for a PTT Private Call callback request. 

	
	N23
	6
	The PTT Service SHALL provide a UE receiving a PTT Private Call callback request with an indication of which user called and when. 


2.3 Announcement Group Call 

Table 3. PTT Announcement Group Call Requirements
	Mapped to
	NPSTC #
	#
	Requirement

	
	N24
	1
	The PTT Service SHALL support Announcement Group Calls in accordance with agency policy4 as determined by the Public Safety Entity Administrator. 

	
	N25
	2
	The PTT Service SHALL support Announcement Group Calls to a defined geographic area. 

	
	N26
	3
	The PTT Service SHALL allow real-time, dynamic creation and management of Announcement Group Calls by an authorized Public Safety Entity Administrator. 


3.1 General Audio PTT Call Performance 

Table 4. PTT Call General Requirements
	Mapped to
	NPSTC #
	#
	Requirement

	
	N27
	1
	The PTT Service SHALL provide a mechanism to accommodate ongoing Encoder/Decoder (codec) improvements within LTE.5 

	
	N28
	2
	The PTT Service SHALL provide public safety grade service to all members of a PTT Group transmission regardless of group size and/or user density. 

	
	N29
	3
	The PTT Service SHALL provide public safety grade call setup times6 between any two UEs within coverage of the NPSBN. 

	
	N30
	4
	The PTT Service SHALL provide public safety grade mouth-to-ear latency6 between any two UEs within coverage of the NPSBN. 

	
	N31
	5
	The PTT Service SHALL provide public safety grade initial lost audio on the NPSBN. 

	
	N32
	6
	The PTT Service SHALL provide public safety grade audio quality or better under public safety operating conditions. 


3.2 PTT Late Call Entry 

Table 5. PTT Late Call Entry Requirements
	Mapped to
	NPSTC #
	#
	Requirement

	
	N33
	1
	The PTT Service SHALL support late call entry. 

	
	N34
	2
	The PTT Service SHALL provide Talker IDs to UEs that enter a call late. 

	
	N35
	3
	The PTT Service SHALL provide location information to UEs that are late entering a call in progress. 


3.3 Dynamic Group Management 

Table 6. PTT Dynamic Group Management Requirements
	Mapped to
	NPSTC #
	#
	Requirement

	
	N36
	1
	The PTT Service SHALL provide a mechanism for dynamic creation and termination for PTT Group “patching” by Public Safety Entity Administrators and/or authorized users. 

	
	N37
	2
	The PTT service SHALL provide a mechanism to notify patch PTT Group members of initiation and termination of their PTT Group patch. 

	
	N38
	3
	The PTT service SHALL provide a mechanism to encrypt patched PTT Group transmissions. 


3.4 Call Monitoring 

Table 7. PTT Call Monitoring Requirements
	Mapped to
	NPSTC #
	#
	Requirement

	
	N39
	1
	The PTT Service SHALL allow a UE to actively participate in one PTT Group while simultaneously monitoring additional PTT Groups. 

	
	N40
	2
	The PTT Service SHALL provide a mechanism for an authorized UE to prioritize the order in which multiple PTT Groups are monitored by the UE. 

	
	N41
	3
	The PTT Service SHALL, provide multiple Talker IDs for display on UEs when multiple PTT Groups are monitored. 

	
	N42
	4
	The PTT Service SHOULD provide a mechanism for a Public Safety Entity Administrator and/or authorized user to order the PTT Groups being monitored by the UE. 

	
	N43
	5
	The PTT Service SHALL provide a mechanism for a number (N) of calls to be simultaneously received by a UE, authorized by a Public Safety Entity Administrator and/or authorized user. 

	
	N44
	6
	The PTT Service SHALL provide a mechanism for a Public Safety Entity Administrator to limit the total number of PTT Group transmission that a UE can simultaneously receive. 

	
	N45
	7
	The PTT Service SHALL provide a mechanism for a Public Safety Entity Administrator to monitor calls to and from PTT Group members within their authority without noticeable impact or knowledge of the user. 7 

	
	N46
	8
	The PTT Service SHALL provide a mechanism for a PTT Private Call callback request. 8 


	
	N47
	9
	The PTT Service SHALL provide a UE receiving a PTT Private Call callback request with an indication of which user called and when.9 

	
	N48
	10
	The PTT Service SHALL provide a mechanism for an Public Safety Entity Administrator and/or authorized user to initiate unit monitoring (UE) for UEs within their authority. 

	
	N49
	11
	The PTT Service SHALL provide a mechanism for a Public Safety Entity to record all PTT Group transmissions (including call audio, talker ID, talkpath ID, location of initiating party, and potentially other META data) by their organization. 

	
	N50
	12
	The PTT Service SHALL provide a mechanism to deliver encrypted PTT Group transmissions to a recording interface. 


4.1 PTT Call Priority 

Table 8. PTT Call Priority Requirements

	Mapped to
	NPSTC #
	#
	Requirement

	
	N51
	1
	The PTT Service SHALL support ruthless pre-emption. 

	
	N52
	2
	The PTT Service SHALL support top of queue priority. 

	
	N53
	3
	The PTT Service SHALL support a number (N) of users at the top of the priority queue, within an agency’s priority levels. 

	
	N54
	4
	The PTT Service SHALL ensure that immediate peril cannot pre-empt emergency calls. 

	
	N55
	5
	The PTT Service SHALL provide a mechanism for a Public Safety Entity Administrator to establish the priority and characteristics of PTT Group transmissions within their jurisdictional authority. 

	
	N56
	6
	The PTT Service SHALL provide a mechanism for a Public Safety Entity Administrator to configure a live time in queue for “top of queue” capability. 

	
	N57
	7
	The PTT Service SHALL provide a mechanism for a Public Safety Entity Administrator to create, under his authority, a pre-emption hierarchy for PTT Group transmissions and their associated users within their jurisdictional authority to promote local management of the service and its resources. 


4.2 Emergency/Imminent Peril Call 

Table 9. PTT Emergency/Imminent Peril Call Requirements
	Mapped to
	NPSTC #
	#
	Requirement

	
	N58
	1
	The PTT Service SHALL support emergency calls. 

	
	N59
	2
	The PTT Service SHALL support immediate peril calls. 

	
	N60
	3
	The PTT Service SHALL ensure that emergency and immediate peril calls have the highest priority over all other PTT Group transmissions. 

	
	N61
	4
	The PTT Service SHALL provide a mechanism to ensure that emergency and immediate peril calls, including their content and signaling, have pre-emptive priority over all other types of PTT Group transmissions. 

	
	N62
	5
	The PTT Service SHALL support emergency calls that persist until being acknowledged and terminated based on criteria created by a Public Safety Entity Administrator. 


5.1 Talker ID 

Table 10. PTT Talker ID Requirements
	Mapped to
	NPSTC #
	#
	Requirement

	
	N63
	1
	The PTT Service SHALL provide a mechanism such that each PTT Group member has a unique Talker ID. 

	
	N64
	2
	The PTT Service SHALL ensure that each Talker ID has an Alias ID assigned by a Public Safety Entity Administrator and/or authorized user. 

	
	N65
	3
	The PTT Service SHALL provide a mechanism for a Public Safety Entity Administrator to configure Alias IDs. 

	
	N66
	4
	All UEs SHALL provide a configurable capability to display the Talker ID, PTT Group, Alias ID, and Public Safety Entity name. 

	
	N67
	5
	The PTT Service SHALL provide talker ID. 

	
	N68
	6
	The PTT Service SHALL provide a mechanism for the Talker ID of a user to be associated with that user’s authentication and use of the NPSBN.10 


5.2 Personality Management 

Table 11. PTT Personality Management Requirements 

	Mapped to
	NPSTC #
	#
	Requirement

	
	N69
	1
	The PTT Service SHALL provide a mechanism for near real-time UE PTT configuration by 

a Public Safety Entity Administrator and/or authorized user of PTT Group members. 

	
	N70
	2
	The PTT Service SHALL provide a mechanism for a Public Safety Entity Administrator and/or authorized user to perform personality programming within their authority. 


5.3 Security 

Table 12. PTT Security Requirements
	Mapped to
	NPSTC #
	#
	Requirement

	
	N71
	1
	The PTT Service SHALL employ compliant open standards for encryption and authentication, subject to applicable national policy. 

	
	N72
	2
	The PTT Service SHALL provide a mechanism to encrypt all PTT Group transmissions, both user and control plane data (for example, audio, Talker ID, etc.). 

	
	N73
	3
	A UE SHALL provide a mechanism for an authorized user to select what services are available on the UE PRIOR TO full authentication on the UE (for example, 911 calls on commercial UEs). 

	
	N74
	4
	The PTT Service SHALL provide a mechanism to accommodate ongoing security algorithm improvements, which could include over the air key management. 


5.4 PTT Location Requirements 

Table 13. PTT Location Requirements
	Mapped to
	NPSTC #
	#
	Requirement

	
	N75
	1
	The PTT Service SHALL provide a mechanism for Public Safety Entity Administrators to manage the privacy of location information for users within their authority. 

	
	N76
	2
	The PTT Service SHALL provide a mechanism for an authorized user to prevent location information (for its own UE or another UE) from being conveyed by the PTT Service. 

	
	N77
	3
	The PTT service SHALL provide Talker Location. 


6.1 LTE to Project 25 Interoperability 

Table 14. PTT LTE to P25 Interoperability Requirements
	Mapped to
	NPSTC #
	#
	Requirement

	
	N78
	1
	The PTT Service SHALL support fully featured interoperable 1:1 calls between P25 LMR (Trunked and Conventional) subscribers and dispatchers and NPSBN fixed and mobile PTT subscribers and dispatchers. 

	
	N79
	2
	The PTT Service SHALL support fully featured interoperable group calls between P25 LMR (Trunked and Conventional) subscribers and dispatchers and NPSBN fixed and mobile PTT subscribers and dispatchers. 

	
	N80
	3
	The PTT Service SHALL support losing audio and unstoppable 


6.2 LTE to Legacy LMR Interoperability 

Table 15. PTT LTE to Legacy LMR Interoperability Requirements
	Mapped to
	NPSTC #
	#
	Requirement

	
	N81
	1
	The PTT Service SHALL support PTT Private Calls between Legacy LMR subscribers and dispatchers and NPSBN authorized users and dispatchers 

	
	N82
	2
	The PTT Service SHALL support PTT Group transmissions between Legacy LMR subscribers and dispatchers and NPSBN authorized users and dispatchers 

	
	N83
	3
	The PTT Service SHALL provide a mechanism to reconcile different codecs between Legacy LMR and NPSBN PTT codecs. 


6.3 LTE to any future Trunked/Conventional LMR Interface 

Table 16. PTT LTE to any future LMR Interface Interoperability Requirements
	Mapped to
	NPSTC #
	#
	Requirement

	
	N84
	1
	The PTT Service SHALL support PTT Group transmissions between LMR systems and dispatchers and PTT NPSBN authorized users and dispatchers, regardless of the protocol or mode of operation utilized by the interfacing LMR technology. 

	
	N85
	2
	The PTT Service SHALL provide a 


7.1 Off-Network Operational Communications
Table 17. PTT Off-Network Communications Operational Requirements
	Mapped to
	NPSTC #
	#
	Requirement

	
	N86
	1
	Off-network PTT Communications SHALL not cause interference to on-network operations and on-network operations SHALL not cause interference to off-network operations. 

	
	N87
	2
	On-network operations SHOULD not cause interference to off-network PTT Communications. 

	
	N88
	3
	Off-network PTT Communications SHALL minimize interference to other off-network devices. 

	
	N89
	4
	Public Safety Users SHALL have off-network PTT Communications, as necessary and authorized, in the complete absence of any fixed infrastructure. 

	
	N90
	5
	Off-network PTT Communications SHALL allow a minimum number of (N) simultaneous off-network PTT Communication transmissions. 

	
	N91
	6
	Off-network PTT Communications SHALL only be available for authorized users. 

	
	N92
	7
	The PTT Service SHALL provide a notification to a user when approaching the edge of the network.11 


7.2 Off-Network PTT Communications Status 

Table 18. PTT Status Requirements of NPSBN User Off-Network Communications

	Mapped to
	NPSTC #
	#
	Requirement

	
	N93
	1
	A UE SHALL be capable of switching to an off-network PTT Communications mode when detecting an off-network condition. 

	
	N94
	2
	The PTT Service SHALL allow an authorized user to move PTT Groups off network for use with off-network PTT Communications. 

	
	N95
	3
	An authorized user SHALL be capable of switching to an off-network PTT Communications mode. 

	
	N96
	4
	Off-network PTT Communications SHALL provide a range similar to what is offered by current LMR solutions at an outdoor incident scene.

	
	N97
	5
	Off-network PTT Communications SHALL provide a range similar to what is offered by current LMR solutions between users within a building and users outside of the building. 

	
	N98
	6
	Off-network PTT Communications SHALL support a number of (N) PTT Groups as authorized by the agencies System Administrator.


7.3 Off-Network UE Functionality
Table 19. Off-Network Communications UE Functionality Requirements
	Mapped to
	NPSTC #
	#
	Requirement

	
	N99
	1
	A UE SHALL be capable of off-network PTT Communications and on-network PTT at the same time. 

	
	N100
	2
	Off-network PTT Communications SHALL provide a mechanism to dynamically create PTT Groups. 

	
	N101
	3
	Off-network PTT Communications SHALL provide a mechanism for a UE to monitor what PTT Groups are active. 

	
	N102
	4
	Off-network PTT Communications SHALL provide a mechanism for a UE to relay off-network PTT Group transmissions from an on-network UE to an off-network UE. 

	
	N103
	5
	Off-network PTT Communications SHALL provide a mechanism for a UE to relay off-network PTT Group transmissions between off-network UEs. 

	
	N104
	6
	A UE SHALL be capable of transmitting its location, if known, to other UEs when operating off-network. 

	
	N105
	7
	A UE SHALL be capable of utilizing off-network PTT communications while still connected to the NPSBN and access required services. 

	
	N106
	8
	A UE SHALL be capable of being connected to the NPSBN and utilizing required network services while operating off-network PTT communications. 


A.2 Home Office SA1 Contribution (S1-140049)
Floor Control

	Mapped to
	HO Req#
	Requirement

	R-4.2-1
	HO1
	 The Floor Control functionality in a PTT service shall determine at a point in time which user/s are allowed to transmit to other user/s. 

	R-4.2-2
	HO2
	An authorized user shall be able to request to transmit to a PTT Group or an individual user.

	
	--
	Following a request to transmit the Floor Control Functionality: 

	R-4.2-3
	HO3
	A user that is allowed to transmit will be given an indication that they are able to transmit to the PTT Group or an individual user.

	R-4.2-4
	HO4
	A user that is not allowed to transmit will be given an indication that they are not able to transmit to the PTT Group.

	R-4.2-5
	HO5
	 A receiver user shall receive the audio from one transmitting user. The only time that multiple users can transmit at the same time is where the system is configured to transmit the overridden audio to a user/s.

	R-4.2-6
	HO6
	It shall be possible for users, user types, urgent transmissions (e.g. Distress Call) and/or devices to override an active PTT Group transmission of a transmitting user.

	R-4.2-7
	HO7
	When an authorized user overrides a PTT transmission, the PTT Service shall provide a means of notifying the overridden talker that the transmission has been overridden.

	R-4.2-9
	HO8
	Public Safety Entity Administrators shall have the capability to create a hierarchy for what users, user types, and/or devices can override an active PTT Group transmission.

	R-4.2-10
	HO9
	When an authorized user overrides a PTT Group transmission, authorized users shall be able to listen to both the overriding and overridden PTT Group transmissions if the system is configured to allow this.

	R-4.2-11
	HO10
	When an authorized user overrides a PTT Group transmission, a Public Safety Entity Administrator shall be able to configure which PTT Group transmission a user/s receives, overriding and/or overridden.

	R-4.2-12
	HO11
	The Floor Control functionality shall ensure that there is a single transmitting user when there are simultaneous requests to transmit. The transmitting user shall be determined by the relative Floor Control priorities of the users. 

	R-4.2-14
	HO12
	A transmitting user on a PTT Group can indicate to the PTT service that they no longer want to transmit and therefore audio will stop being transmitted to the PTT Group until an authorized  user sends a subsequent request to transmit.

	R-4.2-15
	HO13
	The Floor Control functionality shall have a configurable limit for the length of time that a user can transmit from a single request to transmit.


A.3 TR88-13-002-R15 - Mission Critical PTT over LTE Requirements;  TIA-4973.201 Requirements for Mission Critical PTT and Related Supplementary Service
3.1.1 PTT  Identities

	Mapped to
	TIA Req#
	Requirement

	
	T1
	1) Each instance of a PTT Server SHALL be associated with a unique "Service Identity".

	
	T2
	a) The number of available PTT Service identities SHALL NOT be limited by the PTT Service protocols.

	
	T3
	2) The PTT Service SHALL support the concept of a hierarchical administrative grouping (Agency) representing a collection of subscribers, groups, and related parameters.

	
	T4
	a) Agencies SHALL be uniquely identified within an instance of PTT Service.

	
	T5
	b) The Agency Capacity (i.e., number of agencies supported) of the PTT Service SHALL NOT be limited by the PTT Service protocols.

	
	T6
	3) PTT Subscribers SHALL be identified by a globally unique Subscriber Identity.

	
	T7
	a) The globally unique Subscriber Identity SHALL minimally comprise an agency identity, and a Subscriber Designator.

	
	T8
	b)  The Subscriber Designator SHALL be unique within the context of an Agency.

	
	T9
	c) The User Capacity of the PTT Service SHALL NOT be limited by the PTT Service protocols (e.g., identities could be represented by variable length text strings).

	
	T10
	4) PTT Groups SHALL be identified by a globally unique Group Identity.

	
	T11
	a) The globally unique Group Identity SHALL minimally comprise an agency identity, and a unique group designator.

	
	T12
	b) Group Designators SHALL be unique within the context of an Agency.

	
	T13
	c) The Group Capacity of the PTT Service SHALL NOT be limited by the PTT Service Protocols.

	
	T14
	d) It SHALL be possible for members of multiple agencies to participate in a PTT Group.

	
	T15
	5) Each PTT Subscriber SHALL have a human readable alias assigned by a Fleet Administrator or authorized O&M user.

	
	T16
	6) MC-PTT Services SHALL support integration with a common identity framework for subscriber authentication.


3.2 Performance Metrics

	Mapped to
	TIA Req#
	Requirement

	
	T17
	7) The PTT Service SHALL be capable of providing the performance specified herein for all participants in a call regardless the number of participants or their location density.

	
	T18
	8) The PTT Service SHALL be capable of providing the performance specified herein on LTE networks under the following conditions:

a) When there is not a transcoder in the bearer path; and,

b) When the sector loading of the sector serving the PTT client meets the following conditions:

i) When the total sector loading of the serving sector is less than 70%; or,

ii) On networks with QOS services, when the total sector loading of the serving sector by clients with equal or greater priority than the subject PTT client is less than 70%;

c) When the PTT client of the talker is active and registered with the MC-PTT Server; 

d) When the PTT client of the listener is active and registered with the MC-PTT Server; and,

e) When the call under consideration is an unconfirmed call

	
	T19
	9) The PTT Service SHALL be capable of providing the performance specified herein on other transport networks under the following conditions:

a) When there is not a  transcoder in the bearer path;  and,

b) When the subscriber device is "in coverage" per applicable standards related to the other transport network; 

c) When the utilization of the other transport network (including the utilization due to the PTT client) is within the following limits:

i) When the total utilization of the other transport network is within the design margin of the transport network  or,

ii) On networks with QOS services, when the total utilization of the other transport network by clients with equal or greater priority than the subject PTT client is within the design margin of the transport network;

d) When the PTT client is active and registered with the MC-PTT Server; and,

e) When the call under consideration is an unconfirmed call.

	
	T20
	10) When there are transcoding functions in the bearer path of the PTT Service, the performance provided by the PTT Service SHALL be no more than 40 milliseconds greater than the performance specified herein when there are no transcoding functions in the bearer path.

	
	T21
	11) The following performance metrics for Access Time SHALL apply under the conditions of items Error! Reference source not found. and Error! Reference source not found., above:

	
	T22
	a) Access Time SHALL be less than 500 milliseconds for in excess of 99% of successful calls by PTT Subscribers.

	
	T23
	b) Access Time SHOULD be less than 300 milliseconds.

	
	T24
	12) The following performance metrics for Mouth-to-Ear latency SHALL apply under the conditions of items Error! Reference source not found. and Error! Reference source not found., above:

	
	T25
	a) Mouth-to-Ear Latency SHALL be less than 300 milliseconds for in excess of 99% of successful talk spurts between PTT Subscribers being served by the same PTT Service.

	
	T26
	b) Mouth-to-Ear Latency SHALL be less than 750 milliseconds for in excess of 99% of successful talk spurts between PTT Subscribers and Peer PTT Subscribers.

	
	T27
	c) Mouth-to-Ear Latency SHALL be less than 750 milliseconds for in excess of 99% of successful talk spurts between PTT Subscribers and TIA-102 Subscribers.

	
	T28
	d) Mouth-to-Ear Latency SHOULD be less than 150 milliseconds for in excess of 99% of successful talk spurts between PTT Subscribers and Peer PTT Subscribers being served by the same PTT Service.

	
	T29
	13) Initial lost audio (LA-I) SHALL be 0 milliseconds, excepting late call entry situations (see section 3.3.1).

	
	T30
	14) Trailing lost audio (LA-T) SHALL be 0 milliseconds under all circumstances.

	
	T31
	15) Average MOS LQO SHALL be greater than or equal to 2.7 measured according to P.862 standard for PESQ (ref. (7)). 

	
	T32
	16) MOS LQO SHALL achieve the noise reduction performance of TIA-102.BABG (ref. (8)) Table 3-1. 

	
	T33
	17) The maximum late call entry time for unencrypted calls SHALL be less than 150 msec.

	
	T34
	18) The maximum late call entry time for encrypted calls SHALL be less than 540 msec.

	
	T35
	19) MC-PTT Services MAY support additional operating modes with relaxed access time and late call entry requirements


3.3 Performance Metrics

3.3.1 General PTT Requirements

	Mapped to
	TIA Req#
	Requirement

	
	T36
	20) The MC-PTT Services SHALL support half-duplex PTT calls.

	
	T37
	21) MC-PTT Services SHALL support late call entry in which users that were not participants in the call at the outset, may join a call or transmission in progress.

	
	T38
	22) MC-PTT Services SHALL convey the subscriber identity of the current talker (Talker ID) associated with any particular talk spurt.

	
	T39
	a) The PTT Client SHOULD display the subscriber identity or alias of the current talker.

	
	T40
	b) PTT Clients that late enter a call SHALL have access to the identity of the current talker.

	
	T41
	c) When multiple PTT calls are simultaneously monitored, the PTT Client SHOULD display talker IDs for each call.

	
	T42
	23) MC-PTT Services SHALL be capable of conveying the location of the current talker, subject to privacy restrictions.

	
	T43
	a) MC-PTT Services SHALL provide a means for an privileged subscriber to prevent his location information from being conveyed by MC-PTT Services.

	
	T44
	b) Authorized PTT Clients that late enter a call SHALL have access to the location of the current talker.

	
	T45
	c) When multiple calls are simultaneously monitored, PTT Clients SHOULD display talker locations for each call.

	
	T46
	24) MC- PTT Services SHALL support a multiplicity of vocoders.

	
	T47
	a) MC-PTT Services SHALL support the TIA-102 Full Rate Vocoder (ref (9)).

	
	T48
	b) MC-PTT Services SHALL support the TIA-102 Half Rate Vocoder (ref (10)).  

	
	T49
	c) MC-PTT Services SHALL support the G.711 codec (ref. (11)(11)).

	
	T50
	d) MC-PTT Services SHOULD support additional evolutionary vocoders.

	
	T51
	e) MC-PTT Services SHALL support an option for vocoder negotiation for all calls.

	
	T52
	f) All PTT Clients and PTT Servers SHALL support a defined set of common default vocoders. 

	
	T53
	25) PTT Calls SHALL be maintained when a PTT client moves from one site to another and is authorized to participate in the call at the new location.


3.3.2 Group Call Requirements

	Mapped to
	TIA Req#
	Requirement

	
	T54
	26) MC-PTT Services SHALL support group calls.

	
	T55
	27) Group calls SHALL be compliant to the requirements of Section 3.3.1.  

	
	T56
	28) PTT clients SHOULD display a mnemonic form of the group identity during a group call.

	R-4.2-9
	T57
	29) Sufficiently privileged Dispatch Subscribers SHALL be able to override the current talker on a PTT group, excepting other Dispatch Subscribers with the same privilege.

	R-4.2-9
	T58
	30) Unprivileged Dispatch Subscribers SHALL be able to override the current talker on a PTT group, excepting other Dispatch Subscribers.

	R-4.2-9
	T59
	31) Sufficiently privileged Responder Subscribers SHALL be able to override the current talker on a PTT group, excepting Dispatch Subscribers and other Responder Subscribers with the same privilege.

	R-4.2-10
	T60
	32) When a PTT Subscriber overrides, PTT subscribers listening to the group SHOULD be able to choose to hear audio from both the overriding and the overridden subscriber.

	R-4.2-10
	T61
	33) When a PTT Subscriber overrides, PTT subscribers listening to the group SHOULD be able to choose to hear audio from only the overriding subscriber.

	R-4.2-7
	T62
	34) When a PTT Subscriber overrides, the overridden PTT Subscriber SHALL be notified that he has been overridden.

	R-4.2-9
	T63
	35) A sufficiently privileged PTT subscriber SHALL be able to force his overriding audio to override all less privileged subscribers.

	
	T64
	36) MC-PTT services SHALL be capable of ensuring that all PTT Clients with membership in the PTT group and in a given geographic area acknowledge receipt of a PTT Group transmission call setup request before the transmission will proceed.

	
	T65
	37) MC-PTT services SHALL be capable of ensuring that a subset of group members acknowledge receipt of a PTT Group transmission call setup request before the transmission will proceed.

	
	T66
	38) MC-PTT services SHALL be capable of allowing a PTT Group transmission call setup request to proceed without prior acknowledgement by PTT Clients.

	
	T67
	39) MC-PTT Services SHALL support a PTT Client’s ability to affiliate to a multiplicity of PTT Groups.

	
	T68
	a) MC-PTT Services SHALL provide a means to notify a PTT Client when it is the only client affiliate with a particular group.

	
	T69
	b) MC-PTT Services SHALL, upon authorized user request, provide a list of affiliated members of a PTT Group.

	
	T70
	c) MC-PTT Services SHALL, upon authorized user request, provide a complete list of members of a group.

	
	T71
	d) MC-PTT Services SHALL provide a means by which a PTT client can determine the active PTT groups for which it is authorized.

	
	T72
	e) MC-PTT Services SHALL provide a means by which a PTT client can determine the PTT groups for which it is authorized that currently have at least one other subscriber affiliated.

	
	T73
	f) PTT Clients currently affiliated to a group SHALL be able to acknowledge receipt of a PTT Group transmission if requested to do so by the MC-PTT Services.


3.3.3 One-to-One Call Requirements

	Mapped to
	TIA Req#
	Requirement

	
	T74
	40) Individual calls SHALL be compliant to the requirements of Section 3.3.1.  

	
	T75
	41) MC-PTT Services SHALL provide a means by which a PTT Subscriber may make 1:1 calls with an "availability check" to any other PTT Subscriber.

	
	T66
	42) MC-PTT Services SHALL provide a means by which a PTT Subscriber may make 1:1 calls without "availability check" to any other PTT Subscriber

	
	T77
	43) MC-PTT Services SHALL provide a means by which a suitably privileged Dispatch Subscriber may monitor 1:1 PTT calls made or received by PTT subscribers within the dispatcher's authority (Discreet Listening).

	R-4.2-9
	T78
	44) Suitably privileged Dispatch Subscribers engaged in a 1:1 call SHALL be able to "override" Responder Subscribers in the same call.

	
	T79
	45) Suitably privileged Responder Subscribers engaged in a 1:1 call SHALL be able to "override" Responder Subscribers in the same call.

	
	T80
	46) PTT Clients SHOULD display the identity of the peer individual in an established 1:1 call.

	
	T81
	47) Suitably privileged PTT Subscribers SHALL be able to place a "callback request" to other Subscribers.

	
	T82
	a) A Callback Request SHALL be a means of indicating to the called subscriber that the calling subscriber wishes to have the called subscriber place a 1:1 call to the calling subscriber at a convenient time.

	
	T83
	b) Callback Requests SHALL convey the identity of the requesting subscriber, and the time of the request.


3.3.4 Announcement Group Call Requirements

	Mapped to
	TIA Req#
	Requirement

	
	T84
	48) MC-PTT Services SHALL support hierarchical group calls.

	
	T85
	a) MC-PTT Services SHALL support a minimum of one level of hierarchy comprising an administered collection of groups (an announcement group).

	
	T86
	49) Announcement Group calls SHALL be compliant to the requirements of Section 3.3.1.  

	
	T87
	50) Announcement Group calls SHALL be compliant to the requirements on group calls in section 3.3.2, except as follows:

	
	T88
	a) Only suitably privileged PTT Subscribers SHALL be allowed to initiate announcement group calls.

	
	T89
	b) Announcement Group Calls SHALL have priority over calls on groups comprising the announcement group.

	
	T90
	c) When an announcement group (the "superior announcement group") includes other announcement groups (an "Inferior Announcement Group"), calls on the Superior Announcement Group SHALL have priority over calls on Inferior Announcement Groups.


3.3.5 Emergency Group Call Requirements

	Mapped to
	TIA Req#
	Requirement

	
	T91
	51) MC-PTT Services SHALL support Emergency Group Calls.

	
	T92
	52) Emergency Group Calls SHALL be compliant to the requirements of Section 3.3.1.  

	
	T93
	53) Emergency Group Calls SHALL be compliant to the requirements on group calls in section 3.3.2, except as follows:

	
	T94
	a) Emergency Group Calls SHALL have preemptive priority over all other types of PTT calls except System Calls.

	
	T95
	b) Emergency Group Calls SHALL persist until explicitly "torn down" by a privileged user (typically a Dispatch Subscriber), or by the initiator, or system conditions.

	
	T96
	54) Suitably privileged PTT Clients SHALL be capable of initiating Emergency Group Calls.

	
	T97
	55) MC-PTT Services SHALL provide the identity of the initiator of the Emergency Group Call and the emergency state of the call to PTT Clients.

	
	T98
	56) PTT clients SHALL be capable of elevating a group call in progress to an emergency state.

	
	T99
	57) PTT clients SHALL be notified of changes to the emergency state of group calls.

	
	T100
	58) MC-PTT Services SHALL be capable of requesting increased bearer priority from the underlying network for an Emergency Group Call. 

	
	T101
	59) MC-PTT Services SHALL be capable of requesting restoration of normal bearer priority from the underlying network when an Emergency Group Call is cleared.

	
	T102
	60) MC-PTT Services SHALL be capable of notifying other system services (including peer MC-PTT Services) of changes in group emergency state.


3.3.6 Immediate Peril Call Requirements

	Mapped to
	TIA Req#
	Requirement

	
	T103
	61) MC-PTT Services SHALL support Immediate Peril Group Calls.

	
	T104
	62) Immediate Peril Calls SHALL be compliant to the requirements of Section 3.3.1.  

	
	T105
	63) Immediate Peril Calls SHALL be compliant to the requirements on group calls in section 3.3.2, except as follows:

	
	T106
	a) Immediate Peril calls SHALL have preemptive priority over all other types of PTT calls except Emergency Group Calls and System Calls.

	
	T107
	b) Immediate Peril Calls SHALL persist until explicitly "torn down" by a privileged user (typically a Dispatch Subscriber), or by the initiator, or system conditions.

	
	T108
	64) Suitably privileged PTT Clients SHALL be capable of initiating Immediate Peril Group Calls.

	
	T109
	65) MC-PTT Services SHALL provide the identity of the initiator of the Immediate Peril Group Call and the Immediate Peril state of the call to PTT Clients.

	
	T110
	66) PTT clients SHALL be capable of converting a normal group call in progress to an immediate peril group call.

	
	T111
	67) PTT clients SHALL be notified of changes to the immediate peril state of group calls.

	
	T112
	68) MC-PTT Services SHALL be capable of requesting increased bearer priority from the underlying network for an Immediate Peril Call. 

	
	T113
	69) MC-PTT Services SHALL be capable of requesting restoration of normal bearer priority from the underlying network when an Immediate Peril Call is cleared.

	
	T114
	70) MC-PTT Services SHALL be capable of notifying other system services (including peer MC-PTT Services) of changes in group immediate peril state.


3.3.7 System Call Requirements

	Mapped to
	TIA Req#
	Requirement

	
	T115
	71) MC-PTT Services SHALL support geographically defined "System Calls".

	
	T116
	72) MC-PTT Services SHALL support organizationally defined "System Calls" that only affect subscribers associated with a particular set of agencies.

	
	T117
	73) System Calls SHALL be compliant to the requirements on group calls in section 3.3.2, except as follows:

	
	T118
	a) Dispatch Subscribers SHALL be able to initiate system calls within their purview.

	
	T119
	b) Suitably privileged Responder Subscribers SHALL be able to initiate system calls within their purview.

	
	T120
	c) Responder Subscribers that are not specifically privileged SHALL NOT be able to initiate system calls.

	
	T121
	d) System Calls SHALL only persist for the duration of the initiating talk spurt.


3.3.8 PTT Call Priority Requirements

	Mapped to
	TIA Req#
	Requirement

	
	T122
	74) MC-PTT Services SHALL support multiple queuing priorities.

	
	T123
	75) MC-PTT Services SHALL support multiple preemptive priorities.

	R-4.2-6
	T124
	76) Groups with preemptive priority SHALL be given resources to complete a call, even if lower priority calls have to be terminated or queued to provide such resources.

	R-4.2-13
	T125
	77) In times of congestion, PTT requests for groups with queuing priority SHALL be queued, and higher priority PTT requests SHALL be allocated resources prior to any lower priority PTT request.

	
	T126
	78) Immediate Peril calls SHALL be treated as preemptive calls that are more important than all other calls except Emergency and System Calls.

	
	T127
	79) Emergency calls SHALL be treated as preemptive calls that are more important than all other calls except System Calls.

	
	T128
	80) System calls SHALL be treated as preemptive calls that are more important than all other calls but not preemptive of emergency calls or immediate peril calls.  

	R-4.2-9
	T129
	81) In the event that the current transport network of the PTT Subscriber supports priority and preemption control services, the MC-PTT Services SHOULD use those control services to affect the priority and preemption characteristics of the network in support of these requirements.


3.3.9 Scanning Requirements

	Mapped to
	TIA Req#
	Requirement

	
	T130
	82) MC-PTT Services SHALL provide a means for PTT clients to simultaneously "scan" any or all of the following:

a. Unit-to-Unit Calls directed to the client;

b. One "Selected" Group;

c. The Announcement Group or Announcement Group Hierarchy of the Selected Group;

d. System Calls for the current geographical area or home geographical area;

e. System Calls which contain the PTT Subscriber’s agency;

f. One designated emergency group;

g. Additional groups in a designated priority order.

	
	T131
	83) MC-PTT Services SHOULD allow the scanning order to be determined by the PTT subscriber.

	
	T132
	a) PTT Clients SHOULD prioritize emergency calls above other calls in the scanning order.

	
	T133
	84) MC-PTT Services SHOULD allow the scanning order to be provisioned to the PTT client.

	
	T134
	85) MC-PTT Services SHOULD allow for a PTT subscriber to simultaneously receive audio from a plurality of scanned calls.


3.3.10 Dynamic Group Management

	Mapped to
	TIA Req#
	Requirement

	
	T135
	86) MC-PTT Services SHALL support talk-group patching.

	
	T136
	a) Talk-group patches SHALL be able to be established by Dispatch Subscribers.

	
	T137
	b) A given group ID SHALL be included in one and only one talk-group patch at any given time.

	
	T138
	c) Patch establishment SHALL provide for the identification of a pre-provisioned key to be used for encryption of the calls on the patch group.

	
	T139
	d) Patch establishment SHALL provide for the identification of the vocoder to be employed for PTT communications on the patch group.

	
	T140
	e) Talkgroup patches SHALL persist until explicitly "torn down" by a privileged user.

	
	T141
	f) Talk-group patches SHALL be able to be torn down by Dispatch Subscribers. 

	
	T142
	g) A MC-PTT Service's capacity for simultaneous talk-group patches SHALL NOT be limited by the PTT Service protocols.

	
	T143
	h) MC-PTT services SHALL support "one-way patches" which are identical to normal talk-group patches except that transmissions by other than the initiator of the patch are not affected by the one-way patch.

	
	T144
	i) One-way patches SHALL support the inclusion of individual users as well as groups.

	
	T145
	j) MC-PTT Services SHALL support encrypted patches.

	
	T146
	k) MC-PTT Services SHALL notify group members of the initiation and termination of patches affecting their group.

	
	T147
	87) MC-PTT Services SHALL support dynamic regrouping.

	
	T148
	a) MC-PTT Services SHALL support dynamic regrouping under the control of suitably privileged PTT Mobile Subscribers.

	
	T149
	b) MC-PTT Services SHALL support dynamic regrouping under the control of Dispatch Subscribers 

	
	T150
	c) Dynamic Regrouping SHALL persist until explicitly "torn down" by a privileged user.

	
	T151
	d) Suitably privileged Responder Subscribers SHALL be capable of tearing down dynamically regrouped subscribers.

	
	T152
	e) Suitably privileged Dispatch Subscribers SHALL be capable of tearing down dynamically regrouped subscribers.


3.3.11 Additional PTT Features

3.3.11.1 Tone Sequence Commands

	Mapped to
	TIA Req#
	Requirement

	
	T153
	88) MC-PTT Services SHALL provide a means to convey tone sequence commands between PTT Subscribers.

	
	T154
	a) For the purposes of the security requirements of Section 3.3.14, tone sequences SHALL be construed to be Sensitive User Information.

	
	T155
	89) MC-PTT Services SHALL provide a means to convey DTMF sequences within PTT calls.

	
	T156
	a) For the purposes of the security requirements of Section 3.3.14, DTMF sequences SHALL be construed to be Privileged Information.


3.3.11.2 Ambiance Listening

	Mapped to
	TIA Req#
	Requirement

	
	T157
	90) MC-PTT Services SHALL provide a means for a suitably privileged PTT Subscriber to initiate an Ambiance Listening call from another PTT Subscriber. 

	
	T158
	91) MC-PTT Services SHALL support the ability to define an Ambiance Listening call to take place on a specified talk-group.

	
	T159
	92) MC-PTT Services SHALL support the ability to define an Ambiance Listening call to take place as a 1:1 call to a specified PTT Subscriber.

	
	T160
	93) MC-PTT Services SHALL support encrypted Ambiance Listening.

	
	T161
	94) MC-PTT Services SHALL support unencrypted Ambiance Listening.

	
	T162
	95) For the purposes of the security requirements of Section 3.3.14, protocol elements involved in initiating and terminating Ambiance Listening SHALL be construed to be Sensitive User Controls.


3.3.11.3 PTT Inhibit/Un-inhibit

	Mapped to
	TIA Req#
	Requirement

	
	T163
	96) Suitably privileged PTT Subscribers SHALL be able to Inhibit PTT Clients within their authority.

	
	T164
	97) Suitably privileged PTT Subscribers SHALL be able to Un-Inhibit PTT Clients within their authority.

	
	T165
	98) While Inhibited and capable of communicating with MC-PTT Services, PTT Clients SHALL remain registered with the PTT Service.

	
	T166
	99) The list of inhibited PTT services SHALL be administratively defined.

	
	T167
	100) A user device that has been inhibited SHALL not display or give any other indication to the user when configuration or administrative changes are made to the device, e.g., by over-the-air provisioning.

	
	T168
	101) For the purposes of the security requirements of Section 3.3.14, Radio Inhibit commands SHALL be construed to be Sensitive User Controls.

	
	T169
	102) For the purposes of the security requirements of Section 3.3.14, Radio Un-inhibit commands SHALL be construed to be Sensitive User Controls


3.3.11.4 Emergency Alert/Emergency Alert Clear

	Mapped to
	TIA Req#
	Requirement

	
	T170
	103) MC-PTT Services SHALL support the initiation of an Emergency Alert by a suitably privileged PTT Subscriber.

	
	T171
	104) MC-PTT Services SHALL propagate Emergency Alert indications to Dispatch Subscribers and suitably privileged Responder Subscriber Supervisors and members of the emergency group. 

	
	T172
	105) MC-PTT Services SHALL enable PTT Subscribers to clear their own Emergency Alert.

	
	T173
	106) Suitably privileged Responder Subscriber Supervisors MAY, based on agency preference, be able to clear a PTT Client’s Emergency Alert.

	
	T174
	107) Suitably privileged Dispatch Subscribers MAY, based on agency preference, be able to clear a PTT Client’s Emergency Alert.

	
	T175
	108) MC-PTT Services SHALL propagate Emergency Alert Clear to Dispatch Subscribers, Responder Subscriber Supervisors, and the affected PTT Client.

	
	T176
	109) While in an Emergency Alert state, a PTT Client SHALL initiate emergency group calls whenever the PTT Subscriber initiates a talk spurt on a talkgroup.

	
	T177
	110) In the event that the current Pc or Pdc bearer of the PTT Subscriber supports priority control services, the raising of the Emergency Alert SHOULD result in the increased priority for the referenced group for the duration of the emergency.


3.3.11.5 Subscriber Availability

	Mapped to
	TIA Req#
	Requirement

	
	T178
	111) MC-PTT Services SHALL provide a means to propagate PTT Subscriber availability to other subscribers. 

	
	T179
	112) MC-PTT Services SHALL provide a means for a PTT Subscriber to restrict knowledge of their availability to other subscribers. 

	
	T180
	113) MC-PTT Services SHALL provide a means for a suitably privileged PTT Subscriber to determine the availability of other subscribers. 

	
	T181
	114) MC-PTT Services SHALL provide a means for a suitably privileged PTT Subscriber to prevent availability information of other users from being given to specific PTT Subscribers.


3.3.12 Personality Provisioning

	Mapped to
	TIA Req#
	Requirement

	
	T182
	115) The PTT Service SHALL be able to provision the PTT Client with complete operating parameters for the PTT Subscriber.

	
	T183
	116) The PTT Service SHALL be able to dynamically modify the PTT Client with one or more operating parameters while in use by the PTT Subscriber.

	
	T184
	117) An Agency O&M administrator SHALL be able to designate personality updates for immediate activation.

	
	T185
	118) An Agency O&M administrator SHALL be able to designate personality updates for delayed activation, specifying a particular date and time for said activation.

	
	T186
	119) Having been provisioned with operating parameters for immediate activation, a PTT Client SHALL immediately make such operating parameters effective.

	
	T187
	120) ]Having been provisioned with operating parameters for delayed activation, a PTT Client SHALL store said parameters and activate them in accordance with the delayed activation time.

	
	T188
	121) MC-PTT Services SHOULD provide for means of personality provisioning that differentially updates the personality of a PTT Client when only a small part of the personality changes.

	
	T189
	122) MC-PTT Services SHOULD minimize transport bandwidth required for provisioning through the use of data compression, "update only" provisioning, or other suitable means.

	
	T190
	123) For the purposes of the security requirements of Section 3.3.14, PTT personalities SHALL be construed to be Sensitive User Controls.


3.3.13 User Preference Provisioning

	Mapped to
	TIA Req#
	Requirement

	
	T191
	124) MC-PTT Services SHALL provide a means of storing a standard set of user preferences for each PTT Subscriber.

	
	T192
	125) MC-PTT Services SHALL provide a standard means of storing multiple sets of proprietary user preferences for each PTT Subscriber.

	
	T193
	126) A PTT Client SHALL be able to request provisioning of standard user preferences.

	
	T194
	127) A PTT Client SHALL be able to request provisioning of proprietary user preferences.

	
	T195
	128) In the event that standard or proprietary preferences change, the MC-PTT Services SHALL notify the affected PTT client.


3.3.14 PTT Security Requirements

	Mapped to
	TIA Req#
	Requirement

	
	T196
	129) MC-PTT Services SHALL include at least one FIPS-140 approved method for each cryptographic operation included.

	
	T197
	130) MC-PTT Services SHALL employ compliant open standards for encryption and authentication, subject to applicable national policy.

	
	T198
	131) MC-PTT Services SHALL support security of the Pc reference point, as follows:

	
	T199
	a) Security of the Pc reference point SHALL allow for seamless evolution of all security algorithms and methods.

	
	T200
	b) MC-PTT Services SHALL provide for optional encryption of all service related traffic between the client and the server.

	
	T201
	c) MC-PTT Services SHALL support strong authentication of PTT Subscribers before service access is granted to the subscriber.

	
	T202
	d) MC-PTT Services SHALL support a means by which a client may require strong authentication of the service.

	
	T203
	132) MC-PTT Services SHALL support security of the Pdc reference point as follows:

	
	T204
	a) Security of the Pdc reference point SHALL allow for seamless evolution of all security algorithms and methods.

	
	T205
	b) MC-PTT Services SHALL provide for optional encryption of all service related traffic over Pdc.

	
	T206
	c) MC-PTT Services SHALL support strong mutual authentication over Pdc.

	
	T207
	133) MC-PTT Services SHALL support confidentiality for Privileged Information.

	
	T208
	a) Privileged Information SHALL be encrypted over publicly available interfaces.

	
	T209
	b) Encryption of privileged information SHALL include provisions for seamless evolution of cryptographic methods and algorithms.

	
	T210
	134) The MC-PTT Services SHALL support End-to-End encryption of sensitive user information.

	
	T211
	a) End-to-end encryption of sensitive user information SHALL include provisions for the seamless evolution of cryptographic methods and algorithms.

	
	T212
	b) End-to-end encryption of sensitive user information SHALL include provisions for multiple key distribution methods.

	
	T213
	i) MC-PTT services SHALL support Pre-positioned Keys for encryption of sensitive user information.

	
	T214
	ii) MC-PTT services SHOULD support Negotiated Keys for encryption of sensitive user information.

	
	T215
	135) MC-PTT Services SHALL provide security mechanisms for Sensitive User Controls.

	
	T216
	a) MC-PTT Services SHALL support End-to-End Message Integrity checking for Sensitive User Controls.

	
	T217
	b) MC-PTT Services SHALL support End-to-End Source Authentication for Sensitive User Controls.

	
	T218
	c) Sensitive user Controls SHALL be construed to be Sensitive User Information.


3.3.15 PTT Logging Requirements

	Mapped to
	TIA Req#
	Requirement

	
	T219
	136) MC-PTT Services SHALL provide for PTT Logging at the Pc reference point for PTT clients.

	
	T220
	137) MC-PTT Services SHALL allow an authorized agency administrator to request a copy of MC-PTT service content involving one or more of the agency’s users.

	
	T221
	138) It SHALL be possible to securely transfer MC-PTT service content from the MC-PTT infrastructure to the agency’s logging apparatus.

	
	T222
	139) The MC-PTT service SHALL prevent content involving only users from one agency from being delivered to another agency. In other words, an agency can only request a copy of MC-PTT service content for calls/sessions involving at least one of the agency’s users.

	
	T223
	140) The MC-PTT logging capability, when activated for an agency, SHALL be capable of delivering content to the agency in near real-time.

	
	T224
	141) Encrypted MC-PTT content SHALL NOT be decrypted prior to transfer to a given agency’s logging apparatus. 

	
	T225
	142) Sufficient information SHALL be stored with encrypted recordings to provide for subsequent decryption of those recordings by one in possession of suitable keys.

	
	T226
	143) MC-PTT Services SHALL allow an authorized agency administrator to obtain key material suitable to decrypt PTT service content logged by the agency. 

	
	T227
	144) MC-PTT service content delivered to an agency logging apparatus SHALL include universal date/time, content source’s identity, and the content source’s location.

	
	T228
	145) The MC-PTT logging capability SHALL maintain an audit log, which identifies logging activities performed by authorized agency administrators (e.g.,start and stop of logging for a given user). 

	
	T229
	146) If a single agency has multiple users involved in a single MC-PTT session, the MC-PTT Services SHOULD deliver a single copy (i.e., 1 per call, per agency) of service content to the agency. The intent is to limit bandwidth consumption and provide scalability for large groups.


3.4 LMR Interoperability Requirements

	Mapped to
	TIA Req#
	Requirement

	
	T230
	147) MC-PTT Services SHALL be designed to provide interoperation with TIA-102 LMR Systems.

	
	T231
	a) MC-PTT Services SHALL support fully featured interoperable unit-to-unit calls between TIA-102 LMR subscribers and dispatchers and PTT subscribers including Dispatch Subscribers.

	
	T232
	b) MC-PTT Services SHALL support fully featured interoperable group calls between TIA-102 LMR subscribers and dispatchers and PTT subscribers including Dispatch Subscribers.

	
	T233
	c) MC-PTT Services SHALL support losing audio and unstoppable transmissions from TIA-102 LMR subscribers and dispatchers.

	
	T234
	i) MC-PTT Services SHALL route losing audio from interconnected LMR systems to suitable Dispatch Subscribers.

	
	T235
	ii) MC-PTT Services SHALL route unstoppable transmissions from interconnected LMR systems to suitable Dispatch Subscribers.

	
	T236
	d) MC-PTT Services SHALL support the mapping of System Calls initiated on TIA-102 LMR systems to suitable jurisdictions and subscribers of the MC-PTT service.

	
	T237
	e) MC-PTT Services SHALL support the mapping of System Calls initiated on broadband PTT systems to suitable jurisdictions and subscribers of TIA-102 LMR systems. 

	
	T238
	f) MC-PTT Services SHALL support fully interoperable Emergency Group Calls and Status between TIA-102 LMR systems and the PTT service.

	
	T239
	g) MC-PTT Services SHALL support end-to-end encryption of all call types between TIA-102 LMR and PTT subscribers.

	
	T240
	h) MC-PTT Services SHALL support interoperable Talker ID (see section 3.3.1) between TIA-102 LMR and PTT subscribers.

	
	T241
	i) MC-PTT Services SHALL support interoperable dispatch override between TIA-102 LMR systems and the PTT Service.

	
	T242
	j) MC-PTT Services SHALL support interoperable announcement group calls between TIA-102 LMR systems and the PTT service.

	
	T243
	k) MC-PTT Services SHALL support interoperable Radio Unit Monitor between TIA-102 LMR systems and the PTT Service.

	
	T244
	l) MC-PTT Services SHALL support interoperable Ambiance Listening between TIA-102 LMR systems and the PTT Service.

	
	T245
	m) MC-PTT Services SHALL support interoperable talkgroup patching between TIA-102 LMR systems and the PTT Service.

	
	T246
	n) MC-PTT Services SHALL support interoperable Dynamic Regrouping between TIA-102 LMR systems and the PTT Service. 

	
	T247
	o) MC-PTT Services SHALL support interoperable Callback Request (i.e.,"Call Alert") between TIA-102 LMR systems and the PTT Service.

	
	T248
	p) MC-PTT Services SHALL provide a means of reconciling different codecs between TIA-102 LMR systems and the MC-PTT Service.

	
	T249
	q) MC-PTT Services SHALL provide a means of interoperating with the TIA-102 "Radio Check" feature.

	
	T250
	r) MC-PTT Services SHALL provide interoperable Inhibit/Un-inhibit between TIA-102 LMR systems and the PTT Service.

	
	T251
	148) MC-PTT Services SHALL be designed to provide interoperation with TIA-603 LMR systems.

	
	T252
	a) MC-PTT Services SHALL support fully featured interoperable calls between TIA-603 LMR subscribers and dispatchers and PTT subscribers including Dispatch Subscribers.

	
	T253
	b) MC-PTT Services SHALL provide a means of reconciling different codecs between TIA-603 Conventional LMR systems and the MC-PTT Service.

	
	T254
	c) MC-PTT Services SHALL support losing audio and unstoppable transmissions from TIA-603 LMR subscribers and dispatchers.

	
	T255
	i) MC-PTT Services SHALL route losing audio from interconnected LMR systems to suitable Dispatch Subscribers.

	
	T256
	ii) MC-PTT Services SHALL route unstoppable transmissions from interconnected LMR systems to suitable Dispatch Subscribers.


3.5 Commercial Interoperability Requirements

	Mapped to
	TIA Req#
	Requirement

	
	T257
	149) MC-PTT Services SHALL support interoperation of MC group calls with their commercial equivalent.

	
	T258
	150) MC-PTT Services SHALL support interoperation of MC one-to-one calls with their commercial equivalent.


3.6 PTT Agency O&M Requirements

3.6.1 Fleet Administration 

	Mapped to
	TIA Req#
	Requirement

	
	T259
	151) MC-PTT Services SHALL provide for fleet administration for MC-PTT services via a standardized protocol at the MA reference point.

	
	T260
	a) Configuration commands for fleet administration SHALL be construed to be sensitive user controls.

	
	T261
	b) Configuration commands for fleet administration SHALL incorporate identification of the administrative user issuing the configuration command.

	
	T262
	c) Access to configuration information SHALL require robust user level authentication.

	
	T263
	d) The privileged capabilities of PTT Subscribers SHALL be able to be assigned by authorized Fleet Administrators.

	
	T264
	e) Fleet Administrators SHALL be able to specify the group membership of PTT groups under their control.

	R-4.2-9
	T265
	f) Fleet Administrators SHALL be able to manage the hierarchy of users able to override PTT transmissions.

	
	T266
	g) Fleet Administrators SHALL be able to identify groups that are accessible only to specified subscribers.

	
	T267
	h) Fleet Administrators SHALL be able to specify which users within their authority may place one-to-one calls to users outside their authority.

	
	T268
	i) Fleet Administrators SHALL be able to specify which users within their authority may place on-to-one calls to users also within their authority.

	
	T269
	j) Fleet Administrators SHALL be able to specify the maximum number of calls that may be simultaneously received by a subscriber within their authority.

	
	T270
	k) Fleet Administrators SHALL be able to establish the priority and characteristics of PTT Group transmissions within their jurisdictional authority.

	
	T271
	l) Fleet Administrators SHALL be able to configure a time-to-live time for queuing priority.

	
	T272
	m) Fleet Administrators SHALL be able to specify a hierarchy for groups and transmission within their jurisdictional authority.

	
	T273
	n) Fleet Administrators SHALL be able to configure the Alias IDs of subscribers within their authority.

	
	T274
	o) Fleet Administrators SHALL be able to perform personality programming of subscribers within their authority.

	
	T275
	p) Fleet Administrators SHALL be able to manage the privacy of location information for subscribers within their authority.

	
	T276
	q) Fleet Administrators SHALL be able to disable conveyance of location information for subscribers within their authority.

	
	T277
	152) MC-PTT Services SHALL provide for communications security administration for MC-PTT services via a standardized protocol at the MA reference point.

	
	T278
	a) Configuration commands for security administration SHALL be construed to be sensitive user controls.

	
	T279
	b) Configuration commands for security administration SHALL incorporate identification of the COMSEC users issuing the configuration command.

	
	T280
	c) Access to COMSEC configuration information SHALL require robust user level authentication.

	
	T281
	153) MC-PTT Services SHALL provide for ICS COML administration functions via a standardized protocol at the Pc reference point.

	
	T282
	a) Configuration commands for ICS COML administration SHALL be construed to be sensitive user controls.

	
	T283
	b) Configuration commands for ICS COML administration SHALL incorporate identification of the user issuing the configuration command.

	
	T284
	c) Access to ICS COML administration SHALL require robust user level authentication.


3.6.2 Agency Network Management

	Mapped to
	TIA Req#
	Requirement

	
	T285
	154) MC-PTT Services SHALL provide standardized protocols for Agency Network Management at the MA reference point.

	
	T286
	a) Access to Agency Network Management information SHALL require robust authentication.

	
	T287
	b) Information provided over the Agency Network Management protocols SHALL be treated as sensitive user information.

	
	T288
	155) MC-PTT Services SHALL provide Agency Network Management capabilities.

	
	T289
	a) Agency Network Management SHALL include real-time visibility into the operational state of the MC-PTT Service.

	
	T290
	b) Agency Network Management SHOULD provide additional visibility appropriate to the service architecture. 

	
	T291
	156) MC-PTT Services SHALL provide Agency Security Management capabilities.

	
	T292
	a) Agency Security Management SHALL provide real-time notification of security events affecting the agency subscriber population.


3.7 Relay Requirements

	Mapped to
	TIA Req#
	Requirement

	
	T293
	157) MC-PTT Relay Services SHALL allow Off-network PTT Clients to provide fully compliant MC-PTT services (per sections Error! Reference source not found. and Error! Reference source not found.) to their PTT Subscribers.

	
	T294
	158) MC-PTT Relay Services SHALL provide a means to bridge off-network PTT Group communications with on-network PTT Group Communications provided by MC-PTT Services.

	
	T295
	159) MC-PTT Relay Services SHALL provide a means to relay off-network PTT Group communications between off-network PTT clients.


3.8 Off-network Mode Requirements

	Mapped to
	TIA Req#
	Requirement

	
	T296
	160) Off-Network MC-PTT Services SHALL be compliant with the General Requirements of section Error! Reference source not found..

	
	T297
	161) Off-Network MC-PTT Services SHALL be compliant with the Functional Requirements of section Error! Reference source not found. except as specified herein.

	
	T298
	a) In this context, a Dispatch Subscriber SHALL be understood to be a sufficiently privileged user of an off-network PTT client.

	
	T299
	b) In this context, "geographic area" SHALL be understood to be the off-network coverage area of the subscriber initiating the call.

	
	
	c) Requirement (3.3.1-Error! Reference source not found. is not applicable.

d) The requirements of section 3.3.12 Personality Provisioning, are not applicable.

e) The requirements of section 3.3.13 User Preference Provisioning, are not applicable.

f) The requirements of section 3.3.15 PTT Logging Requirements are not applicable.

	
	T300
	162) Off-network MC-PTT Services SHALL operate in the complete absence of any fixed infrastructure.

	
	T301
	163) Off-network MC-PTT Services SHALL restrict participation to privileged subscribers.

	
	T302
	164) Off-network MC-PTT Services SHALL be able to be manually invoked by a PTT Subscriber.

	
	T303
	165) Off-network MC-PTT Services SHALL provide a means to dynamically create PTT groups.

	
	T304
	166) Off-network MC-PTT Services SHALL provide a means to determine the list of active PTT groups authorized for the PTT Subscriber.

	
	T305
	167) Off-network MC-PTT Services SHALL be capable of conveying talker location information.


3.9 Other Requirements
	Mapped to
	TIA Req#
	Requirement

	
	T306
	168) All protocols and data items defined in fulfillment of this specification SHALL provide means to accommodate backwardly compatible upgrades.

	
	T307
	169) PTT Clients SHOULD be capable of automatically switching between on-network and off-network operation.

	
	T308
	170) When switching between on- and off-network operation (either manually or automatically), PTT clients SHOULD attempt to notify MC-PTT Services that they are leaving the network.

	
	T309
	171) PTT Clients SHOULD attempt to make use of suitable Relay Clients in their proximity prior to automatically going off-network.

	
	T310
	172) If the underlying broadband system provides the ability to modify the characteristics of media bearers, the MC-PTT Service SHOULD make use of those capabilities to enhance its priority and emergency services.

	
	T311
	173) A suitably privileged user SHALL be able to move PTT Groups off-network for use with Off-network PTT Communications.


A.4 OMA PCPS v1.0 20140428-D  Draft 

High-Level Functional Requirements

	Mapped to
	OMA#
	Label
	Description

	
	OM1
	PCPS-HLF-001
	A PoC subscriber MAY either join an existing PoC session or MAY create a PoC session spontaneously.
Informational Note: PoC allows users to satisfy real time, half-duplex speech communication in a simple and easy way. A PoC participant, who wants to speak, typically initiates a PoC session on its terminal and starts to speak. Other participants of the PoC group session simultaneously listen to the speaker's voice.

	R-4.2-5
	OM2
	PCPS-HLF-002
	One PoC participant at a time SHALL be granted the right to transmit their speech communication (i.e., to speak) after indicating their desire or intention to speak by activating a user control such as pressing a button/key, while the others on the PoC session SHALL unless otherwise specified, receive the speech communication subject to the ability to do so, e.g. coverage, equipment not being otherwise in use etc (i.e. listen only).

Informational Note: It allows a user to communicate with other users simultaneously in a half-duplex, arbitrated, walkie-talkie style speech communication.

	
	OM3
	PCPS-HLF-003
	PoC subscribers MAY communicate in a one-to-one, one-to-many or one-to-many-to-one fashion, and/or send and receive Instant Personal Alerts.

	
	OM4
	PCPS-HLF-004
	A PoC subscriber MAY create a PoC group. A PoC subscriber MAY become a member of a PoC group.  Only a PoC subscriber that is member of a PoC group MAY join that PoC group session.

	
	OM5
	PCPS-HLF-005
	A PoC group MAY either be created by administrative means (e.g. a pre-arranged PoC group), or by inviting and adding PoC subscribers to a PoC group session in an ad-hoc manner (i.e. creating an ad-hoc PoC group).  An ad-hoc PoC group exists only for the duration of an ad-hoc PoC group session.

	
	OM6
	PCPS-HLF-006
	In a chat PoC group, PoC subscribers SHALL be able to join and leave the chat PoC group session themselves.  If the chat PoC group is restricted, then only group members SHALL be able to join.

	
	OM7
	PCPS-HLF-007
	The PoC group administrator SHALL be able to pre-define a Chat and Pre-arranged PoC group.

	R-4.2-2
	OM8
	PCPS-HLF-008
	When a PoC participant wishes to speak to the other PoC participant, he SHALL request the “right to speak”.

	R-4.2-1
	OM9
	PCPS-HLF-009
	The right to speak SHALL be granted by the PoC service entity.  However, the ‘right-to-speak’ granted SHOULD timeout if not utilised after a certain threshold (to be configured by the PoC service provider).  As an option, subsequent requests to speak in the same PoC session MAY be queued.

	R-4.2-4
	OM10
	PCPS-HLF-010
	In case more than one request is queued, the PoC service entity MAY prioritise requests in the queue.

	
	OM11
	PCPS-HLF-011
	The voice SHALL be immediately delivered to other PoC participants of that PoC session who are permitted to receive it.

	
	OM12
	PCPS-HLF-012
	Current talker identities SHALL be provided to current PoC group session participants during the ongoing PoC session, unless the caller identity is restricted.

	
	OM13
	PCPS-HLF-013
	The PoC Host SHALL be able to terminate a PoC group session at any time.

	
	OM14
	PCPS-HLF-014
	The PoC service provider SHALL be able to terminate PoC sessions based on its policy.

Informational Note: The word “policy” in this requirement is to be understood as in the normal English language it does not have the meaning as defined in [PEEM].

	
	OM15
	PCPS-HLF-015
	The PoC service entity SHALL be able to provide the inviting PoC subscriber with an early indication to start to speak even before invited PoC participants accept the PoC session request. The inviting PoC participant SHALL receive a notification if no PoC participants received the talk burst.

	
	OM16
	PCPS-HLF-016
	It SHOULD be possible for a PoC service entity to inter-work with Internet services that have similar voice capabilities (e.g. online gaming service, instant messaging service with audio functionality).

	
	OM17
	PCPS-HLF-017
	It SHALL be possible to address PoC users using an E.164 address (Note: MSISDN for GSM/UMTS and MDN for CDMA) and/or SIP URI (Note: if E.164 is used, the handset needs to translate this to Tel URL for communication to SIP IP Core).


One-to-One Communication Feature

	Mapped to
	OMA#
	Label
	Description

	
	OM18
	PCPS-OOC-001
	When the 1-to-1 PoC session is established, the PoC participants SHALL talk one at a time.
Informational Note: The 1-to-1 PoC communication feature enables a PoC subscriber to set-up a voice communication with another PoC subscriber.

	
	OM19
	PCPS-OOC-002
	The invited PoC subscriber either accepts the PoC session automatically or reacts manually on the incoming PoC session invitation.

	
	OM20
	PCPS-OOC-003
	In the automatic answer mode, the inviting PoC subscriber’s voice is audible at the invited PoC subscriber’s terminal without any action by the invited PoC subscriber.

	
	OM21
	PCPS-OOC-004
	In the manual answer mode, the invited PoC subscriber confirms the incoming invitation by an appropriate action to accept the invitation to the PoC session.

	R-4.2-1
	OM22
	PCPS-OOC-005
	In order to talk, a participant in a PoC session uses floor control for starting and ending of the talk-burst.


One-to-Many Communication Feature
	Mapped to
	OMA#
	Label
	Description

	Pre-arranged Groups

	
	OM23
	PCPS-OMC-001
	A PoC session between pre-arranged PoC group members SHALL be established when any individual member of the same pre-arranged PoC group invites the group.

	
	OM24
	PCPS-OMC-002
	The voice communication SHALL be able to start after the first PoC group member accepts the invitation and the initiator of the PoC group session establishment receives the right-to-speak indication.

	
	OM25
	PCPS-OMC-003
	The participation in a pre-arranged PoC group session SHALL be restricted to the members of the PoC group.

	
	OM26
	PCPS-OMC-004
	Members of the pre-arranged PoC group SHALL either be invited when the PoC group session is established or SHALL be able to join in an ongoing session.

	
	OM27
	PCPS-OMC-005
	Any PoC participant in the pre-arranged PoC group session MAY be allowed to invite additional PoC subscribers who are currently members of that pre-arranged group to participate in the ongoing PoC group session.

	Ad-hoc Groups

	
	OM28
	PCPS-OMC-006
	An ad hoc PoC group session SHALL be established when a PoC subscriber selects more than one other PoC subscriber and invites them.

	
	OM29
	PCPS-OMC-007
	The voice communication SHALL be able to start after the first PoC subscriber accepts the invitation to participate in the ad-hoc group session the initiator of the PoC group session establishment and receives the right-to-speak indication.

	
	OM30
	PCPS-OMC-008
	To participate in an existing ad-hoc PoC group session, an invitation from an ad-hoc PoC group session participant SHALL be needed.

	
	OM31
	PCPS-OMC-009
	As an exception, PoC subscribers SHALL be able to re-join a ad-hoc PoC group session for which they previously received an invitation (e.g. user rejects invite, left the session).

	Chat Groups

	
	OM32
	PCPS-OMC-010
	A chat PoC group session SHALL be established as soon as the first PoC subscriber joins in.

	
	OM33
	PCPS-OMC-011
	The voice communication between chat group participants SHALL be possible at the time the chat PoC group session is established.

	
	OM34
	PCPS-OMC-012
	A PoC subscriber SHALL be able to establish a chat PoC group session or join into an ongoing chat PoC group session.

	
	OM35
	PCPS-OMC-013
	A PoC subscriber MAY be invited to the chat PoC session.

	
	OM36
	PCPS-OMC-014
	The participation in a Chat PoC group sessions MAY be restricted, or unrestricted.


Instant Personal Alert Feature

	Mapped to
	OMA#
	Label
	Description

	
	OM37
	PCPS-IPA-001
	The invited PoC subscriber SHALL be able to recognize the Instant Personal Alert request, together with the inviting PoC subscriber’s identity, subject to the inviting PoC subscriber’s privacy rules.

	
	OM38
	PCPS-IPA-002
	The alerted PoC subscriber SHALL be able to initiate a PoC session with the alerting subscriber in response to receiving the alert, possibly at some later time.

	
	OM39
	PCPS-IPA-003
	The PoC Client SHALL be able to receive and MAY be able to send Instant Personal Alerts.

	
	OM40
	PCPS-IPA-004
	Since Instant Personal Alert does not create a PoC session, a PoC subscriber’s presence condition is not affected by Instant Personal Alerts. 

Informational Note: See Chapter Error! Reference source not found.-TBD Presence Features.

	
	OM41
	PCPS-IPA-005
	According to the description in [Error! Reference source not found.-TBD] (PoC accept / reject list), a PoC subscriber MAY maintain the identities of other PoC subscribers from whom he does not wish to receive PoC talk requests.   The same rejection conditions MAY apply to Instant Personal Alerts, subject to PoC service provider policy.

	
	OM42
	PCPS-IPA-006
	The Do-not-Disturb Presence feature SHALL not apply to Instant personal alerts. 

Informational Note:  See Chapter 6.2.4-TBD and 6.2.4.2-TBD Presence

	
	OM43
	PCPS-IPA-007
	A PoC subscriber who is participating in a PoC session SHALL be able to receive and send Instant personal alerts.


Session Setup Procedures
	Mapped to
	OMA#
	Label
	Description

	One-to-One PoC Session Setup

	
	OM44
	PCPS-SSP-001
	The inviting PoC subscriber SHALL invite another PoC subscriber to participate in the 1-to-1 PoC session.

	
	OM45
	PCPS-SSP-002
	The PoC service entity MAY provide an early start to speak indication to the inviting party before the invited PoC subscriber answers the invitation.

	
	OM46
	PCPS-SSP-003
	If the invited party accepts the invitation, the inviting PoC subscriber SHALL receive an indication that the invited PoC subscriber has accepted the invitation.

	
	OM47
	PCPS-SSP-004
	The inviting PoC subscriber MAY keep or discontinue the PoC session (e.g. reject the invited party’s accept if he took too long to answer).

	
	OM48
	PCPS-SSP-005
	If the inviting PoC subscriber keeps the PoC session and receives the ready-to-speak indication, then inviting party MAY start to talk, otherwise speaking is not permitted.

	
	OM49
	PCPS-SSP-006
	The speech of the inviting PoC subscriber SHALL be delivered as soon as the invited PoC subscriber accepts the PoC session invitation.

	Pre-arranged Group PoC Session Setup

	
	OM50
	PCPS-SSP-007
	A member of a prearranged PoC group SHALL be able to request the establishment of a PoC session to all members of the prearranged PoC group by using a single group identity and waits for establishment indication.

Informational Note: A pre-arranged PoC group list already exists and contains some PoC group members.  One of the PoC group members wants to speak to other PoC group members.

	
	OM51
	PCPS-SSP-008
	The PoC service entity SHALL be able to allow only the PoC group administrator to originate the pre-arranged PoC group session.

	
	OM52
	PCPS-SSP-009
	The PoC service entity SHALL invite all accessible PoC group members to participate in the PoC session.

	
	OM53
	PCPS-SSP-010
	The PoC service entity MAY provide an “early start to talk” indication.

	
	OM54
	PCPS-SSP-011
	The PoC service entity SHALL be able to receive a “confirmation” indication from each invited PoC group member.

	
	OM55
	PCPS-SSP-012
	The inviting PoC subscriber SHALL receive a notification if none of the invited PoC subscribers accept the invitation.

	
	OM56
	PCPS-SSP-013
	The inviting PoC subscriber MAY receive indications that the invited PoC subscriber has accepted the invitation.

	
	OM57
	PCPS-SSP-014
	The PoC communication SHALL be possible to start as soon as at least one of the invited members accepted the invitation.

	
	OM58
	PCPS-SSP-015
	The speech of the inviting PoC group member SHALL be delivered as soon as at least one of the invited PoC group members accepts the PoC session invitation.

	
	OM59
	PCPS-SSP-016
	A PoC group member of the group SHALL be able to join the ongoing PoC session. This SHALL NOT cause any invitations to the members currently not participating in the PoC session.

	
	OM60
	PCPS-SSP-017
	It SHALL be possible for the service provider to configure the maximum number PoC participants in a pre-arranged PoC group session.

	
	OM61
	PCPS-SSP-018
	A PoC participant that has been disconnected from the pre-arranged PoC group session SHALL be able to re-join the same PoC group session, if it is still ongoing and the maximum number of PoC participants is not exceeded. Otherwise the re-join procedure SHALL be rejected.

	
	OM62
	PCPS-SSP-019
	The PoC service entity SHALL be able to provide the inviting PoC subscriber with an early indication to start to speak even before invited PoC participants accept the PoC session request.

	Ad-hoc Group PoC Session Setup

	
	OM63
	PCPS-SSP-020
	A PoC subscriber SHALL be able to invite selected PoC subscribers to the Ad-hoc PoC group session.

Informational Note: A PoC group does not exist yet and a PoC subscriber wants to establish PoC session with several PoC subscribers.

	
	OM64
	PCPS-SSP-021
	When at least one PoC subscriber has accepted the invitation the inviting PoC subscriber and the accepting PoC subscriber SHALL be able to start the PoC session.

	
	OM65
	PCPS-SSP-022
	The inviting PoC subscriber SHALL receive a notification if none of the invited PoC subscribers accept the invitation.

	
	OM66
	PCPS-SSP-023
	It SHALL be possible for the PoC service provider to configure a maximum number maximum number of PoC participants in an ad-hoc group session.

	
	OM67
	PCPS-SSP-024
	A PoC participant who has been disconnected from the ad-hoc PoC group session SHALL be able to re-join the same PoC session if it is still ongoing and the maximum number of PoC participants is not exceeded. Otherwise, the re-join procedure SHALL be rejected.

	
	OM68
	PCPS-SSP-025
	The PoC service entity SHALL be able to provide the inviting PoC subscriber with an early indication to start to speak even before invited PoC participants accept the PoC session request.

	Reception of PoC Session Invitation

	Informational Note: The invitation in this section applies to either 1-to-1 or 1-to-many PoC sessions.

	
	OM69
	PCPS-SSP-026
	The invited PoC subscriber SHALL get an identity of the inviting PoC subscriber and the identity of the pre-arranged group being invited, if such an identity exists, subject to privacy rules.

	
	OM70
	PCPS-SSP-027
	The invited PoC Client SHOULD support auto-answer or manual answer or both.  When both answer modes are supported the PoC Client SHALL support the setting of the answer mode.  PoC service entity SHALL support both answer modes and answer mode setting.

	
	OM71
	PCPS-SSP-028
	If the invited PoC subscriber has activated the auto-answer setting, he SHALL hear the speech from other PoC participants without any action by the invited PoC subscriber (e.g. without manually answering the PoC session invitation).

	
	OM72
	PCPS-SSP-029
	As an option, if the invited PoC subscriber has activated the manual-answer setting, he SHALL be alerted of an incoming PoC session invitation.  The invited PoC subscriber SHALL be able to accept, ignore or reject the invitation manually.

	Joining a Chat PoC Group Session

	
	OM73
	PCPS-SSP-030
	A PoC subscriber SHALL be able to join a chat PoC group session (e.g. restricted or unrestricted chat group) depending on the access rules.

	
	OM74
	PCPS-SSP-031
	It SHALL be possible for the PoC service provider to configure a maximum number of participants in a chat PoC group.

	
	OM75
	PCPS-SSP-032
	The PoC service entity SHALL be able to reject the joining subscriber when the PoC subscriber is not a member of the restricted group. In this case, the PoC service entity SHALL provide a reject indication and cause.

	
	OM76
	PCPS-SSP-033
	The PoC service entity SHALL be able to reject the joining subscriber when the maximum number of participants has already joined the group session. In this case, the PoC service entity SHALL provide a reject indication and cause.

	R-4.2-4
	OM77
	PCPS-SSP-034
	The PoC service entity SHALL be able to reject the joining subscriber when the requested group does not exist. In this case, the PoC service entity SHALL provide a reject indication and cause.

	
	OM78
	PCPS-SSP-035
	The joining PoC subscriber SHALL be able to start communicating with other PoC participants in chat PoC group.

	
	OM79
	PCPS-SSP-036
	A PoC subscriber SHALL NOT be forced to reveal his identity to other participants in an open chat PoC group.


Communication Phase Requirements

	Mapped to
	OMA#
	Label
	Description

	Floor Control

	R-4.2-2
	OM80
	PCPS-COM-001
	Floor control SHALL be able to indicate to a PoC service entity that a PoC participant requests to speak.

Informational Note: Floor Control is the mechanism for the arbitration of the sequence of PoC participants to speak.

	R-4.2-3
	OM81
	PCPS-COM-002
	Floor control SHALL be able to indicate permission to a PoC participant to speak in response to a request.

	R-4.2-4
	OM82
	PCPS-COM-003
	Floor control SHALL be able to indicate to a PoC participant that a request to speak has been denied.

	R-4.2-14
	OM83
	PCPS-COM-004
	Floor control SHALL be able to indicate to a PoC service entity that the participant has finished speaking.

	R-4.2-15
	OM84
	PCPS-COM-005
	Floor control SHALL be able to indicate to a PoC participant that his speaking has been forced-released.

	R-4.2-14
	OM85
	PCPS-COM-006
	Floor control SHALL be able to indicate to all PoC participants that the granted PoC participant has finished speaking and floor is idle.

	
	OM86
	PCPS-COM-007
	Floor control SHALL be able to indicate to all PoC participants that the PoC participant is about to speak (i.e. a PoC participant has been granted the right-to-speak).

	
	OM87
	PCPS-COM-008
	Performance requirements related to floor control SHOULD consider the constraints imposed by the underlying signalling transport, with particular emphasis on those associated with over-the-air transport.

	Floor Request Queuing

	R-4.2-4
	OM88
	PCPS-COM-009
	Implementations of the PoC Service Enabler and PoC Client in the terminal device MAY support Floor Request Queuing. 

	R-4.2-4
	OM89
	PCPS-COM-010
	If Floor Request Queuing is supported, Floor Control SHALL be able to indicate to a PoC participant that a request to speak has been queued.

	R-4.2-4
	OM90
	PCPS-COM-011
	If Floor Request Queuing is supported, Floor Control  SHALL be able to permit a PoC participant who has requested the floor to obtain his or her position in the floor request queue.

	R-4.2-6
	OM91
	PCPS-COM-012
	If Floor Request Queuing is supported, Floor Control SHALL be able to permit more than one level of priority in access to the floor, e.g. a higher priority PoC participant MAY be allowed to pre-empt a lower priority PoC participant.

	R-4.2-4
	OM92
	PCPS-COM-013
	If Floor Request Queuing is supported, Floor Control SHALL be able to allow the requester to cancel the request.

	Joining a PoC session

	
	OM93
	PCPS-COM-014
	A PoC subscriber SHALL be able to join an ongoing PoC group session, if the maximum number of participants is not exceeded.

Informational Note: Joining a PoC session applies to members of pre-arranged or restricted chat PoC groups.

	
	OM94
	PCPS-COM-015
	For unrestricted chat PoC group sessions, any PoC subscriber MAY join.

	
	OM95
	PCPS-COM-016
	For ad-hoc PoCgroup sessions, joining SHALL only be allowed if the PoC subscriber was a PoC participant in the ad-hoc PoC group session before, left it and then re-joins it.

	PoC Session Participant Information

	
	OM96
	PCPS-COM-017
	PoC session participant information SHALL be able to be delivered by either  of two  modes, if requested, and is not restricted. The mode SHALL be selectable by the PoC participant, depending on whether he wants to: 

· Request information on who is currently participating in the PoC group session at this time.

· Request continuous information on who is participating in the PoC group session.

	
	OM97
	PCPS-COM-018
	In the case of requesting continuous information, there SHALL be an indication when:

· A PoC participant leaves or is removed from the PoC session.

· A PoC participant joins or is added to the PoC session.

	
	OM98
	PCPS-COM-019
	The PoC participant MAY also choose not to request any PoC session participant information.

	Adding PoC subscriber(s) to, Removing PoC subscriber(s) from, and PoC Subscribers Leaving a PoC Session

	
	OM99
	PCPS-COM-020
	A participant of the PoC session SHALL be able to add new subscriber(s) into the 1-1, Pre-arranged or Ad-hoc PoC group sessions only, subject to service provider policy.  

	
	OM100
	PCPS-COM-021
	When adding PoC subscriber(s) to a PoC session, the inviting PoC subscriber and the PoC Host SHALL receive notification of the result of the invitation as per the invited PoC subscriber. The notification can be for example: an invited PoC subscriber accepted the invitation; an invited PoC subscriber rejected the invitation; An invited PoC subscriber was unavailable.  

	
	OM101
	PCPS-COM-022
	Reception of “unavailable” condition notifications by the inviting PoC subscriber or PoC Host, SHALL be subject to his Presence service subscription, if one exists, or to PoC service provider policy, as applicable.

Informative Note: ref TBD (6.2.4.4)

	
	OM102
	PCPS-COM-023
	After the PoC session is accepted the newly added PoC participant SHALL receive the status of the floor.

	
	OM103
	PCPS-COM-024
	The added participant MAY be notified with the identities of all current participants whose identities are not restricted.

	
	OM104
	PCPS-COM-025
	Addition of a PoC subscriber SHALL not affect the ongoing communication.

	
	OM105
	PCPS-COM-026
	The added subscriber’s Identity SHALL be included in the list of participants (subject to restriction policy), which is distributed to those session participants who have requested the participant information updates, subject of privacy rules.

	
	OM106
	PCPS-COM-027
	It SHALL be possible to add subscribers to a PoC Group session as long as the maximum number of PoC group participants is not exceeded. 



	
	OM107
	PCPS-COM-028
	The maximum number of PoC participants MAY be set by the PoC service provider and MAY vary for each PoC group.

	
	OM108
	PCPS-COM-029
	A PoC participant SHALL be able to leave the PoC session at any time.

	
	OM109
	PCPS-COM-030
	The PoC service entity SHALL be able to remove a PoC participant from the PoC session.

	PoC session termination by Service Provider

	
	OM110
	PCPS-COM-031
	A PoC session SHALL terminate according to the PoC service provider policy.

	
	OM111
	PCPS-COM-032
	If there are still PoC participants left in the PoC session that is terminated by the PoC service provider, those PoC participants SHALL be removed from the PoC session and no  PoC participant SHALL be able to rejoin.


Management

	Mapped to
	OMA#
	Label
	Description

	Configuration

	
	OM112
	PCPS-MAN-001
	PoC subscribers SHALL be able to generate and manage PoC subscriber defined pre-arranged PoC group lists to be utilized by the PoC service entity.

	
	OM113
	PCPS-MAN-002
	PoC subscribers SHALL be able to generate and manage PoC subscriber defined chat PoC groups.

	
	OM114
	PCPS-MAN-003
	PoC subscribers SHALL be able to manage PoC session treatment methods including Presence features - if supported, auto accept vs. manual accept and rejection based on identity of inviting PoC subscribers.

	
	OM115
	PCPS-MAN-004
	PoC subscribers SHALL be able to generate and manage a PoC subscriber’s own contact list.

	
	OM116
	PCPS-MAN-005
	PoC service providers SHALL be able to generate and manage the PoC subscriptions.

	
	OM117
	PCPS-MAN-006
	PoC service providers SHALL be able to generate and manage pre-arranged and chat PoC group lists, accept/reject lists, and answer mode setting.

	
	OM118
	PCPS-MAN-007
	PoC client administration and configuration SHOULD be possible using the existing OMA Device Management Enabler.

	
	OM119
	PCPS-MAN-008
	A PoC subscriber MAY be a member of more than one PoC group at the same time.

	Session Termination Policy

	
	OM120
	PCPS-MAN-009
	The PoC service provider SHALL be able to cause the termination of the PoC session due to termination by PoC group administrator.



	
	OM121
	PCPS-MAN-010
	The PoC service provider SHALL be able to cause the termination of the PoC session due to termination upon the last PoC participant leaving the PoC session.

	
	OM122
	PCPS-MAN-011
	The PoC service provider SHALL be able to cause the termination of the PoC session due to termination upon the second to last PoC participant leaving the PoC session.

	
	OM123
	PCPS-MAN-012
	The PoC service provider SHALL be able to cause the termination of the PoC session due to termination upon the initiator leaving the PoC session.

	
	OM124
	PCPS-MAN-013
	The PoC service provider SHALL be able to cause the termination of the PoC session due to termination after a pre-defined time period.

	
	OM125
	PCPS-MAN-014
	The PoC service provider SHALL be able to cause the termination of the PoC session due to termination after a pre-defined time period without any talk-burst traffic in the PoC session.

	State Transition of Actors

	
	OM126
	PCPS-MAN-015
	Before an individual user can use PoC service features,  heSHALL have a network subscription with one or more (cellular) network operators.

Informational Note: See Figure –TBD The host is also an entity, but with the special attribute in the PoC participant. The host does not explicitly appear in the diagram.

	
	OM127
	PCPS-MAN-016
	A subscriber SHALL first subscribe to a PoC service offered by a PoC service provider. Once the subscription is completed, he becomes a PoC subscriber.

	
	OM128
	PCPS-MAN-017
	Before a PoC subscriber can become a PoC Participant he SHALL either "be invited to the PoC session and accept the invitation" or "request to participate in the PoC session and have the request accepted.” When he becomes a PoC participant, he is able to receive and transmit talk burst in the PoC session.

	PoC Group and Contact List Management

	
	OM129
	PCPS-MAN-018
	The PoC subscriber uses a pre-arranged and chat PoC group as a means to establish a PoC session where the PoC group attributes control the session type and who MAY participate in the PoC session.  A pre-arranged and chat PoC group identity SHALL be used to address the group and initiate a PoC session.

	
	OM130
	PCPS-MAN-019
	A PoC subscriber SHOULD have means to store the addresses of PoC subscribers, pre-arranged groups, and chat PoC groups in order to use that information to contact those using PoC features. For this purpose a PoC subscriber SHOULD have at least one contact list.

	
	OM131
	PCPS-MAN-020
	Following the creation of the contact list the PoC subscriber SHOULD be able to create PoC groups by associating individual entries on his contact list.  Each individual contact can be associated with a single PoC group, several or all PoC groups.

	
	OM132
	PCPS-MAN-021
	A PoC subscriber SHOULD be able to create & manage PoC group lists from his handset or in a server in the service provider’s intranet or the Internet. 

	
	OM133
	PCPS-MAN-022
	It SHALL be possible to form PoC groups that include PoC subscribers from different PoC service providers.

	
	OM134
	PCPS-MAN-023
	The maximum number of members in a PoC group SHALL be configurable by the PoC service provider.

	
	OM135
	PCPS-MAN-024
	The maximum number of PoC groups that can be created and managed by a PoC subscriber SHALL be configurable by the PoC service provider.

	
	OM136
	PCPS-MAN-025
	PoC group list management SHOULD have safeguards (e.g. passwords) to prevent mis-use or unintended generation of traffic to the network.

	PoC Answer Mode and Accept/Reject List Management

	
	OM137
	PCPS-MAN-026
	If the PoC subscriber sets the answer mode to “auto”, PoC session invitations from PoC subscribers or PoC groups on the accept list SHALL be answered automatically. If the answer mode setting is set to “manual”, then the manual-answer mode is applied.
Informational Note: There is an answer mode setting which is controlled by the invited PoC subscriber.

	
	OM138
	PCPS-MAN-027
	As soon as answer mode setting is set to “manual” on the terminal, audio SHALL not be played automatically by the PoC user’s terminal. 

Informational Note: If the optional Manual Answer Override is supported and Manual Answer Override has been requested by the inviting PoC User and authorised by the invited PoC Subscriber, then the PoC session invitation is answered automatically.

	
	OM139
	PCPS-MAN-028
	The PoC service entity SHALL maintain a list of sources per PoC subscriber that are to be rejected with no notification to the PoC subscriber.

Informational Note: On the reject list the PoC subscriber maintains the identities of PoC subscribers and/or PoC groups from whom the PoC subscriber does not wish to receive PoC session invitations. On the accept list, the PoC subscriber maintains the identities of PoC subscribers and/or PoC groups from whom the PoC subscriber agrees to receive PoC session invitations.  

	
	OM140
	PCPS-MAN-029
	The PoC service entity SHALL reject PoC session invitations destined for a PoC subscriber when he has notified the service provider that he wishes to reject all PoC session invitations from the specified sources.


General Usability
	Mapped to
	OMA#
	Label
	Description

	
	OM141
	PCPS-USA-001
	The PoC service entity SHALL NOT prevent the PoC subscriber's operation of other OMA compatible services, for which the PoC subscriber is authorised and subscribed.

	
	OM142
	PCPS-USA-002
	The PoC service provider SHALL be able to decide the maximum number of PoC participants supported in a PoC group session.

	
	OM143
	PCPS-USA-003
	Administrative rights of an active PoC group session MAY be assigned to any of the participants by the session Host, or the PoC service provider.

	R-4.2-4
	OM144
	PCPS-USA-004
	It SHALL be possible to queue more than one speaking request at the same time.

	
	OM145
	PCPS-USA-005
	The PoC application on the handset SHALL run concurrently with other service applications in the device.  

	
	OM146
	PCPS-USA-006
	A specific mode of operation SHALL NOT be required of the handset, which could restrict other service operations.

	
	OM147
	PCPS-USA-007
	Concurrent service execution SHALL be supported by the PoC service enabler (e.g., take a telephony call, putting a PoC session on hold), but MAY be limited by capabilities of the supporting network or the ability of the handset device.  The PoC service enabler SHALL NOT restrict concurrent service execution.


Multiple PoC Clients with the Same PoC Address
	Mapped to
	OMA#
	Label
	Description

	
	
	Conditionality

	
	OM148
	PCPS-MPC-001
	The PoC Service Infrastructure SHALL support registration of multiple PoC Clients with the same PoC Address and handle PoC Service Settings when set from multiple User Equipment having the same PoC Address.

	
	OM149
	PCPS-MPC-002
	The PoC Client SHALL support multiple registration of PoC Clients with the same PoC Address and handle PoC Service Settings when set from multiple User Equipment having the same PoC Address.

	
	
	Functionality

	
	OM150
	PCPS-MPC-003
	When inviting a PoC User who has multiple PoC Clients with the same PoC Address to a PoC Session all the PoC Clients with the PoC Address of the invited PoC User SHALL be invited to the PoC Session.

	
	OM151
	PCPS-MPC-004
	If multiple PoC Clients with the same PoC Address are invited to the same PoC Session and more than one of the PoC Clients accepts the invitation then only the first PoC Client to accept the invitation SHALL receive Media Bursts and all other PoC Clients with the same PoC Address that accept the invitation SHALL be released from the PoC Session.

	
	OM152
	PCPS-MPC-005
	The PoC Service Settings of one PoC Client SHALL be treated independently of those of other PoC Clients with the same PoC Address and when inviting multiple PoC Clients with the same PoC Address to a PoC Session each PoC Client SHALL be invited according to their own PoC Service Settings.

	
	OM153
	PCPS-MPC-006
	When multiple PoC Clients with the same PoC Address are registered for the PoC Service, the PoC Client SHALL be notified that other PoC Clients are registered for the PoC Service with the same PoC Address.
Informational Note: This requirement may impact on the PoC Service Infrastructure or the SIP/IP Core.

	
	OM154
	PCPS-MPC-007
	The PoC Service Provider SHALL have the ability to charge based on multiple PoC Clients having the same PoC Address.

	
	OM155
	PCPS-MPC-008
	The PoC Service Provider SHALL have the ability to limit the number of PoC Clients that can share the same PoC Address. 
Informational Note: This requirement may impact on the PoC Service Infrastructure or the SIP/IP Core.

	
	OM156
	PCPS-MPC-009
	A PoC Client SHALL have the ability to obtain the PoC Service Settings of all the currently registered PoC Clients sharing the same PoC Address when the PoC Client requests its PoC Service Settings. 
Informational Note: It is FFS whether this requirement provides any information to the PoC User that he can take any action upon. If the information provided cannot be used by the PoC User to correct any issue caused by multiple PoC Clients with different PoC Settings then this requirement will be removed.
Editor’s Note: We need to resolve the above informational note.


Additional Media Types
	Mapped to
	OMA#
	Label
	Description

	
	
	Conditionality

	
	OM157
	PCPS-AMT-001
	A PoC Client MAY support the feature for handling Additional Media Types.

	
	OM158
	PCPS-AMT-002
	A PoC Infrastructure SHALL support the feature for handling Additional Media Types.

	
	
	Functionality

	Overall

	
	OM159
	PCPS-AMT-003
	The PoC Service Infrastructure SHALL support mechanisms that guarantee end-to-end interoperability when considering the introduction of Additional Media Types in PoC. 

	
	OM160
	PCPS-AMT-004
	The PoC Client SHALL have means to set one or more of the offered Media component(s) inactive in the PoC Session set-up and set those active later during the PoC Session, if needed.

	Voice

	
	OM161
	PCPS-AMT-005
	If a PoC Client supports the feature for handling Additional Media Types, the PoC User MAY be able to invoke a PoC Session without PoC voice Media, but with one or more rich Media Streams (e.g., images, video). In other words, voice Media SHALL not be a mandatory Media in a PCPS V1.0 Session.

	
	OM162
	PCPS-AMT-006
	Any PoC Session Participant with a PoC Client supporting the feature for handling Additional Media Types SHALL be able to add PoC voice anytime during an existing PCPS V1.0 Session consisting of only rich Media (e.g., images, video).

	Images or Series of Images

	
	OM163
	PCPS-AMT-007
	If a PoC Client supports images or series of images the PoC Client MAY send images or series of images that are available in the User Equipment (e.g., from a camera) to the Participants of the PoC Session.

	
	OM164
	PCPS-AMT-008
	The PoC Server SHALL support the transfer of images or series of images sent by the PoC Client to those Participants of the PoC Session, that are able to receive and display images or series of images.

	
	OM165
	PCPS-AMT-009
	If a PoC Client supports images or series of images the PoC Client SHALL be able to receive and display images or series of images. The receiving PoC Client MAY be able to store images or series of images in local memory for playback use, subject to digital rights management restrictions.

	OM157Live-streamed video

	
	OM166
	PCPS-AMT-010
	The PoC Client MAY be able to send live-streamed video (e.g., from a camera) or pre-recorded video that is available in the User Equipment to the Participants of the PoC Session.

	
	OM167
	PCPS-AMT-011
	The PoC Server SHALL support the transfer of live-streamed video that is available in the User Equipment (e.g., from a camera) to those Participants of the PoC Session that are able to receive and display live-streamed video.

	
	OM168
	PCPS-AMT-012
	If a PoC Client supports streamed video the PoC Client SHALL be able to receive and display live-streamed video. The receiving PoC Client MAY be able store the video in local memory for playback use, subject to digital rights management restrictions.

	
	OM169
	PCPS-AMT-013
	If the PoC Client supports Continuous Media other than voice,  a PoC User using voice MAY add Continuous Media other than voice (e.g., video) to the PoC Session.

	Transfer of Files

	
	OM170
	PCPS-AMT-014
	If a PoC Client supports files the PoC Client MAY be able to send files that are available in the User Equipment (e.g., a MS word document, a game software package) to the Participants of the PoC Session.

	
	OM171
	PCPS-AMT-015
	The PoC Server SHALL support the transfer of files that are available in the User Equipment (e.g., a MS word document, a game software package) to those Participants of the PoC Session that are able to receive files.

	
	OM172
	PCPS-AMT-016
	If a PoC Client supports files the PoC Client SHALL be able to receive files. The receiving PoC Client MAY be able to store files in local memory for playback use, subject to digital rights management restrictions.

	External Media Support

	
	OM173
	PCPS-AMT-017
	The PoC Client MAY be able to request the PoC Server to access and send the Media (e.g., live-streamed video, pictures) residing in an External Media Content Server by the PoC Service to other Participants in the PoC Session.

	
	OM174
	PCPS-AMT-018
	The PoC Server MAY be able to retrieve and transfer the Media residing in an External Media Content Server (e.g., a video streaming server) to Participants in the PoC Session, on behalf of the PoC Client request.  A PoC Server with this capability SHALL support the following Media Types:  images or series of images, streamed video, and files

	Video Streams

	
	OM175
	PCPS-AMT-019
	PoC User with a PoC Client supporting voice and video SHALL request permission from the PoC Service Infrastructure before sharing a video stream in a PoC Session.

	
	OM176
	PCPS-AMT-020
	If a PoC Session includes video streams (in addition to voice), the PoC Infrastructure SHOULD support a capability to configure a preferred mode of video streaming on PoC Client. This configuration MAY be done either 
· Due to the limitations of the PoC Client 
· Configured by PoC Service Provider, or 
· Configured by the PoC User
The modes of sending video streams in conjunction with voice are:

i. Single source mode: Both PoC voice and PoC video comes from the same Participant in a PoC Session in near real time.
ii. Multiple sources mode:  PoC voice is sent from one Participant and PoC video is sent from another Participant in the same PoC Session.

	
	OM177
	PCPS-AMT-021
	PoC Server SHALL support single and multiple source modes of sending video streams in conjunction with voice.

	
	OM178
	PCPS-AMT-022
	If the PoC Client supports voice and video it SHALL support single and multiple source modes of sending and receiving video streams in conjunction with voice.

	Text

	
	OM179
	PCPS-AMT-023
	If a PoC Client supports text the PoC Client MAY send text that is available in the User Equipment to the Participants of the PoC Session.

	
	OM180
	PCPS-AMT-024
	If a PoC Client supports text the PoC Client MAY send text that is available in the User Equipment to a subset of the Participants of the PoC Session.

	
	OM181
	PCPS-AMT-025
	The PoC Server SHALL support the transfer of text sent by the PoC Client.

	
	OM182
	PCPS-AMT-026
	If a PoC Client supports text the PoC Client SHALL be able to receive and display the received text. The receiving PoC Client MAY be able to store the received text in local memory.

	
	OM183
	PCPS-AMT-027
	If the PoC Client supports text it SHALL support sending text in conjunction with voice and/or video.

	
	OM184
	PCPS-AMT-028
	If the PoC Client supports text the PoC Client MAY start a PoC Session with text messaging Media only. A PoC User using text messaging MAY add another Media (e.g., voice) to the PoC Session.

	
	OM185
	PCPS-AMT-029
	PoC User with a PoC Client supporting text SHALL be able to send text messages to other PoC Users and PoC Groups. 

	Discrete Media content

	
	OM186
	PCPS-AMT-030
	In a given PCPS V1.0 Session with Discrete Media there SHALL be possible to indicate back to the sender the status (e.g., start/end/progress steps) of the Media transfer.

	
	OM187
	PCPS-AMT-031
	If a PoC Client supports Discrete Media, PoC User using voice MAY add Discrete Media (e.g., images) to a PoC Session.

	Identity

	
	OM188
	PCPS-AMT-032
	Identity of Media sender SHALL be provided to recipients of Media in a PoC Session, subject to privacy rules. 

	
	OM189
	PCPS-AMT-033
	The description of Media (e.g., title of video) MAY be provided to other Participants in company with Media.

	Multiple Media Streams of the same Media Type

	
	OM190
	PCPS-AMT-034
	A PoC User authorized to add, or modify Media Types in the PoC Session where multiple Media Streams of the same Media Type are contained in a PoC Session, MAY indicate the manner in which they are rendered together on the PoC Client receiving these Media Streams
Informational Note: The intention of the requirement is to also cover the case when the client is unable to receive all the offered Media streams of the same media type.

	
	OM191
	PCPS-AMT-035
	The PoC infrastructure MAY indicate the manner in which the Media Streams of the same Media Type are rendered together on the PoC Client receiving the Media Streams of the same Media Type by fetching group attributes in case of Chat PoC Group Session or Pre-arranged Group Session.


Requests with Media Contents 
	Mapped to
	OMA#
	Label
	Description

	
	
	Conditionality

	
	OM192
	PCPS-RMC-001
	The PoC Service Infrastructure MAY support adding media content to PoC Session invitations or Group Advertisement messages. 

	
	OM193
	PCPS-RMC-002
	The PoC Client MAY support adding media content to PoC Session invitations or Group Advertisement messages.

	
	
	Functionality

	
	OM194
	PCPS-RMC-003
	A PoC Client MAY add media content to a PoC Session invitation(s) sent to PoC User(s).

	
	OM195
	PCPS-RMC-004
	A PoC Client SHALL support receiving of PoC Session invitation(s) that includes media content.  Depending on the PoC Client's capability for the included media content, the PoC Client SHOULD replay the received media content.

	
	OM196
	PCPS-RMC-005
	A PoC Client MAY add media content to Group Advertisement message(s) sent to PoC User(s)

	
	OM197
	PCPS-RMC-006
	A PoC Client MAY support the receiving Group Advertisement message(s), which MAY include media content from PoC User(s).  Depending on the PoC Clients capability for the included media content, the PoC Client SHOULD replay the received media content. 

	
	OM198
	PCPS-RMC-007
	The PoC Service infrastructure MAY remove media content(s) to the PoC Session invitation(s) according to the configuration set by inviting and invited PoC Client.

	
	OM199
	PCPS-RMC-008
	The PoC Service infrastructure MAY add/change media content(s) to the PoC Session invitation(s) according to the configuration set by inviting and invited PoC Client.

	
	OM200
	PCPS-RMC-009
	Media content SHALL be either a reference to the media content or contain the content directly. Examples of content types can be found in [RFC2046]

	
	OM201
	PCPS-RMC-010
	The PoC Service Infrastructure MAY be able to remove media content according to the reference to the media content

	
	OM202
	PCPS-RMC-011
	The PoC Service Infrastructure MAY be able to add/change media content according to the reference to the media content.

	
	OM203
	PCPS-RMC-012
	It SHALL be possible to limit the size and type of the media content based on PoC Service Provider Policies of the inviting and invited PoC Users and/or setting of inviting PoC Client and invited PoC Client.

	
	OM204
	PCPS-RMC-013
	The PoC Service infrastructure SHALL be able to filter out the included media content based on PoC Service Provider Policies of the inviting and invited PoC Users and/or setting of inviting PoC Client and invited PoC Client.

	
	OM205
	PCPS-RMC-014
	The PoC Service infrastructure MAY accept or reject the request with the included media content based on Service Provider Policies.

	
	OM206
	PCPS-RMC-015
	Settings by the PoC Service Infrastructure SHALL have precedence over settings by PoC Clients.

	
	OM207
	PCPS-RMC-016
	It SHALL be possible to charge the Inviting PoC Client and the Invited PoC Client for Media in Requests based on PoC Service Providers charging model.


Invited Parties Identity Information
	Mapped to
	OMA#
	Label
	Description

	
	
	Conditionality

	
	OM208
	PCPS-IPI-001
	The PoC Service Infrastructure SHALL support the invited parties identity information functionality in regions where this functionality is not restricted due to regulations.

	
	OM209
	PCPS-IPI-002
	The PoC Client MAY support the invited parties identity information functionality.

	
	
	Functionality

	
	OM210
	PCPS-IPI-003
	An inviting PoC User MAY indicate each PoC Addresses of all the invited PoC Users in the invitation to an Ad-hoc PoC Group Session to be presented to, or hidden from, the other invited PoC Users.

	
	OM211
	PCPS-IPI-004
	The originating PoC Server SHALL send PoC Addresses of all invited PoC Users to all terminating PoC Servers with the indication of each PoC Address of all the invited PoC Users to be presented to, or hidden from, the other invited PoC Users.
Informational Note: If the indication is not included in an invitation, the originating PoC Server sets the indication based on the settings; default is to make the PoC Address of the invited PoC User be hidden.

	
	OM212
	PCPS-IPI-005
	The terminating PoC Server MAY, according to the settings of the PoC Service Provider definition, remove the received invited party identity information.

	
	OM213
	PCPS-IPI-006
	In case one or more of the invited PoC Users identities have been expressed as anonymous:
· The originating PoC Server SHALL inform all terminating PoC Server(s) of their anonymity by including an indication with their PoC User Identity.
· The terminating PoC Server SHALL indicate in the invitation to the invited PoC User, the total number of anonymous PoC Users invited to the PoC Session.
· The terminating PoC Server SHALL NOT send the PoC User Addresses of any PoC User indicated as anonymous by the originating PoC Server, in the invitation to the invited PoC User.


Incoming Media Barring
	Mapped to
	OMA#
	Label
	Description

	
	
	Conditionality

	
	OM214
	PCPS-IMB-001
	The PoC Client MAY support Incoming Media Content Barring.  

	
	OM215
	PCPS-IMB-002
	The PoC Client MAY support Incoming Media Stream Barring.  

	
	OM216
	PCPS-IMB-003
	The PoC Service Infrastructure SHOULD support Incoming Media Content Barring. 

	
	OM217
	PCPS-IMB-004
	The PoC Service Infrastructure SHOULD support Incoming Media Stream Barring. 

	
	
	Functionality

	
	OM218
	PCPS-IMB-005
	The PoC Client MAY support separate Incoming Media Content Barring for each Media Type.

	
	OM219
	PCPS-IMB-006
	The PoC Client MAY support separate Incoming Media Stream Barring for each Media Type.

	
	OM220
	PCPS-IMB-007
	The PoC Client MAY support different Access Control for each Media Type. The Access Control for Incoming Media Content Barring MAY be based on the following optional conditions:
· PoC Session attributes (e.g. Media Type). 
· PoC User attributes (e.g. Inviting PoC User PoC Address).
Informational Note: The above list is not an exhaustive list of conditions.

	
	OM221
	PCPS-IMB-008
	The PoC Client MAY support different Access Control for each Media Type. The Access Control for Incoming Media Stream Barring MAY be based on the following optional conditions:
· PoC Session attributes (e.g. QoE, Media Type). 
· PoC User attributes (e.g. Inviting PoC User PoC Address). 
Informational Note: The above list is not an exhaustive list of conditions.

	
	OM222
	PCPS-IMB-009
	The PoC Service Infrastructure SHALL support separate Incoming Media Content Barring for each Media Type.

	
	OM223
	PCPS-IMB-010
	The PoC Service Infrastructure SHALL support separate Incoming Media Stream Barring for each Media Type.

	
	OM224
	PCPS-IMB-011
	The PoC Service Infrastructure SHALL use the Answer Mode according to the PoC Service Settings the same way as specified in section 6.16 PoC Answer Mode.

	
	OM225
	PCPS-IMB-012
	The PoC Service Infrastructure SHALL use different Access Control for each Media Type, if configured by the PoC Client.


Incoming Condition Based PoC Session Barring
	Mapped to
	OMA#
	Label
	Description

	
	
	Conditionality

	
	OM226
	PCPS-ISB-001
	The PoC Client MAY support Incoming Condition Based PoC Session Barring. 

	
	OM227
	PCPS-ISB-002
	The PoC Service Infrastructure SHOULD support Incoming Condition Based PoC Session Barring.

	
	
	Functionality

	
	OM228
	PCPS-ISB-003
	The PoC Client MAY support that a PoC Subscriber or an authorized PoC User defines the Incoming Condition Based PoC Session Barring conditions. Conditions MAY be based on the following information: 
· PoC Session attributes (e.g. QoE, Media Types). 
· PoC User attributes (e.g. particular invited or inviting PoC User address).
Informational Note: The above list is not an exhaustive list of conditions.

	
	OM229
	PCPS-ISB-004
	The PoC Client MAY support a PoC User to interrogate his Incoming Condition Based PoC Session Barring conditions from the PoC Service Infrastructure.

	
	OM230
	PCPS-ISB-005
	The PoC Service Infrastructure SHALL store the Incoming Condition Based PoC Session Barring conditions according to the PoC Client's request.

	
	OM231
	PCPS-ISB-006
	The PoC Service Infrastructure SHALL provide a PoC User with his Incoming Condition Based PoC Session Barring conditions if requested.

	
	OM232
	PCPS-ISB-007
	The PoC Service Infrastructure SHALL verify the Incoming Condition Based PoC Session Barring conditions defined by an authorized PoC User or a PoC Subscriber, and bar the incoming PoC Session invitation only if the conditions are fulfilled.


Outgoing Condition Based PoC Session Barring
	Mapped to
	OMA#
	Label
	Description

	
	
	Conditionality

	
	OM233
	PCPS-OSB-001
	The PoC Client MAY support Outgoing Condition Based PoC Session Barring.

	
	OM234
	PCPS-OSB-002
	The PoC Service Infrastructure SHOULD support Outgoing Condition Based PoC Session Barring.

	
	
	Functionality

	
	OM235
	PCPS-OSB-003
	The PoC Client MAY support that a PoC Subscriber or an authorized PoC User defines the Outgoing Condition Based PoC Session Barring conditions. Conditions MAY be based on the following information: 

· PoC Session attributes (e.g. QoE, Media Types)
· PoC User attributes (e.g., particular invited PoC User address, country or the region in which the inviting PoC User’s home PoC network is located, geographical location of invited or inviting PoC Users).
Informational Note: Country or region information may be limited by the functionality provided by the underlying networks. The above list is not an exhaustive list of conditions.

	
	OM236
	PCPS-OSB-004
	The PoC Client MAY support a PoC User to interrogate his Outgoing Condition Based PoC Session Barring conditions from the PoC Service Infrastructure.

	
	OM237
	PCPS-OSB-005
	The PoC Service Infrastructure SHALL store the Outgoing Condition Based PoC Session Barring conditions according to the PoC Client’s request.

	
	OM238
	PCPS-OSB-006
	The PoC Service Infrastructure SHALL provide a PoC User with his Outgoing Condition Based PoC Session Barring conditions if requested.

	
	OM239
	PCPS-OSB-007
	The PoC Service Infrastructure SHALL verify the Outgoing Condition Based PoC Session Barring conditions defined by an authorized PoC User or a PoC Subscriber and bar the outgoing PoC Session invitation only if the conditions are fulfilled.

	
	OM240
	PCPS-OSB-008
	The PoC Service Infrastructure SHALL notify an inviting PoC User that an outgoing PoC Session invitation has been barred when it has been done due to the Outgoing Condition Based PoC Session Barring conditions defined by the PoC Subscriber or the authorized PoC User. 


Automatic Notification of Limited Participating Information
	Mapped to
	OMA#
	Label
	Description

	
	
	Conditionality

	
	OM241
	PCPS-ANP-001
	The PoC Service Infrastructure MAY support the automatic notification of Limited Participating Information functionality. , if capable of receiving full Participating Information.

	
	OM242
	PCPS-ANP-002
	The PoC Client MAY support the automatic notification of limited participating information functionality.

	
	
	Functionality

	
	OM243
	PCPS-ANP-003
	PoC Service SHALL be able to provide Limited Participant Information (i.e., PoC User’s PoC Address and joining alert) automatically to the Participant(s) who already joined using the existing PoC Session during the PoC Group Session establishment phase or on-going PoC Session, if authorized by PoC Group policy.

	
	OM244
	PCPS-ANP-004
	Using this capability, the PoC Session Owner SHOULD be able to receive another PoC User’s Participant Information (e.g., when each PoC User joins, leaves, or rejects an invitation).

	
	OM245
	PCPS-ANP-005
	Using this capability, the Participant(s) SHOULD be able to receive another PoC User’s Participant Information subsequently (e.g., when each PoC User joins).


Rejection of Session Establishment Due to Hidden Identity of an Inviting User
	Mapped to
	OMA#
	Label
	Description

	
	
	Conditionality

	
	OM246
	PCPS-RSH-001
	The PoC Service Infrastructure SHALL be able to reject PoC Session establishment initiated by an inviting PoC User whose identity is hidden based on local policies and preferences of invited PoC Users.   

	
	OM247
	PCPS-RSH-002
	The PoC Client SHOULD support the indication of PoC Session establishment failure due to identity hiding functionality.

	
	
	Functionality

	
	OM248
	PCPS-RSH-003
	Invited PoC User’s PoC Network SHALL be able to reject PoC Session establishment initiated by an inviting PoC User whose identity is hidden based on local policies and preferences of the invited PoC User.

	
	OM249
	PCPS-RSH-004
	Invited PoC User’s PoC Network SHALL be able to indicate the inviting PoC User that the PoC Session establishment fails due to the inviting PoC User's hidden PoC Address.


Ad-hoc PoC Group Session Re-initiation
	Mapped to
	OMA#
	Label
	Description

	
	
	Conditionality

	
	OM250
	PCPS-ASR-001
	The PoC Service Infrastructure MAY support the Ad-hoc Group Session re-initiation functionality.  

	
	OM251
	PCPS-ASR-002
	The PoC Client MAY support the Ad-hoc Group Session re-initiation functionality.

	
	
	Functionality

	
	OM252
	PCPS-ASR-003
	Upon receiving a re-join request for an already released Ad-hoc PoC Group Session the PoC Service Infrastructure SHOULD indicate the cached Participants of the Ad-hoc PoC Group Session in the failure response of the re-join request.

Informational Note: The Participant cache timeout is according to the PoC Server local policy.

	
	OM253
	PCPS-ASR-004
	Upon receiving the failure response of the re-join request containing a list of PoC Users, the PoC Client MAY invite the indicated PoC Users to a new Ad-hoc PoC Group Session.


Full Duplex Call Follow-on Proceed
	Mapped to
	OMA#
	Label
	Description

	
	
	Conditionality

	
	OM254
	PCPS-FDF-001
	The PoC Service Infrastructure MAY support the full duplex call follow-on proceed functionality.

	
	OM255
	PCPS-FDF-002
	The PoC Client MAY support the full duplex call follow-on proceed functionality.

	
	
	Functionality

	
	OM256
	PCPS-FDF-003
	The PoC Service MAY support for a PoC Client to leave a 1-1 or 1-many PoC Session with an indication to the peer PoC Clients that the PoC User intends to set up a full duplex voice call among the peer entities immediately after release of the PoC Session.

Informational Note:  Full duplex voice call could either be a SIP voice call or a circuit switched (CS) call.  User Equipment may support e.g., automatic initiation and answer of this kind of call.

	
	OM257
	PCPS-FDF-004
	The PoC Service MAY support for a PoC Client to leave a 1-1 or 1-many PoC Session with an indication to a subset of PoC Clients that the PoC User intends to set up a full duplex voice call among a subset peer entities immediately after release of the PoC Session. 

Informational Note:  Full duplex voice call could either be a SIP voice call or a circuit switched (CS) call.  User Equipment may support e.g., automatic initiation and answer of this kind of call.

	
	OM258
	PCPS-FDF-005
	The PoC Service MAY support for a PoC User to include a target address (e.g., SIP URI or E.164 number) to the indication, so that the full duplex call can be set up to that target address.


Expelling Participant(s) from a PoC Session
	Mapped to
	OMA#
	Label
	Description

	
	
	Conditionality

	
	OM259
	PCPS-EPS-001
	The PoC Service Infrastructure SHALL support expelling Participant(s) from a PoC Session functionality.

	
	OM260
	PCPS-EPS-002
	The PoC Client MAY support initiation of the expelling Participant(s) from a PoC Session functionality. 

	
	
	Functionality

	
	OM261
	PCPS-EPS-003
	It SHALL be possible to specify expel rights for the PoC Group.

	
	OM262
	PCPS-EPS-004
	The PoC Group Administrator of Pre-arranged and Chat PoC Groups SHALL be able to assign expelling rights to other PoC User(s) in the PoC Group.

	
	OM263
	PCPS-EPS-005
	A Participant, who has been granted expel rights, SHALL be able to expel other Participant(s) from a PoC Group Session (incl. all Participants at a time), and an expelled PoC User SHALL not be able to rejoin the PoC Session which the PoC User has been expelled from for a period or during the entire PoC Session.

	
	OM264
	PCPS-EPS-006
	If expelling is supported, the Ad hoc PoC Group Session initiator SHALL be able to expel any other Participants from an Ad hoc PoC Group Session.


Group Specific Releasing Rules
	Mapped to
	OMA#
	Label
	Description

	
	
	Conditionality

	
	OM265
	PCPS-GRR-001
	The PoC Service Infrastructure MAY support PoC Group specific releasing rules.

	
	OM266
	PCPS-GRR-002
	The PoC Client MAY support PoC Group specific releasing rules.

	
	
	Functionality

	
	OM267
	PCPS-GRR-003
	If PoC Group specific releasing rules are supported, it SHALL be possible to specify release rules for the PoC Group.

	
	OM268
	PCPS-GRR-004
	If PoC Group specific releasing rules are supported, it SHALL be possible to define for a PoC Group that the PoC Session is released when one or more of the following conditions are fulfilled (and in this case the general PoC Session release policy specified in this document is not used):
· The PoC Session initiator leaves the PoC Session 
· A defined Participant leaves the PoC Session 
· The number of Participants is less than a certain value 
· The PoC Session allocated time has expired 
· When only machines are still in the PoC Session
· When PoC Speech is inactive for a specified time
· When all Media types are inactive for a specified time.


PoC Session Control for Crisis Handling
	Mapped to
	OMA#
	Label
	Description

	
	
	Conditionality

	
	OM269
	PCPS-SCC-001
	The PoC Service Infrastructure MAY support the PoC Session control for crisis handling functionality.

	
	OM270
	PCPS-SCC-002
	The PoC Client MAY support PoC Session control for crises handling functionality.

	
	
	Functionality

	
	OM271
	PCPS-SCC-003
	The PoC Service Infrastructure SHALL differentiate the Crisis Handling Request from other requests.

	
	OM272
	PCPS-SCC-004
	The PoC Service Infrastructure SHALL validate the Crisis Handling Request (e.g., authenticate the source) and authorize the PoC Session initiation for crisis handling.

	
	OM273
	PCPS-SCC-005
	The PoC Service Infrastructure SHALL enforce high enough priority to be able to serve the PoC Session initiated with Crisis Handling Request

	
	OM274
	PCPS-SCC-006
	The PoC Service Infrastructure SHALL be able to serve the PoC Session initiated with Crisis Handling Request by using an appropriate access network resource reservation schema.

	
	OM275
	PCPS-SCC-007
	Based on the crisis information received in the Crisis Handling Request the PoC Service Infrastructure MAY perform pre-defined procedures for PoC Session. Examples are:
a) Sending out PoC Session invitation to one or more Pre-arranged PoC Group(s)
b) Invoking CBUS based on conditions (e.g., location, presence status information)  to determine the Dynamic PoC Groups to be invited 
EDITOR’s NOTE: There are known issues with current state of the stability of the CBUS enabler. It needs to be determined whether to include CBUS based requirements or not by the time the RD is submitted for approval.
c) Distributing pre-recorded data (e.g., canned voice) 
d) Distributing data received in the received Crisis Handling Request (e.g., images), or 
e)  Invoking other services to complement crisis related data to be distributed (e.g., location information)

	
	OM276
	PCPS-SCC-008
	The PoC Service Infrastructure MAY apply a pre-defined set of specific PoC Service Settings to the PoC Session for Crisis Handling (e.g., characterized by PoC Session priority, Manual Answer Override to invited PoC Users, etc.).

	
	OM277
	PCPS-SCC-009
	The PoC Service Infrastructure SHALL be able to override the current PoC Service Settings to forward PoC Session invitation with Crisis Handling Request from an PoC User with the appropriate authority according to applicable regulations.

	
	OM278
	PCPS-SCC-010
	The PoC Service Infrastructure SHALL be able to create PoC Groups to which PoC Users are added dynamically at the crisis service invocation. Only PoC Service Provider can create such a special crisis PoC Group to which an authorized user is assigned. Only authorized PoC User can invoke PoC Sessions with Crisis Handling Request through his assigned Crisis PoC Group.


Media Burst Control Enhancements General
	Mapped to
	OMA#
	Label
	Description

	
	
	Conditionality

	
	OM279
	PCPS-MBC-001
	The PoC Service Infrastructure SHALL support the PoC Media Burst Control enhancement features.

	
	OM280
	PCPS-MBC-002
	The PoC Client MAY support the Media Burst Control enhancements functionality.

	
	
	Functionality

	
	OM281
	PCPS-MBC-003
	If the Media Burst Control is applicable for the Media Type, the PoC Network elements SHALL support capability for an independent Media Burst Control for each Media in a PoC Session.  Media Burst Control SHALL be applicable to Continuous Media and SHOULD be applicable to the Discrete Media involved in a PoC Session.
Informational Note: Discrete Media types should only use Media Burst Control, if it is essential for the application using PoC Service Enabler.

	
	OM282
	PCPS-MBC-004
	If the Media Burst Control is applicable for the Media Type the PoC Service Infrastructure SHALL support and the PoC Client MAY support capability for one Media Burst Control for multiple Media in a PoC Session.

	
	OM283
	PCPS-MBC-005
	The PoC Service Provider MAY support providing several Media Burst Control schemes (e.g., pre-granted right-to-speak).


Pre-granted Media Burst Control
	Mapped to
	OMA#
	Label
	Description

	
	
	Conditionality

	
	OM284
	PCPS-PGM-001
	The PoC Service Infrastructure MAY support the pre-granted Media Burst Control feature.

	
	OM285
	PCPS-PGM-002
	The PoC Client MAY support the pre-granted Media Burst Control feature.

	
	
	Functionality

	
	OM286
	PCPS-PGM-003
	The Media Burst MAY be pre-granted to a PoC User before the PoC User has requested the Media Burst.

	
	OM287
	PCPS-PGM-004
	The pre-granted Media Burst Control MAY be given to one or many PoC User(s) in a PoC Session. The number of PoC Users and which PoC User(s) that are given pre-granted Media Burst is up to local policy in the PoC Server.

	
	OM288
	PCPS-PGM-005
	If pre-granted Media Burst Control is supported, the pre-granted Media Burst SHOULD expire if not used during a certain time period (to be configured by the PoC Service Provider).

	
	OM289
	PCPS-PGM-006
	If pre-granted Media Burst Control is supported, the PoC Client SHALL get confirmation from the PoC User before encoding and sending the Media.


Stop Transmit Time Notification for Advanced Revocation Alert

	Mapped to
	OMA#
	Label
	Description

	
	
	Conditionality

	
	OM290
	PCPS-SRA-001
	The PoC Service Infrastructure SHOULD support the transmit time notification for advanced revocation alert functionality.

	
	OM291
	PCPS-SRA-002
	The PoC Client SHOULD support the transmit time notification for advanced revocation alert functionality.

	
	
	Functionality

	
	OM292
	PCPS-SRA-003
	In addition to what is specified for voice Media the PoC Server SHALL be able to send a notification of the transmit time of a video burst to the transmitting PoC Client before transmission.


Expanding Duration of Media Burst Transmitting
	Mapped to
	OMA#
	Label
	Description

	
	
	Conditionality

	
	OM293
	PCPS-EDM-001
	The PoC Service Infrastructure MAY support the expanding duration of speaking feature.

	
	OM294
	PCPS-EDM-002
	The PoC Client MAY support the expanding duration of Media Burst transmitting feature.

	
	
	Functionality

	
	OM295
	PCPS-EDM-003
	The PoC Service Infrastructure MAY be able to grant a certain Media Burst duration to the PoC Client depending on the requested Media Burst duration received from the PoC Client.

	
	OM296
	PCPS-EDM-004
	The PoC Client MAY be able to include a requested Media Burst duration in the Media Burst Request when the PoC Client sends Media Burst Request to the PoC Server performing the Controlling Function.


Moderated PoC Groups

	Mapped to
	OMA#
	Label
	Description

	
	
	Conditionality

	
	OM297
	PCPS-MGS-001
	The PoC Service Infrastructure MAY support the moderated PoC Groups functionality.

	
	OM298
	PCPS-MGS-002
	The PoC Client MAY support the moderated PoC Groups functionality.

	
	
	Functionality

	
	OM299
	PCPS-MGS-003
	Member of a Pre-arranged PoC Group or Chat PoC Group MAY be authorized to adopt the role of moderator.

	
	OM300
	PCPS-MGS-004
	A PoC Group member adopting the role of moderator during a PoC Session SHALL be able to assign the role of the moderator to any other PoC Group member authorized to take the role as the moderator during a PoC Session.

	
	OM301
	PCPS-MGS-005
	Moderator, e.g., a PoC Dispatcher, SHALL be able to request permission to send the Media Burst on behalf of another PoC User, e.g., a PoC Fleet Member.
Informational Note: A PoC V1.0 Client may not be able to fulfill the function of sending a Media Burst when permission to send the Media Burst has been requested by a Moderator.

	
	OM302
	PCPS-MGS-006
	PoC Client acting as a moderator, e.g., a PoC Dispatcher SHALL be able to grant or deny the request from another PoC Client, e.g., a PoC Fleet Member, for permission to send the Media Burst.

	
	OM303
	PCPS-MGS-007
	A PoC Client participating in a Moderated PoC Group e.g., a PoC Fleet Member, MAY indicate the reason for requesting permission to send Media to the Moderator in a text string included as part of the request.


Multicast 

	Mapped to
	OMA#
	Label
	Description

	
	
	Conditionality 

	
	OM304
	PCPS-MUC-001
	The PoC Service Infrastructure MAY support the multicast feature for PoC Group Sessions.

	
	OM305
	PCPS-MUC-002
	The PoC Client MAY support the multicast feature.

	
	
	Functionality 

	
	OM306
	PCPS-MUC-003
	The Service Provider Policy and/or PoC User subscription SHALL determine if a given Pre-arranged Session or Chat PoC Group Session or Ad-hoc PoC Group Session is able to utilize multicast/broadcast capability for Media.

	
	OM307
	PCPS-MUC-004
	A multicast bearer enabled PoC User accessing PoC Service via a multicast/broadcast access network SHALL be able to establish a PoC Session that uses multicast/broadcast capabilities for the transport of downlink Media.

	
	OM308
	PCPS-MUC-005
	The PoC Service SHALL provide capability to include PoC Group members that are not multicast/broadcast capable through normal PoC procedures.


Performance General Objectives

	Mapped to
	OMA#
	Label
	Description

	
	
	Conditionality

	
	OM309
	PCPS-PER-001
	The PoC Service Infrastructure SHALL support performance enhancements.

	
	OM310
	PCPS-PER-002
	The PoC Client SHALL support performance enhancements.

	
	
	Functionality

	Right-to-Speak Response times During PoC Session Establishment, QoE1

	
	OM311
	PCPS-PER-003
	The duration between the times the inviting PoC User initiates the PoC Session and when he receives a “Right-to-Speak (RtS)” indication SHOULD typically be less than [TBD], in case PoC Service Infrastructure provides early “Right-to-Speak” indication and the invited PoC User is on Automatic Answer Mode. 

Informational Note:  During PoC session establishment, the inviting subscriber receives ‘Right-to-Speak’ (RtS) indication after certain time depending on the answer mode setting of the invited PoC User.  If automatic answer is used, the right-to-speak indication can be given to the inviting PoC User before the invited PoC User is reached.  
The enhancements for the “Right-to-Speak” time are foreseen to be related to an optimized use of compression strategies (i.e. SigComp). Other required enhancements fall in the scope of the underlying network, and therefore, the achievement of this recommendation may depend on them.

	
	OM312
	PCPS-PER-004
	If the invited PoC User answers manually, then the inviting PoC User SHOULD typically receive the “Right-to-Speak (RtS)” indication in less than [TBD] after the invited PoC User manually accepts the PoC Session invitation.
Informational Note:  If manual answer mode is used, the invited PoC user has to accept the PoC session invitation before the ‘Right-to-Speak’ indication is given to the inviting PoC user. 
The enhancements of the “right-to-speak” time are foreseen to be only related to an optimized use of compression strategies (i.e. SigComp). Other required enhancements completely fall in the scope of the underlying network and, therefore, the achievement of this recommendation may strongly depend on them.

	Start-to-Speak Response time in an Established PoC Session, QoE2

	
	OM313
	PCPS-PER-005
	When a PoC User makes a request to talk in the PoC session and his request is not queued, the Start-to-Speak (StS) time SHOULD typically be less than [TBD]. 

Informational Note: Start-to-speak (StS) refers to the response period between the times the PoC User requests talk permission to when he receives permission to start speaking in an established PoC session.  
From the PoC Service Enabler, the enhancements of to the StS time are foreseen to depend on the use of pre-granted Media Burst Control and potential buffering techniques. Other required enhancements completely fall in the scope of the underlying network and, therefore, the achievement of this recommendation may strongly depend on them.

	
	OM314
	PCPS-PER-006
	If the PoC User’s request to talk is queued due to other PoC Users speaking or having already requested to speak, he SHOULD typically receive an indication within [TBD] that his request has been queued.

	
	OM315
	PCPS-PER-007
	If the PoC User’s request is rejected for any reason, he SHOULD typically receive an indication within [TBD] that his request has been rejected.

	End-to-end Channel Delay, QoE3

	
	OM316
	PCPS-PER-008
	The voice delay time (duration between when voice is spoken by a sending PoC User until it is heard by the invited PoC User) SHOULD typically be no more than [TBD] during the PoC session.  

	
	OM317
	PCPS-PER-009
	For the first talk-burst in a PoC session set-up the voice delay SHOULD typically be no more than [TBD], in case early indication is given.

	
	OM318
	PCPS-PER-010
	The Media delay between the time the Media is sent by the originating User and the time it is displayed by the destination User SHALL depend on the QoS applied for the Media transmission in the PoC Session, more concretely (following the QoS classes specified in [3GPP TS 23.107]):

· For Interactive traffic class: the end-to-end delay SHOULD typically be less than [TBD].

· For Streaming traffic class: the end-to-end delay SHOULD typically be less than [TBD].

· For Conversational traffic class: the end-to-end delay SHOULD typically be less than [TBD].

	
	OM319
	PCPS-PER-011
	Different delay requirements MAY apply for different Media Types of the same PoC Session (e.g., different QoS assigned to each Media Type of the PoC Session). 
The QoS to be applied for each Media Type of the PoC Session SHALL be directly determined from the QoE profile applied for the PoC Session and based on the Service Provider Policy.

	Voice Quality Requirements, QoE4

	
	OM320
	PCPS-PER-012
	The PoC session voice quality SHOULD typically meet the following limit:     MOS >= 3 under nominal network conditions.

	Turn-around-Time (TaT), QoE5

	
	OM321
	PCPS-PER-013
	To allow a fluent communication between PoC Users, Turn-around-Time (TaT) response time SHALL be [TBD].  

	
	OM322
	PCPS-PER-014
	In case another PoC User replies immediately (i.e. within [TBD]), the Turn-around-Time (TaT) SHOULD typically be no longer than [TBD].

	General Performance Considerations

	
	OM323
	PCPS-PER-015
	When the Participants of a PoC Session are distributed across multiple PoC Networks, the PoC Server MAY support the optimization to reduce Media latencies and to enhance efficiency of reserved lines between the PoC Networks.

	
	OM324
	PCPS-PER-016
	It SHOULD be possible for the PoC Service Infrastructure to, within 1 minute, detect that a Participant in a PoC Session is no longer connected to the PoC Session e.g. when the PoC Client is out of range, if the capability is supported by the PoC Client.

	
	OM325
	PCPS-PER-017
	The PoC Client MAY convey information to the PoC Service Infrastructure that characterizes the Media processing throughput capabilities of the PoC Client. 

Informational Note:  This is for User Equipment to indicate its own data rate for receiving and processing Media, and has nothing to do with User Plane Adaptation.

	
	OM326
	PCPS-PER-018
	The PoC V2.0 Service Enabler SHALL support User Equipments that have limited memory capabilities. Therefore, the PoC Service Infrastructure SHALL be able to convey an appropriate Media throughput to the PoC Client in order to avoid buffer overrun at the client side.


Quality of Experience (QoE)
	Mapped to
	OMA#
	Label
	Description

	
	
	Conditionality

	
	OM327
	PCPS-QOE-001
	The PoC Service Infrastructure SHALL support QoE.

	
	OM328
	PCPS-QOE-002
	The PoC Client SHOULD support QoE.

	
	
	Functionality

	
	OM329
	PCPS-QOE-003
	The PoC Service Provider SHALL be able to define a QoE profile(s) for each PoC Subscriber. As a minimum, the following profiles (from lower to higher end PoC User experience) SHALL be defined:
· Basic
· Premium
· Professional.
In addition, the following QoE profile MAY be defined:
Official Government Use (this is a profile with multiple levels of priority access intended for national security and emergency preparedness purposes; subject to applicable regulations, when this profile is implemented, it SHALL take precedence over all other QoE profiles)”

	
	OM330
	PCPS-QOE-004
	The PoC Service Provider SHOULD be able to use QoE profiles as a way to define a mapping between different types of quality of service expected by the PoC Users at application level and different profiles of performance criteria to be realized at underlying network level. These performance criteria SHOULD consider the following on a profile basis:
· QoS to be provided for the PoC Sessions and each of Media Types in the PoC Session, and/or
· PoC Session Priority.
· And any mapping mechanism SHALL depend on the concrete underlying network capabilities (i.e. QoS framework…) and conditions.
Informational Note: When the PoC Service Provider has not enabled the use of QoE profiles, the PoC Service Infrastructure ignores received QoE information. 

	
	OM331
	PCPS-QOE-005
	The PoC Service Provider SHOULD be able to use QoE profiles to make a better usage of the PoC Network resources and capabilities, and available underlying network.

	
	OM332
	PCPS-QOE-006
	The PoC Group Administrator SHALL be able to define the QoE profile for each PoC Group, according to the Service Provider Policy and PoC Users' subscription.

	
	OM333
	PCPS-QOE-007
	The PoC Service Provider SHALL be able to restrict access to certain PoC Groups to PoC Subscribers having a minimum necessary QoE profile.

	
	OM334
	PCPS-QOE-008
	The PoC Client SHALL be able to indicate the desired QoE profile to be applied on a PoC Session-by-PoC Session basis. When selecting the QoE profile for the PoC Session, the PoC User SHALL be able to choose their subscribed profile and all lower profiles (i.e., with lower QoS characteristics, lower PoC Session Priority, etc).
The PoC Client SHALL store in the User Equipment the default settings for the desired QoE profiles to be applied to outgoing PoC Sessions. These settings MAY be configurable via e.g., OMA Device Management.

	
	OM335
	PCPS-QOE-009
	The PoC Server SHALL be able to define the QoE profile applied for the PoC Session at the establishment of the PoC Session, according to policies defined by the PoC Service Provider based on the following parameters:
· QoE profile requested by the inviting PoC User
· Preferences associated to the PoC User(s) and/or the PoC Group

	
	OM336
	PCPS-QOE-010
	The PoC Server SHALL be able to charge according to the QoE actually provided in each PoC Session.

	
	OM337
	PCPS-QOE-011
	The PoC Server SHOULD indicate to all Participants the actual QoE applied in each PoC Session. The PoC Server SHOULD also indicate to a Participant if the requested QoE is not provided (e.g., if it is unsupported by the PoC Network, or the PoC User is participating in a lower profile PoC Group, etc)

	
	OM338
	PCPS-QOE-012
	The PoC Client SHOULD be able to optimally select the network resources it requests for the transport of voice or Media of the PoC Session based on the QoE profile(s) or any other parameters associated to the PoC User or the PoC Service Provider.

	
	OM339
	PCPS-QOE-013
	PoC Users having Official Government Use QoE subscription SHALL be able to establish PoC Sessions with Official Government Use QoE profile toward any PoC Users, regardless of the subscription of the invited PoC Users.


Prioritization and pre-emption

	Mapped to
	OMA#
	Label
	Description

	
	
	Conditionality 

	R-4.2-6
	OM340
	PCPS-QPP-001
	The PoC Service Infrastructure MAY support the prioritization and pre-emption functionality.

	R-4.2-6
	OM341
	PCPS-QPP-002
	The PoC Client MAY support prioritization and pre-emption functionality.

	
	
	Functionality 

	R-4.2-6
	OM342
	PCPS-QPP-003
	The PoC Session Priority of a PoC Session SHOULD be directly determined from the QoE profile selected for that PoC Session, as defined by the PoC Service Provider

	R-4.2-6
	OM343
	PCPS-QPP-004
	The PoC Server SHALL support prioritization of the PoC Sessions

	R-4.2-9
	OM344
	PCPS-QPP-005
	Under high load situations at the PoC Server the PoC Server SHOULD prioritise all Media involved in a PoC Session among the Media of other PoC Sessions with lower PoC Session Priority.

	R-4.2-9
	OM345
	PCPS-QPP-006
	Under high load situations at the PoC Server, the establishment of PoC Sessions MAY force the pre-emption of other PoC Sessions with lower PoC Session Priority (i.e., PoC Sessions with lower PoC Session Priority are torn down by the PoC Server).

	R-4.2-12
	OM346
	PCPS-QPP-007
	Under high load situations at the PoC Server and in case of several simultaneous requests of PoC Sessions associated to the same PoC Session Priority, the PoC Server SHALL proceed with the establishment by order of request.

	R-4.2-9
	OM347
	PCPS-QPP-008
	Based on the PoC Service Provider's Policy, the PoC Server SHALL be able to pre-empt ongoing PoC Session(s) of a PoC User when receiving a PoC Session request with a special PoC Session Priority (e.g., Official Government Use) destined to that PoC User.

	R-4.2-9
	OM348
	PCPS-QPP-009
	When multiple PoC Sessions are in active, the PoC Client MAY support prioritization of the PoC Sessions (i.e., preferred allocation of resources for PoC Sessions with higher PoC Session Priority).

	R-4.2-9
	OM349
	PCPS-QPP-010
	The levels of priority defined in 3GPP TR 22.950 V6.4.0 (2005-01) MAY be supported. Please refer to Annex A in [3GPP TR 22.950] or Appendix B.
Editor’s Note: The above references should be checked before the final RD approval to see if a normative reference within 3GPP has replaced the mentioned TRs.


PCPS Interworking Service

	Mapped to
	OMA#
	Label
	Description

	
	
	Conditionality

	
	OM350
	PCPS-IWF-001
	PoC Service Infrastructure MAY utilize the inter-working service to support symmetric communication with PoC Remote Access users and users in External P2T Network.

	
	OM351
	PCPS-IWF-002
	PoC Client MAY support the Inter-working Service for PoC Remote Access Users.

	
	
	Functionality 

	
	OM352
	PCPS-IWF-003
	The PoC interworking service SHALL support the following PoC communication modes:
· 1-1PoC Session,
· PoC Group Sessions for Ad-hoc PoC Groups, Pre-arranged PoC Groups and Chat PoC Groups and 1-many-1 PoC Sessions, and,
· Instant Personal Alert

	
	OM353
	PCPS-IWF-004
	The PoC Interworking Service SHOULD support the following PoC Communication Modes and settings:
· PoC Service Settings (e.g., Automatic/Manual Answer, Incoming Session Baring, Incoming Talk Burst Baring),
· Manual Answer Override,
· Polite Calling, and,
· Group Advertisement.

	
	OM354
	PCPS-IWF-005
	The PoC Interworking Service SHALL support the following PoC Functionality:
· Address mapping of External P2T Network users requesting PoC Services from a External P2T Network,
· Charging of PoC Services offered to PoC Users or External P2T Users,
· Presence information supporting to the PoC Service,
Informational Note: This only refers to the Presence information that can be carried by the PoC protocols. Presence information exchange between presence servers interworking is outside the scope of this specification.
· Group Identities used by the PoC Service, and,
· Conference state events information.

	
	OM355
	PCPS-IWF-006
	The PoC Interworking Service SHALL support the negotiation of:
· Media Burst Control Protocol in PoC Sessions.
· Codec and Media Parameter for PoC Sessions.
· PoC Session modifications,
· Media Burst Control Protocol options in PoC Sessions and,
· User Plane adaptation in PoC Sessions.
Informational Note: Further details of the interworking service is outside the scope of OMA specifications. 

	
	OM356
	PCPS-IWF-007
	The PoC Interworking Service MAY support the following PoC Communication Mode:
· Full Duplex Call Follow-on Proceed.


External P2T Networks

	Mapped to
	OMA#
	Label
	Description

	
	
	Conditionality

	
	OM357
	PCPS-IEN-001
	The PoC Service Infrastructure MAY provide support of PoC Interworking with External P2T Networks.

	
	
	Functionality 

	
	OM358
	PCPS-IEN-002
	A PoC User MAY initiate, join or be invited to a PoC Session including users of a trusted External P2T Network.

	
	OM359
	PCPS-IEN-003
	A PoC User MAY send or receive an Instant Personal Alert to or from an users of a trusted External P2T Network.

	
	OM360
	PCPS-IEN-004
	A PoC User SHOULD send or receive a Group Advertisement to or from users of a trusted External P2T Network.


PoC Remote Access

	Mapped to
	OMA#
	Label
	Description

	
	
	Conditionality

	
	OM361
	PCPS-IRA-001
	The PoC Service Infrastructure MAY provide support of PoC Remote Access.

	
	OM362
	PCPS-IRA-002
	The PoC Client MAY support the PoC Remote Access

	
	
	Functionality 

	
	OM363
	PCPS-IRA-003
	A PoC remote access user, registered with a PoC Network MAY initiate, join or be invited to a PoC Session.

	
	OM364
	PCPS-IRA-004
	A PoC remote access user, registered with a PoC Network MAY send or receive an Instant Personal Alert.

	
	OM365
	PCPS-IRA-005
	A PoC remote access user, registered with a PoC Network MAY send or receive a Group Advertisement.


PoC Box

	Mapped to
	OMA#
	Label
	Description

	
	
	Conditionality

	
	OM367
	PCPS-PBO-001
	The PoC Service Provider MAY offer services, based on the PoC Box functionality, to his PoC Subscribers.

	
	OM368
	PCPS-PBO-002
	The PoC Service Infrastructure MAY provide the PoC Box functionality.

	
	OM369
	PCPS-PBO-003
	The PoC Client MAY provide the PoC Box functionality.

	
	
	Functionality

	
	OM370
	PCPS-PBO-004
	The PoC Service SHALL have the means to route incoming 1-1 PoC Session invitations on behalf of a PoC User to his PoC Box based on various criteria such as the PoC User is unavailable. The PoC Box SHALL have the means to accept incoming 1-1 PoC Session invitations on behalf of a PoC User.

	
	OM371
	PCPS-PBO-005
	A PoC User SHALL have the means to explicitly request that incoming PoC Sessions are routed to his PoC Box.

	
	OM372
	PCPS-PBO-006
	If the PoC Box functionality is supported then an originating PoC User MAY have the possibility to explicitly request that the PoC Session is routed to the terminating PoC Users PoC Box.

Informational Note: This functionality is similar to what is already deployed in most mobile voicemail services where a caller can explicitly set up a call to the called user’s voice mailbox by using a prefix before called number.

	
	OM373
	PCPS-PBO-007
	If the PoC Session is accepted by a PoC Box, the originating PoC User SHALL be informed that the PoC Session was accepted by a PoC Box.

	
	OM374
	PCPS-PBO-008
	If a PoC Client collocated PoC Box accepts the PoC Session the PoC Client collocated PoC Box SHALL provide an indication to the PoC Service Infrastructure that a PoC Client collocated PoC Box accepted the PoC Session. 

	
	OM375
	PCPS-PBO-009
	The PoC Service Infrastructure SHOULD forward the indication that a PoC Client collocated PoC Box accepted the PoC Session to the originating PoC Client.

	
	OM376
	PCPS-PBO-010
	If the PoC Client receives an indication that a PoC Client collocated PoC Box accepted the PoC Session the PoC Client MAY indicate this to the PoC User.

	
	OM377
	PCPS-PBO-011
	Inviting PoC User SHALL be notified of the existence of the PoC Box, when the PoC Session invitation has automatically been accepted by a PoC Box on behalf of a PoC User

	
	OM378
	PCPS-PBO-012
	A PoC User SHALL be able to manage (i.e., get notifications, retrieve, replay, store and delete) PoC Session Data and PoC Session Control Data belonging to that PoC User that is stored in the PoC Box using PoC Client capabilities.

	
	OM379
	PCPS-PBO-013
	When requesting the PoC Box service, the PoC User SHALL be able to configure PoC Box service parameters (e.g., size, time, or Media Type to be stored) that are used in recording PoC Session Data and PoC Session Control Data using PoC Client capabilities.

	
	OM380
	PCPS-PBO-014
	The PoC Address of the inviting PoC User SHALL be stored along with the Media Burst unless privacy has been requested by the inviting PoC User.

	
	OM381
	PCPS-PBO-015
	The PoC Box MAY store included text content in an incoming invitation to a PoC Session. All other types of media content SHALL be discarded.


Association between PoC Box and CPM Storage
	Mapped to
	OMA#
	Label
	Description

	
	
	Conditionality

	
	OM382
	PCPS-PBC-001
	PoC Service Infrastructure MAY interwork to utilize CPM storage capability to store PoC Media Bursts and related information.

	
	
	Functionality

	
	OM383
	PCPS-PBC-002
	PoC Service Infrastructure MAY utilize CPM infrastructure to store PoC Media Bursts and related information (e.g. date & time, Sender Identification, and Participant information) which used to be stored in network based PoC Box.

	
	OM384
	PCPS-PBC-003
	The PoC Infrastructure SHALL be able to convert PoC information (e.g. Talk Burst or Media Burst) to CPM message, and send the CPM message to the CPM enabler.

	
	OM385
	PCPS-PBC-004
	The PoC Infrastructure MAY support converting CPM message to PoC based information (e.g.Talk Burst or Media Burst), and send it to the PoC User. 


Dispatcher Functions

	Mapped to
	OMA#
	Label
	Description

	
	
	Conditionality

	
	OM386
	PCPS-DPF-001
	The PCPS V1.0 Service Infrastructure MAY support the PoC Dispatcher functionality.  To further enhance on the PoC Dispatcher specific behaviour, the following requirements SHALL apply when the functionality is supported:

	
	OM387
	PCPS-DPF-002
	The PoC Client MAY support the PoC Dispatcher functionality.

	
	
	Functionality

	
	OM388
	PCPS-DPF-003
	According to the Service Provider Policy, the 1-many-1 PoC Session MAY be limited only to Pre-arranged PoC Groups composed of authorised PoC Users (e.g., the PoC Dispatcher and the rest of PoC Fleet Members to be included in the 1-many-1 PoC Session).

	
	OM389
	PCPS-DPF-004
	The PoC Dispatcher SHALL be able to establish a 1-many-1 PoC Session by sending an invitation to the Pre-arranged PoC Group or a subset of the Pre-arranged PoC Group supporting 1-many-1 PoC Session.

	
	OM390
	PCPS-DPF-005
	The PoC Dispatcher SHALL be able to have pre-emptive Media Burst priority over the PoC Fleet Members in an ongoing 1-many-1 PoC Session.

	
	OM391
	PCPS-DPF-006
	The PoC Dispatcher SHALL be able to have pre-emptive Media Burst priority over a PoC Fleet Member in an ongoing 1-1 PoC Session.

	
	OM392
	PCPS-DPF-007
	The PoC Dispatcher SHALL be able to use the Manual Answer Override feature towards any PoC Fleet Member who supports this feature.

	
	OM393
	PCPS-DPF-008
	The PoC Dispatcher SHALL be able to expel any PoC Fleet Member from an ongoing 1-1 or 1-many-1 PoC Session (including all PoC Fleet Members at once)

	
	OM394
	PCPS-DPF-009
	According to the PoC Service Provider’s policy, the PoC Dispatcher SHALL be notified when a PoC Session has been re-directed to other PoC Dispatcher(s) (e.g., in case of being busy).

	
	OM395
	PCPS-DPF-010
	The PoC Dispatcher SHALL be able to redirect a 1-many-1 PoC Session to another PoC Dispatcher, if needed.

	
	OM396
	PCPS-DPF-011
	The PoC Dispatcher MAY be able to request an invitation for a 1-many-1 PoC Session to be resent to PoC Fleet Members(s) who did not receive the original invitation message (e.g., being out of coverage).

Informational Note: This requirement above is also useful for ordinary Pre-arranged PoC Group Session invitations.

	
	OM397
	PCPS-DPF-012
	A PoC Fleet Member SHALL be able to be informed if the PoC Dispatcher is communicating with him in 1-1 mode.

	
	OM398
	PCPS-DPF-013
	A PoC Fleet Member SHALL be able to subscribe to the status of the PoC Session and receive a notification if the PoC Session with the PoC Dispatcher has been diverted to another PoC Dispatcher (e.g., when the initial PoC Dispatcher is busy or has re-directed, manually, to another PoC Dispatcher).

	
	OM399
	PCPS-DPF-014
	A PoC Fleet Member MAY be able to obtain identities of other PoC Fleet Members in a 1-many-1 PoC Session


Operator Specified Warning Message

	Mapped to
	OMA#
	Label
	Description

	
	
	Conditionality 

	
	OM400
	PCPS-OSW-001
	The PoC Service Infrastructure MAY support the operator specified warning message functionality.

	
	OM401
	PCPS-OSW-002
	The PoC Client SHOULD support the operator specified warning message functionality.

	
	
	Functionality 

	
	OM402
	PCPS-OSW-003
	PoC Server MAY have the ability to send a warning message according to the Service Provider Policy. PoC Clients SHOULD be able to display such a message if it is sent from the PoC Server and if the language is supported. User Equipments, which have limited capability for displaying such a message, may be unable to support this capability.

The operator specified warning message is a free text message that is sent from the PoC Server to the PoC Client in order to present miscellaneous information from the PoC Service Provider to the PoC User. If the PoC Service Provider wants to notify arbitrary messages besides the warning texts that are statically implemented on the PoC Client and the PoC Server, the PoC Service Provider may utilise this functionality.  Based on the local policy determined by the PoC Service Provider, various languages may be used in the operator specified warning message. Languages to be supported are totally optional both on the PoC Server and the PoC Client.

	
	OM403
	PCPS-OSW-004
	PoC Client SHOULD be able to request to the PoC Server the language that it can accept. Upon receiving such an accept language request, the PoC Server SHALL be able to send back a response using the requested language in the warning text if the language is supported

	
	OM404
	PCPS-OSW-005
	PoC Server MAY be able to send warning message in a response to a request from a PoC Client. If supported, the warning text SHALL be able to contain miscellaneous information to be presented to the PoC User.  The PoC Service Provider can send an appropriate message to the PoC Client using the warning text.

	
	OM405
	PCPS-OSW-006
	PoC Client SHOULD display on the device the received warning message as it is received.


Browser-Based Client Invocation

	Mapped to
	OMA#
	Label
	Description

	
	
	Conditionality 

	
	OM406
	PCPS-BBC-001
	The PoC Service Infrastructure MAY support browser-based PoC Client invocation functionality.

	
	OM407
	PCPS-BBC-002
	The PoC Client MAY support the browser-based PoC Client invocation functionality.

	
	
	Functionality 

	
	OM408
	PCPS-BBC-003
	The PoC User SHALL be able to invoke a PoC Client and initiate a PoC Session (i.e., 1-1, Ad-hoc, Chat, or Pre-arranged Group PoC Session), seamlessly and automatically, while browsing the Web site from the same User Equipment.

	
	OM409
	PCPS-BBC-004
	In the case of 1-1, Chat, and Pre-arranged Group PoC Sessions, the PoC User SHALL be able to initiate a PoC Session by clicking on a menu on a Web page presented on a browser. In the case of an Ad-hoc PoC Group Session, the PoC User SHALL be able to select the PoC Users to invite from a Web page presented on a browser before clicking on a menu to initiate a PoC Session.

	
	OM410
	PCPS-BBC-005
	To accomplish the above requirements for each PoC Session including enhanced ones, the mechanism SHALL be extensible to convey all the necessary current and evolving information to initiate a PoC Session.


External Media Content Server Retrieval

	Mapped to
	OMA#
	Label
	Description

	
	
	Conditionality

	
	OM411
	PCPS-EMR-001
	The PoC Service Infrastructure SHALL support the External Media Content Server Retrieval feature.

	
	OM412
	PCPS-EMR-002
	The PoC Client MAY support the External Media Content Server Retrieval feature.

	
	
	Functionality 

	
	OM413
	PCPS-EMR-003
	The PoC Service Infrastructure SHALL support access and control media for some or all Participants to an External Media Content Server.

	
	OM414
	PCPS-EMR-004
	The PoC Client MAY request the retrieval of media content from External Media Content Server. 

	
	OM415
	PCPS-EMR-005
	The PoC Service Infrastructure SHALL retrieve the media content from the External Media Content Server  upon PoC Client request, and distribute the media content to all Participants.
Informational Note:  The Service Infrastructure does not distribute the request for the media content retrieval to the other Participants of the PoC Session.  

	
	OM416
	PCPS-EMR-006
	The PoC Service Infrastructure SHALL support a mechanism to allow a PoC Client to exclusively control a streaming External Media Content Server.


Session Search

	Mapped to
	OMA#
	Label
	Description

	
	
	Conditionality

	
	OM417
	PCPS-SSG-001
	The PoC Service Infrastructure MAY support the PoC Session Search functionality.  

	
	OM418
	PCPS-SSG-002
	The PoC Client MAY support PoC Session Search.

	
	
	Functionality

	
	OM419
	PCPS-SSG-003
	In case of Pre-arranged PoC Group Session and Chat PoC Group Session, a PoC User SHALL be able to use a condition (e.g. subject; i.e. a topic or description of the Group) in the Group document as search criterion to search ongoing PoC Group Sessions of which the PoC User is allowed to join in the domain owned by the Service Provider or in other Service Providers’ domains if corresponding business agreements exist between the Service Providers.

	
	OM420
	PCPS-SSG-004
	In case of Pre-arranged PoC Group Session, Chat PoC Group Session and Ad-hoc PoC Group Session, a PoC User SHALL be able to search ongoing PoC Group Sessions without any condition (e.g. subject) of which the PoC User is allowed to join in the domain owned by the Service Provider or in other Service Providers’ domains if corresponding business agreements exist between the Service Providers.


Lawful Interception
	Mapped to
	OMA#
	Label
	Description

	
	
	Conditionality 

	
	OM421
	PCPS-LAW-001
	The PoC Service Infrastructure SHALL provide support for lawful interception.
EDITOR’S Note: Does it make sense to have all Reqs in the Conditionality section to be labeled as SHALL? May need to search doc and find other examples. Then we need a disposition whether this is OK.

	
	
	Functionality 

	
	OM422
	PCPS-LAW-002
	The PoC Service Enabler SHALL be able to provide information available in the PoC Network for support of lawful interception by regional law enforcement authorities of PoC Sessions of an identified PoC User.

	
	OM423
	PCPS-LAW-003
	The PoC Service Enabler SHALL be able to provide the available PoC Address information of all Participants of particular PoC Sessions when supporting a lawful interception request regardless of anonymity or privacy settings.

	
	OM424
	PCPS-LAW-004
	The PoC Service Enabler SHALL be able to ensure that the Media Burst content is available to law enforcement in support of a lawful interception request (e.g., by providing decryption information or decrypting any encrypted content, or providing decompression information or decompressing any compressed content) when the PoC Service Provider furnishes the encryption or uses compression.

	
	OM425
	PCPS-LAW-005
	Available and applicable underlying network (e.g., SIP/IP Core) capabilities SHOULD be used to support lawful interception requirements as much as possible. 

Informational Note:  Specific references (e.g., 3GPP) may be added to the reference section at a later date.


General Operational Requirements

	Mapped to
	OMA#
	Label
	Description

	
	OM426
	PCPS-OPR-001
	PoC subscriber SHALL be able to request the PoC service provider to create a PoC group on his behalf.

	
	OM427
	PCPS-OPR-002
	PoC service provider SHALL be able to create a PoC group according to the request of a PoC subscriber.

	
	OM428
	PCPS-OPR-003
	Service Provider SHOULD be able to advertise the PoC group information (e.g., PoC group identity, PoC group administrator of the PoC group)..

	
	OM429
	PCPS-OPR-004
	PoC host SHOULD be able to advertise the PoC group (e.g. group identity) to all group members.

	
	OM430
	PCPS-OPR-005
	The PoC host SHOULD also be able to allow any subscriber to advertise the unrestricted PoC group to any subscriber.

	
	OM431
	PCPS-OPR-006
	PoC service provider MAY grant administrative rights to a PoC subscriber.

	
	OM432
	PCPS-OPR-007
	A PoC subscriber MAY join a PoC group by sending the request to the PoC Host of the PoC group.

	
	OM433
	PCPS-OPR-008
	A PoC Host SHALL be able to remove a PoC group member from the PoC group.

	R-4.2-4
	OM434
	PCPS-OPR-009
	A PoC service entity MAY be able to queue the request to talk.

	
	OM435
	PCPS-OPR-010
	A PoC participant SHALL be able to cancel a request to talk.

	
	OM436
	PCPS-OPR-011
	A PoC participant SHALL be able to receive notification of incoming requests for other services (e.g. an incoming simple voice call) while in a PoC session.

	
	OM437
	PCPS-OPR-012
	A PoC participant SHALL be able to switch between listening mode and “not ready to listen” mode.


Identity
	Mapped to
	OMA#
	Label
	Description

	
	OM438
	PCPS-OPI-001
	When a PoC subscriber receives the incoming PoC session invitation, he SHALL also receive the identity of the inviting PoC subscriber, in the form of user identity and, if provided, the display name.  If the PoC subscriber’s identity is restricted, it SHALL NOT be provided in this case.  

	
	OM439
	PCPS-OPI-002
	The display name MAY be provided either by the inviting PoC subscriber or by the PoC service entity.

	
	OM440
	PCPS-OPI-003
	The PoC service entity MAY replace the display name provided by the PoC subscriber.

	
	OM441
	PCPS-OPI-004
	The PoC group identity SHALL also be given to the invited PoC subscriber.

	
	OM442
	PCPS-OPI-005
	The identity of the PoC participant, who has been granted the floor, SHALL be distributed to all other PoC participants in the PoC session.  If the PoC subscriber’s identity is restricted, it SHALL NOT be provided in this case.  

	
	OM443
	PCPS-OPI-006
	The PoC participant who has been granted the floor SHALL be identified (when permitted) with his PoC subscriber identity and/or display name depending on the setting.

	
	OM444
	PCPS-OPI-007
	Each PoC participant SHALL be identified (when permitted) by an alphanumeric indication (e.g. MSISDN or SIP URI). Additionally, he SHALL be able to use his display name during his participation in the PoC session.

	
	OM445
	PCPS-OPI-008
	Each PoC group SHALL have a unique alphanumeric identifier (e.g. SIP URI) and MAY have a display name.

	
	OM446
	PCPS-OPI-009
	The PoC service entity SHOULD be able to support identifiers that use various alphabets (e.g. Arabic, Cyrillic, and Chinese).


Contact List
	Mapped to
	OMA#
	Label
	Description

	
	OM447
	PCPS-OPC-001
	Each PoC subscriber SHOULD be able to create at least one list of other PoC subscribers and PoC groups which MAY easily be used to address the PoC subscribers or the PoC groups to whom he would like to speak.

	
	OM448
	PCPS-OPC-002
	In order to recover from loss or to manage change of the PoC client, it SHOULD be possible to store the backup copy of a contact list off the client.

	
	OM449
	PCPS-OPC-003
	To support the requirements for contact list, capabilities common to other OMA service enablers SHALL be leveraged, where possible and appropriate.

	
	OM450
	PCPS-OPC-004
	The PoC service entity SHOULD be able to provide PoC subscriber off-line access to session history information based on relevant information collected for charging purposes ref TBD (Chapter 6.1.8 Charging). 
Informational Note:  Examples of PoC session history available may include: group sessions participated, time stamps & durations, identities of participants


Incoming Session Barring
	Mapped to
	OMA#
	Label
	Description

	
	OM451
	PCPS-OIB-001
	In case a PoC subscriber does not want to be invited to any new PoC sessions, the PoC subscriber SHALL be able to activate a setting to reject all new incoming talk sessions.  This action SHALL have no effect on the PoC subscriber’s ability to send or receive talk bursts in PoC sessions, which he is participating in at the time it is performed.  This action SHALL have no effect on the PoC subscriber’s ability to send or receive instant personal alerts.

	
	OM452
	PCPS-OIB-002
	If a PoC subscriber tries to invite another PoC subscriber whose Incoming Session Barring setting is active, the inviting PoC subscriber SHALL receive an appropriate failure message.


Instant Personal Alert Barring
	Mapped to
	OMA#
	Label
	Description

	
	OM453
	PCPS-OAB-001
	In case a PoC subscriber does not want to receive Instant Personal Alerts, the PoC subscriber MAY be able to activate a setting to reject all new incoming instant personal alerts.  This action SHALL have no effect on the PoC subscriber’s ability to send or receive talk bursts in PoC sessions.

	
	OM454
	PCPS-OAB-002
	If a PoC subscriber tries to send an instant personal alert to another PoC subscriber whose Instant Personal Alert Barring setting is active, the inviting PoC subscriber SHALL receive an appropriate failure message.


Deactivate Incoming Talk-Bursts
	Mapped to
	OMA#
	Label
	Description

	
	OM455
	PCPS-ODB-001
	A PoC subscriber SHALL be able to deactivate and re-activate the incoming talk bursts of the ongoing PoC sessions.


Service Mobility
	Mapped to
	OMA#
	Label
	Description

	
	OM456
	PCPS-OSM-001
	PoC subscriber SHALL be able to use the PoC service features with other PoC subscribers of the same PoC service provider.

	
	OM457
	PCPS-OSM-002
	PoC subscriber SHOULD be able to use the PoC service when roaming to another service provider’s network subject to service providers’ agreement.


Presence Requirements
	Mapped to
	OMA#
	Label
	Description

	
	
	Conditionality 

	
	OM458
	PCPS-PRS-001
	A PoC subscriber MAY have a set of Presence elements available to be published on his behalf.

	
	
	Functionality 

	
	OM459
	PCPS-PRS-002
	The PoC subscriber SHALL be able to manipulate his presence settings in accordance with applicable and appropriate Presence Service standards.

	
	OM460
	PCPS-PRS-003
	The PoC subscriber MAY publish different presence information to other PoC subscribers, as determined by their privacy preferences.

	
	OM461
	PCPS-PRS-004
	This PoC service enabler SHALL not prevent operations of other Presence features based on applicable and appropriate Presence Standards when they are used in combination with PoC.

	
	OM462
	PCPS-PRS-005
	The PoC service enabler MAY communicate the presence state:

Do Not Disturb – New Incoming Session (Yes/No):  Indicates whether the PoC subscriber is currently willing to accept new incoming PoC sessions.  If the PoC subscriber activates the Incoming Session Barring (as described in ref TBD Section 6.2.4) this element is set to indicate the subscriber’s Incoming Session Barring setting.

	
	OM463
	PCPS-PRS-006
	The PoC service enabler MAY communicate the presence state:

Do Not Disturb - Alerts (Yes/No):  Indicates whether the PoC subscriber is currently willing to accept incoming instant personal alerts.  If the PoC subscriber activates the Incoming Alert Barring setting (as described in ref TBD Section 6.2.4) this element is set to indicate the subscriber’s Incoming Alert Barring setting.

	
	OM464
	PCPS-PRS-007
	The PoC service enabler MAY communicate the presence state:

Registered (True, False):  Indicates whether the PoC subscriber is “registered” with the PoC service.  When a PoC subscriber registers with the PoC service enabler, this presence element is set to “True”.  When the PoC subscriber’s terminal is no longer registered (e.g. through expiration or removal of the registration), it is set to “False”.

	
	OM465
	PCPS-PRS-008
	The PoC service enabler MAY communicate the presence state:

Able to accept new incoming PoC Session (True, False):  Indicates whether the PoC subscriber is able to accept a new incoming PoC session.  When a PoC subscriber is able to accept new incoming PoC sessions, this presence element is set to “true”.  If for some reason the PoC subscriber is not able to accept new incoming PoC sessions (e.g. limit of concurrent PoC sessions is reached, terminal registration is removed, etc.) this presence element is set to ‘false”.

	
	OM466
	PCPS-PRS-009
	The PoC service enabler MAY communicate the presence state:

Able to accept incoming instant personal alerts (True, False):  Indicates whether the PoC subscriber is able to accept incoming instant personal alerts.  When a PoC subscriber is able to accept incoming instant personal alerts, this presence element is set to “true”.  If for some reason the PoC subscriber is not able to accept incoming instant personal alerts this presence element is set to ‘false”.

	
	OM467
	PCPS-PRS-010
	The PoC service enabler MAY communicate the presence state:

Currently in at least one PoC Session (True, False):  Indicates whether the PoC subscriber is currently engaged in one or more PoC sessions.  When a PoC subscriber engages in a PoC sessions, this presence element is set to “true”.  When a PoC subscriber’s last PoC session is terminated, this presence element is set to “false”.

	
	OM468
	PCPS-PRS-011
	Additional presence elements MAY also be communicated as defined in the relevant Presence enabler specification.

	
	OM469
	PCPS-PRS-012
	The PoC Service enabler SHALL ensure that the optional publication and/or subscription to the above attributes is done in a fashion that does not adversely impact network performance.  The PoC Service enabler MAY do so by limiting the scope, frequency or recipients of such messages.

	
	OM470
	PCPS-PRS-013
	The non-communication of one or more of those presence elements SHALL not adversely impact the functionality of the PoC Service enabler. 


Multiple Group Operation

	Mapped to
	OMA#
	Label
	Description

	
	
	Conditionality 

	
	OM471
	PCPS-MGO-001
	The PoC Service Entity MAY support the multiple group operation functionality.

	
	OM472
	PCPS-MGO-002
	The PoC Client MAY support the multiple group operation functionality.

	
	OM473
	PCPS-MGO-003
	Service provider policy MAY apply before the PoC subscriber is authorised to use this feature.

	
	
	Functionality 

	General

	
	OM474
	PCPS-MGO-004
	PoC subscriber SHALL be able to participate in more than one PoC group session at the same time

	
	OM475
	PCPS-MGO-005
	One of the PoC groups MAY be a primary PoC group and the rest of the PoC groups SHALL be secondary PoC groups

	
	OM476
	PCPS-MGO-006
	Primary PoC group communications SHALL have priority over secondary PoC group communication as defined in the following subsections of this table.

	Multiple Group Operation:  No Primary Groups

	
	OM477
	PCPS-MGO-007
	PoC subscriber SHALL be able to monitor multiple PoC group sessions.

	
	OM478
	PCPS-MGO-008
	PoC subscriber SHALL start to hear traffic from any group where communication starts first.

	
	OM479
	PCPS-MGO-009
	The PoC subscriber SHALL get an identification of the group session(s) in which traffic is being received.

	
	OM480
	PCPS-MGO-010
	When the PoC subscriber wants to talk or listen into a group, he SHALL be able to select the group to which he wants to talk.  Once a group has been selected, the PoC subscriber SHALL continue to hear traffic from that group until the discussion ends, or when he takes another action (e.g. deactivates talk-bursts or selects another group session for talking/listening).  While talking or listening to the selected group session, he SHALL be able to continue monitoring the other group sessions.

	
	OM481
	PCPS-MGO-011
	If there is traffic in more than one group session at the same time, there SHOULD be a means to filter the traffic so that the PoC subscriber only hears a single conversation at a time.   Traffic from the selected group session SHALL have higher priority over traffic from the other groups being monitored.  The affected participants whose talk-bursts are being filtered SHOULD not be notified.

	
	OM482
	PCPS-MGO-012
	When the PoC subscriber is talking, his transmission SHALL not be interrupted because of traffic arriving in another group session, i.e. transmission SHALL have higher priority than reception, but he SHOULD receive an indication in the event that there is traffic on another PoC session.

	Multiple Group Operation:  One Primary Group and Secondary Group(s)

	
	OM483
	PCPS-MGO-013
	If there is no traffic in the primary group, the PoC subscriber SHALL receive traffic from secondary groups according to all the requirements described in Chapter ref TBD (6.2.9.1).

	
	OM484
	PCPS-MGO-014
	Traffic in the primary group SHALL always have higher priority than traffic in any secondary group.  As soon as speech from the primary group arrives, it SHALL be heard immediately, even if the PoC subscriber was receiving speech in a secondary group.

	
	OM485
	PCPS-MGO-015
	When the PoC subscriber is talking on a secondary group, he SHALL NOT hear any traffic from the primary group.  His transmission to the secondary group SHALL NOT be affected by traffic on the primary group, but he SHOULD receive an indication in the event that there is traffic on the primary PoC group.

	
	OM486
	PCPS-MGO-016
	As long as there is traffic in the primary group, the PoC subscriber SHALL continue hearing it, until the discussion has ended, or when he takes another action (e.g. deactivates talk-bursts or selects another group session for talking/listening). While talking or listening to the primary group, he SHOULD be able to continue monitoring the other group sessions.

	
	OM487
	PCPS-MGO-017
	When the user wants to talk or listen into a group, it SHALL be possible to have the primary group as the default selected target.

	
	OM488
	PCPS-MGO-018
	The user MAY be able to change his/her primary group.


PoC Sessions with Multiple PoC Groups
	Mapped to
	OMA#
	Label
	Description

	
	
	Conditionality

	
	OM489
	PCPS-SMG-001
	A PoC Service Infrastructure SHALL support establishing an Ad-hoc PoC Group Session involving one or more Pre-arranged PoC Groups and individual PoC Users.

	
	OM490
	PCPS-SMG-002
	A PoC Client MAY support initiating an Ad-hoc PoC Group Session involving one or more Pre-arranged PoC Groups and individual PoC Users.

	
	
	Functionality

	
	OM491
	PCPS-SMG-003
	A PoC Client SHALL be able to establish an Ad-hoc PoC Group Session involving one or more Pre-arranged PoC Groups and individual PoC Users

	
	OM492
	PCPS-SMG-004
	The invited Pre-arranged PoC Groups MAY reside on separate group management servers, each possibly owned by a different PoC Service Provider or otherwise in another administrative domain. This is subject to interdomain agreement(s).

	
	OM493
	PCPS-SMG-005
	The PoC Session Identity of the resulting Ad hoc PoC Group Session with multiple PoC Groups SHALL be dynamically selected and distinct from the PoC Group Identities of the invited Pre-arranged PoC Groups.

	
	OM494
	PCPS-SMG-006
	The invited PoC Users MAY be represented as PoC Users of a URI that contain Nested Groups and/or individual PoC Users. These Nested Groups MAY similarly contain individual PoC Users or other Nested Groups.  Each such Nested Group MAY possibly be owned by a different PoC Service Provider, or MAY otherwise be in another administrative domain.

	
	OM495
	PCPS-SMG-007
	The maximum number of Participants of the resulting Ad hoc PoC Session SHALL not exceed the maximum number of Participants permitted for the Ad hoc PoC Group Session.


Dynamic PoC Groups
	Mapped to
	OMA#
	Label
	Description

	
	
	Conditionality

	
	OM496
	PCPS-DPG-001
	PoC Service Infrastructure MAY support the Dynamic PoC Groups functionality.  

	
	OM497
	PCPS-DPG-002
	The PoC Client MAY support the Dynamic PoC Groups functionality.

	
	
	Functionality

	
	OM498
	PCPS-DPG-003
	A PoC Group Administrator SHALL be able to specify a set of rules for the membership of Pre-arranged or restricted Chat PoC Groups.

	
	OM499
	PCPS-DPG-004
	A PoC User initiating an Ad hoc PoC Group Session SHALL be able to specify a set of rules for the membership of the Ad hoc PoC Group at the setup of the Ad hoc PoC Group Session.

	
	OM501
	PCPS-DPG-005
	A PoC User SHALL be invited to a PoC Session of a Dynamic PoC Group during PoC Session set up.

	
	OM502
	PCPS-DPG-006
	A PoC User SHALL be allowed to join or rejoin an ongoing PoC Session of a Dynamic PoC Group if and only if the set of rules for the Dynamic PoC Group has been evaluated to match for the PoC User.

	
	OM503
	PCPS-DPG-007
	Condition Re-evaluation MAY be supported in the PoC Client and SHALL be supported in the PoC Service Infrastructure.
Informational Note: The continuous monitoring and re-evaluation of Dynamic PoC Group members is included in CBUS V1.0, see [OMA CBUS RD 1.0].

	
	OM504
	PCPS-DPG-008
	If the PoC Client supports 'Condition Re-evaluation' then the PoC User, who specified the rules for Dynamic PoC Group SHALL be able to additionally require, that during an ongoing PoC Session the members of the Dynamic PoC Group whether Participants or not, are continuously monitored and the Dynamic PoC Group rules are re-evaluated continuously.

Informational Note: The continuous monitoring and re-evaluation of Dynamic PoC Group members is included in CBUS V1.0, see [OMA CBUS RD 1.0].

	
	OM505
	PCPS-DPG-009
	If the PoC Server supports Condition Re-evaluation and if for a PoC Session ‘Condition Re-evaluation’ has been requested then the following SHALL apply during an ongoing PoC Session:


 - If for a PoC User who is a member of the Dynamic PoC Group, who is not a Participant in the PoC Session, the Dynamic PoC Group rules has been re-evaluated to match, this PoC User SHALL be (re)invited by the PoC Server to the PoC Session, unless he had previously declined such an invitation or previously had been expelled from the PoC Session or previously explicitly had left the PoC Session.


 - If for a Participant in a PoC Session the Dynamic PoC Group rules has been re-evaluated to not match any longer, this SHALL be signalled to the PoC Client and the Participant SHALL be removed from the PoC Session.

	
	OM506
	PCPS-DPG-010
	If PoC Client and the PoC Service Infrastructure support Dynamic PoC Groups, CBUS Enabler SHALL be used for evaluating the Dynamic PoC Group rules.

	
	OM507
	PCPS-DPG-011
	A PoC User who is a member of a Dynamic PoC Group of type Chat PoC Group or Pre-arranged PoC Group SHALL be able to subscribe to the status of the Dynamic PoC Group and receive a notification as soon as there is at least one other PoC User who matches the rules of the Dynamic PoC Group, other than the subscribing PoC User.

Informational Note: The requirement to notify the PoC User at the conditions mentioned herein is included in CBUS V1.0, see [OMA CBUS RD 1.0].

	
	OM508
	PCPS-DPG-012
	A PoC User, who is a member of a Dynamic PoC Group of type Chat PoC Group or Pre-arranged PoC Group, SHALL be able to subscribe to the status of the Dynamic PoC Group and receive a notification when another PoC User who matches the rules becomes an active member of the Dynamic PoC Group or when another PoC User who was an active member no longer matches the rules and ceases to be an active member of the Dynamic PoC Group.
Informational Note: The requirement to notify the PoC User at the conditions mentioned herein is included in CBUS V1.0, see [OMA CBUS RD 1.0].

	
	OM509
	PCPS-DPG-013
	A PoC User MAY publish Presence Information about themselves that can be used for the evaluation of rules for the membership of Dynamic PoC Groups.

	
	OM510
	PCPS-DPG-014
	It SHALL be possible for a PoC User authorized to initiate a PoC Session for a Dynamic PoC Group, except for a Chat PoC Group, to initiate the PoC Session regardless of whether the initiator matches the rules for the Dynamic PoC Group or not, and need not be removed from the PoC Session at re-evaluation of the Dynamic PoC Group rules.

Informational Note: The initiation is still subject to other rules and policies applicable for the action, which may restrict the PoC User from performing the action.

	
	OM511
	PCPS-DPG-015
	A PoC User authorized to add Participants to the Dynamic PoC Group Session SHALL be allowed to add a Participant to the ongoing PoC Session regardless of whether the added Participant matches the rules for the Dynamic PoC Group or not. The added Participant need not be removed from the PoC Session at re-evaluation of the Dynamic PoC Group rules.

Informational Note: The addition is still subject to other rules and policies applicable for the action, which may restrict the PoC User from performing the action.

	
	OM512
	PCPS-DPG-016
	A PoC User SHALL be able specify the rules for a Dynamic PoC Group of type Ad-hoc PoC Group and subscribe to the status of a URI list and receive a notification as soon as there is at least one PoC User according to the URI list who matches the rules of the Dynamic PoC Group.

Informational Note: The requirement to notify the PoC User at the conditions mentioned herein is included in CBUS V1.0, see [OMA CBUS RD 1.0].

	
	OM513
	PCPS-DPG-017
	A PoC User SHALL be able to subscribe to the status of a Dynamic PoC Group of type Ad-hoc PoC Group and receive a notification when a PoC User who is listed in the URI list for the Ad-hoc PoC Group and who matches the rules becomes an active member of the Dynamic PoC Group or when a PoC User who is listed in the URI list for the Ad-hoc PoC Group and who was an active member no longer matches the rules and ceases to be an active member of the Dynamic PoC Group.
Informational Note: The requirement to notify the PoC User at the conditions mentioned herein is included in CBUS V1.0, see [OMA CBUS RD 1.0].


XML Document Management Requirements

	Mapped to
	OMA#
	Label
	Description

	
	OM514
	PCPS-XDM-001
	The PoC Service Infrastructure SHALL support the XML document management functionality with multiple User Equipment having the same PoC Address.


Privacy
	Mapped to
	OMA#
	Label
	Description

	
	
	Functionality

	
	OM515
	PCPS-PRV-001
	A PoC service entity SHALL allow a PoC participant to hide his identity from all of the other PoC participants and SHOULD be able to hide his identity from some of the PoC participants.  However, a PoC group administrator SHOULD NOT be compelled to accept unidentified participants into a PoC session.

	
	OM516
	PCPS-PRV-002
	A PoC participant SHALL be able to select the identity that is displayed to the other PoC participants, which MAY be in the nickname form, URI form or MSISDN form.

	
	OM517
	PCPS-PRV-003
	The PoC service entity SHALL NOT disclose PoC subscribers’ personal data, e.g. identity or subscribed-to PoC groups, to any unwanted parties, in order to prevent undesired PoC session invitations.

	
	OM518
	PCPS-PRV-004
	The PoC service entity SHALL provide secure storage for PoC subscribers’ personal data, e.g. identity or subscribed-to groups.

	
	OM519
	PCPS-PRV-005
	Privacy requirements SHALL be compliant with requirements stated in [refTBD Privacy].


Legacy Handset Support
	Mapped to
	OMA#
	Label
	Description

	
	
	Functionality

	
	OM520
	PCPS-LEG-001
	If special means and/or updates of the PoC subscriber’s handset are necessary in order to access any part of the PoC service enabler, it SHOULD be possible for a PoC subscriber to "update" his mobile in an easy way (e.g. over-the-air download).


Support of PoC Usage in Enterprise/Corporate Environment
	Mapped to
	OMA#
	Label
	Description

	
	
	Conditionality

	
	OM521
	PCPS-ENT-001
	The PoC Service Entity SHALL be able to interact with a corporate PoC system, subject to commercial agreement.

	
	
	Functionality

	
	OM522
	PCPS-ENT-002
	When interacting with a corporate environment, the PoC service entity SHOULD ensure that private addresses used within the corporate environment are not exposed, shared or broadcast to PoC subscribers outside of the corporation.


Duration of speaking
	Mapped to
	OMA#
	Label
	Description

	
	
	Conditionality

	
	OM523
	PCPS-DUR-001
	The PoC service provider SHALL be able to configure the maximum duration of speaking by PoC participants in a PoC session.

	
	
	Functionality

	
	OM524
	PCPS-DUR-002
	If a maximum speaking duration is configured and a PoC participant speaking reaches the time limit, the PoC participant’s right-to-speak SHALL be automatically revoked.

	
	OM525
	PCPS-DUR-003
	If a maximum speaking duration is in effect, the speaking PoC participant SHALL be informed (e.g. by means of sound, flashing light or graphics) when the maximum speaking duration limit has been reached.


Manual Answer Override
	Mapped to
	OMA#
	Label
	Description

	
	
	Conditionality

	
	OM526
	PCPS-MAO-001
	A PoC service entity MAY support Manual Answer Override.

	
	OM527
	PCPS-MAO-002
	A PoC client MAY support Manual Answer Override.

	
	OM528
	PCPS-MAO-003
	Service provider policy MAY apply before the PoC subscriber is authorized to use Manual Answer Override.

	
	
	Functionality

	
	OM529
	PCPS-MAO-004
	An authorised PoC Subscriber MAY be able to request the overriding of another PoC subscriber’s manual answer preference, i.e. the inviting PoC subscriber’s speech is immediately audible at the invited PoC subscriber’s terminal without any action by the invited PoC subscriber

	
	OM530
	PCPS-MAO-005
	A PoC Service enabler that supports this feature SHALL provide means to ensure that any PoC subscriber using this feature has previously been authorised to do so on behalf of the invited PoC subscriber

	
	OM531
	PCPS-MAO-006
	A PoC Service enabler that supports this feature SHALL verify the authorisation to use the manual override service each time the service is invoked

	
	OM532
	PCPS-MAO-004
	If use of the feature is authorised then the Inviting subscriber’s speech SHALL be immediately audible at the invited PoC subscribers terminal, except in the following circumstances:

· The network operator has blocked access.
· The invited PoC subscriber is not connected.
In emergency situations, the service provider SHALL be able to administratively allow one of more PoC subscribers to the override the PoC sessions.

	
	OM533
	PCPS-MAO-007
	If use of the feature is authorised but the initiation of the session cannot be completed for any of the reasons listed above, the inviting PoC subscriber SHALL be notified accordingly, possibly with the reason for failure.

	
	OM534
	PCPS-MAO-008
	If use of the feature is not authorised, the inviting PoC subscriber SHALL be notified accordingly

	
	OM535
	PCPS-MAO-009
	A PoC subscriber who is authorised to use this feature MAY be able to select it on a session-by-session basis.


Service Provisioning by Service Provider

	Mapped to
	OMA#
	Label
	Description

	
	OM536
	PCPS-SPV-001
	Where device management is supported by the PoC service entity and the PoC subscriber’s terminal and client, it SHALL be possible for the PoC service provider to set up and update PoC communication feature configuration remotely in the terminal device.

	
	OM537
	PCPS-SPV-002
	The Service Provider Provisioning SHOULD include the capability  to cause a new contact list or update of an existing contact list to be remotely installed on a PoC subscriber’s client.

	
	OM538
	PCPS-SPV-003
	The Service Provider Provisioning SHOULD include the capability  to cause Accept/Reject lists or update of an existing accept/reject list to be remotely installed on a PoC subscriber’s client.

	
	OM539
	PCPS-SPV-004
	It SHALL be possible for the PoC service provider to provide means (e.g. a user-interface from the PoC subscriber’s terminal or via a web page) for the PoC subscriber to configure and update his PoC settings (e.g. manage group lists or accept/reject lists).


Interoperability

	Mapped to
	OMA#
	Label
	Description

	
	OM540
	PCPS-INT-001
	PCPS V1.0 Service Infrastructure SHALL support PoC V1.0 Clients and PoC V1.0 Service Infrastructures offering PoC V1.0 functionality.

	
	OM541
	PCPS-INT-002
	While connected to a PoC V1.0 Network, PCPS V1.0 Clients SHALL support PoC V1.0 functionality.

	
	OM542
	PCPS-INT-003
	PCPS V1.0 Service Infrastructure SHALL support PoC V2.0 Clients and PoC V2.0 Service Infrastructures offering PoC V2.0 functionality.

	
	OM543
	PCPS-INT-004
	While connected to a PoC V2.0 Network, PCPS V1.0 Clients SHALL support PoC V2.0 functionality.

	
	OM544
	PCPS-INT-005
	PCPS V1.0 Service Infrastructure SHALL support PoC V2.1 Clients and PoC V2.1 Service Infrastructures offering PoC V2.1 functionality.

	
	OM545
	PCPS-INT-006
	While connected to a PoC V2.1 Network, PCPS V1.0 Clients SHALL support PoC V2.1 functionality.


Separate 1-to-1 PoC Session while Having a PoC Session

	Mapped to
	OMA#
	Label
	Description

	
	
	Conditionality

	
	OM546
	PCPS-SOP-001
	The PoC client MAY support Separate 1-to-1 PoC Session while Having a PoC Session. 

	
	OM547
	PCPS-SOP-002
	The PoC service entity MAY support Separate 1-to-1 PoC Session while Having a PoC Session. 

	
	OM548
	PCPS-SOP-003
	Service provider policy MAY apply before the PoC subscriber is authorised to use Separate 1-to-1 PoC Session while Having a PoC Session.

	
	
	Functionality

	
	OM549
	PCPS-SOP-004
	A PoC subscriber who participates in a PoC session (1-to-1 or 1-to-many) SHALL be able to initiate and conduct a separate 1-to-1 PoC session with any other PoC subscriber.  In the case where the invited subscriber is in a 1-to-many session, the second session MAY be established to a participant of the same or different group.

	
	OM550
	PCPS-SOP-005
	A PoC subscriber of an ongoing PoC session (1-to-1 or 1-to-many) SHALL be able to receive separate 1-to-1 PoC session communications from any other PoC subscriber.  In the case where the inviting subscriber is in a 1-to-many session, the second session MAY be received from a participant of the same or different group.

	
	OM551
	PCPS-SOP-006
	The separate 1-to-1 PoC session by a PoC group participant SHALL NOT affect in any way the existing communications between other PoC group participants.

	
	OM552
	PCPS-SOP-007
	The 1-to-1 PoC participants SHALL NOT receive speech from the previous session communication while sending or receiving speech from a separate 1-to-1 PoC session.

	
	OM553
	PCPS-SOP-008
	An implementation MAY prevent the 1-to-1 PoC participants from hearing the previous session communications during the entire 1-to-1 PoC session.

	
	OM554
	PCPS-SOP-009
	The first PoC session SHALL be suspended (i.e. the PoC subscriber SHALL NOT be able to hear/transmit any talk bursts from/to the first PoC session) while the PoC subscriber is engaged in the second PoC session, and SHALL be automatically resumed when the second PoC session is terminated, provided that the other PoC session has not been terminated in the meantime.

	
	OM555
	PCPS-SOP-010
	The PoC group participant information MAY be updated, when the first session is suspended and again when it is resumed.

	
	OM556
	PCPS-SOP-011
	PoC participant SHALL be able to receive 1-to-1 PoC sessions while taking part in a PoC session.

	
	OM557
	PCPS-SOP-012
	PoC participant SHALL be able to control the automatic acceptance of 1-to-1 PoC sessions while in a PoC session.


System Elements

	Mapped to
	OMA#
	Label
	Description

	General

	
	OM558
	PCPS-SEL-001
	The PoC application service infrastructure SHALL coordinate a reliable half-duplex PoC session initiated by the PoC session originator and other PoC participant(s).

	User Equipment

	R-4.2-2
	OM559
	PCPS-SEL-002
	The PoC enabled user equipment (UE) SHALL support functions to set up the PoC session, and request the floor and release the floor.

	
	OM560
	PCPS-SEL-003
	The PoC UE SHALL support a function to manually exit the PoC session.

	
	OM561
	PCPS-SEL-004
	PoC UE SHALL support functions (e.g. tones) to announce an incoming PoC session, and to properly arbitrate the use of the half duplex PoC session (e.g. talk-proceed, floor open, floor rejected).

	PoC Client

	
	OM562
	PCPS-SEL-005
	The PoC Client SHALL be able to allow PoC session initiation, (e.g. codec negotiation), participation (e.g., talk or listen), and termination.

	
	OM563
	PCPS-SEL-006
	The PoC Client SHALL be able to perform registration with the PoC Application Service Infrastructure.

	
	OM564
	PCPS-SEL-007
	The PoC Client SHALL be able to participate in authentication with the PoC Application Service Infrastructure.

	
	OM565
	PCPS-SEL-008
	The PoC Client SHALL be able to provide access to PoC user(s) for different PoC group lists in the PoC Application Service Infrastructure (e.g. contact lists, group lists).

	
	OM566
	PCPS-SEL-009
	The PoC Client SHALL be able to generate talk bursts for transmission when the PoC function is invoked and reproduce received talk bursts when the PoC function is not invoked.

	R-4.2-2
	OM567
	PCPS-SEL-010
	The PoC Client SHALL be able to support floor control procedures (e.g. make requests and respond to commands).

	
	OM568
	PCPS-SEL-011
	The PoC Client SHALL be able to incorporate PoC configuration data downloaded by the PoC Application Service Infrastructure (e.g. over-the-air activation).

	
	OM569
	PCPS-SEL-012
	The PoC Client MAY provide access to PoC subscriber for managing PoC group lists.

	
	OM570
	PCPS-SEL-013
	The PoC Client MAY provide access to PoC service entity on Presence conditions of the PoC subscriber.

	PoC Application Service Infrastructure

	
	OM571
	PCPS-SEL-014
	The PoC Application Service Infrastructure SHALL be able to support session initiation requests from PoC Clients.

	
	OM572
	PCPS-SEL-015
	The PoC Application Service Infrastructure SHALL be able to allow participation in and termination of PoC sessions.

	
	OM573
	PCPS-SEL-016
	The PoC Application Service Infrastructure SHALL be able to service registration requests from PoC Clients.

	
	OM574
	PCPS-SEL-017
	The PoC Application Service Infrastructure SHALL be able to participate in authentication with PoC Clients

	
	OM575
	PCPS-SEL-018
	The PoC Application Service Infrastructure SHALL be able to negotiate the capabilities of the PoC client to be used in the PoC session.

	
	OM576
	PCPS-SEL-019
	The PoC Application Service Infrastructure SHALL be able to allow PoC Clients to access different PoC group lists (e.g. contact lists or group lists.

	
	OM577
	PCPS-SEL-020
	The PoC Application Service Infrastructure SHALL be able to forward talk bursts from the speaker towards designated PoC Clients.

	
	OM578
	PCPS-SEL-021
	The PoC Application Service Infrastructure SHALL be able to support floor control.

	
	OM579
	PCPS-SEL-022
	The PoC Application Service Infrastructure SHALL be able to dynamically add and remove PoC group members during an active PoC session.

	
	OM580
	PCPS-SEL-023
	The PoC Application Service Infrastructure SHALL be able to generate CDRs.

	
	OM581
	PCPS-SEL-024
	The PoC Application Service Infrastructure SHALL be able to control access to the PoC session.

	
	OM582
	PCPS-SEL-025
	The PoC Application Service Infrastructure SHALL be able to support Lawful Interception.

	
	OM583
	PCPS-SEL-026
	The PoC Application Service Infrastructure SHALL be able to perform authorization of PoC clients.

	
	OM584
	PCPS-SEL-027
	The PoC Application Service Infrastructure SHALL be able to provision PoC service parameters (and user profiles, etc.) for PoC subscribers.

	
	OM585
	PCPS-SEL-028
	The PoC Application Service Infrastructure SHALL be able to store and access PoC group membership information

	
	OM586
	PCPS-SEL-029
	The PoC Application Service Infrastructure MAY be able to allow the PoC Client to manage lists.

	
	OM587
	PCPS-SEL-030
	The PoC Application Service Infrastructure MAY be able to provide a means to inform PoC subscribers of the presence and availability of group members.

	
	OM588
	PCPS-SEL-031
	The PoC Application Service Infrastructure MAY be able to interact with other service enabling platforms.


Interfaces between PoC Client and PoC Application Service Infrastructure
	Mapped to
	OMA#
	Label
	Description

	
	OM589
	PCPS-NET-001
	The interface between the PoC Client and PoC Application Service Infrastructure SHALL be supported by Mobile Packet Switched Data Networks (e.g. those defined by 3GPP and 3GPP2).

	
	OM590
	PCPS-NET-002
	The interface between the PoC Client and PoC Application Service Infrastructure SHALL support secure transportation of PoC talk-bursts.

	
	OM591
	PCPS-NET-003
	The interface between the PoC Client and PoC Application Service Infrastructure SHALL support secure signalling and communication connections.

	
	OM592
	PCPS-NET-004
	The interface between the PoC Client and PoC Application Service Infrastructure SHALL support the requirements of performance related signalling protocols (e.g. floor control).

	
	OM593
	PCPS-NET-005
	The interface between the PoC Client and PoC Application Service Infrastructure SHALL support functions related to PoC session initiation, registration, participation and termination.

	
	OM594
	PCPS-NET-006
	The interface between the PoC Client and PoC Application Service Infrastructure SHALL support authentication of PoC Clients/PoC Application Service Infrastructure.

	
	OM595
	PCPS-NET-007
	The interface between the PoC Client and PoC Application Service Infrastructure SHALL support authorization of PoC Clients.

	
	OM596
	PCPS-NET-008
	The interface between the PoC Client and PoC Application Service Infrastructure SHALL support administration interface to allow PoC subscribers to update PoC group lists and contacts lists

	
	OM597
	PCPS-NET-009
	The interface between the PoC Client and PoC Application Service Infrastructure SHALL support secure provisioning of PoC service parameters and features.


Interface between PoC Application Service Infrastructure and Presence Enabler

	Mapped to
	OMA#
	Label
	Description

	
	OM598
	PCPS-NTP-001
	An interface between the PoC application service infrastructure and a Presence service enabler MAY be provided to inform PoC participants of the presence and availability of PoC group members.

	
	OM599
	PCPS-NTP-002
	To support the requirements for Presence features, capabilities common to other OMA service enablers SHALL be leveraged, where possible and appropriate, to provide a unified experience to the PoC subscriber.


Interface between PoC Application Service Infrastructure and OAM&P

	Mapped to
	OMA#
	Label
	Description

	
	OM600
	PCPS-NTO-001
	The PoC application service infrastructure SHOULD be able to utilize standards based interface capabilities that allow integration with the service provider’s Operations, Administration, Management and Provisioning (OAM&P) systems.


Interface between PoC Application Service Infrastructures in Different Service Provider Domains 

	Mapped to
	OMA#
	Label
	Description

	
	OM601
	PCPS-NTD-001
	The PoC application service infrastructure SHALL be able to connect to PoC application service infrastructures in different service provider domains.


Interface between PoC Application Service Infrastructure and Law Enforcement Agency

	Mapped to
	OMA#
	Label
	Description

	
	OM602
	PCPS-NTL-001
	Access to intercepted PoC communications SHALL be possible, as required by law enforcement agencies.


Interface between PoC Application Service Infrastructure and PoC Group/List Management 

	Mapped to
	OMA#
	Label
	Description

	
	OM603
	PCPS-NTG-001
	To support the requirements for PoC Group/List Management, capabilities common to other OMA service enablers SHALL be leveraged, where possible and appropriate, to provide a unified experience to the PoC subscriber


Security
	Mapped to
	OMA#
	Label
	Description

	
	
	Functionality

	
	OM604
	PCPS-SEC-001
	Prior to any PoC service interactions (e.g. PoC administration & configuration, PoC sessions) the PoC service entity and the PoC subscriber SHALL be mutually authenticated.

	
	OM605
	PCPS-SEC-002
	The speech communication and signalling in PoC sessions SHALL be transported in a secure manner.

	
	OM606
	PCPS-SEC-003
	The PoC service entity SHOULD be able to log the information about any PoC interactions.

	
	OM607
	PCPS-SEC-004
	The PoC service enabler SHALL ensure integrity of PoC signalling.


Multicast/Broadcast Security
	Mapped to
	OMA#
	Label
	Description

	
	OM608
	PCPS-MSE-001
	PoC Service Infrastructure SHALL support multicast/broadcast security, for example, to guarantee that any one of PoC service members could not access ongoing PoC service any longer after she/he leaves the PoC group, and to prevent those new members from receiving the previous PoC service.


Internetworking Service Security
	Mapped to
	OMA#
	Label
	Description

	
	OM609
	PCPS-ISE-001
	PoC Service Infrastructure SHALL support the PoC interworking security functionality in case interworking is supported.

	
	OM610
	PCPS-ISE-002
	The trust relationship between the PoC interworking function and the PoC Server SHALL be aligned with the trust relationship between PoC Servers.

	
	OM611
	PCPS-ISE-003
	The PoC remote access user SHALL have the same level security as the PCPS V1.0 Services provided to the  PoC Client through the PoC interworking function.


General Charging 
	Mapped to
	OMA#
	Label
	Description

	
	
	Conditionality

	
	OM612
	PCPS-CHR-001
	The PoC Service Infrastructure SHALL be able to collect sufficient information needed for charging, both types of PoC Subscribers (prepaid and post-paid PoC Subscribers).

	
	
	Functionality

	
	OM613
	PCPS-CHR-002
	The PoC Service Infrastructure SHALL support sufficient mechanisms to allow various forms of charging.

	Subscription-based Charing

	
	OM614
	PCPS-CHR-003
	Charging information SHOULD include the PoC subscriber status relative to PoC subscription, i.e. PoC subscribed, PoC unsubscribed, PoC subscription suspended or temporarily barred (by the service provider).

	
	OM615
	PCPS-CHR-004
	Charging information SHOULD include the PoC subscriber type and QoE profile.

	
	OM616
	PCPS-CHR-005
	Charging information SHOULD include the identity and type of each PoC Group in which the PoC Subscriber participates.

	
	OM617
	PCPS-CHR-006
	Charging information SHOULD include the maximum size of each PoC Group (i.e., maximum number of Participants who joined the PoC Session, regardless of having spoken or not) in which the PoC Subscriber has participated within a defined period (as configured by the PoC Service Provider). This MUST consider any kind of PoC Group and Session (Dynamic Groups, Simultaneous PoC Group Sessions, etc).

	Traffic-based Charging 

	
	OM618
	PCPS-CHR-007
	Charging information SHOULD include Separate Charging Data Records (CDR) generated for originator and terminator of each PoC session.

	
	OM619
	PCPS-CHR-008
	Charging information SHOULD include the PoC service interactions (e.g., special rights or roles, join a PoC Group Session, leave a PoC Group Session, administer PoC Groups, etc).

	
	OM620
	PCPS-CHR-009
	Charging information SHOULD include the Number of sessions initiated, i.e. successful attempts.

	
	OM621
	PCPS-CHR-010
	Charging information SHOULD include the Type of PoC session.

	
	OM622
	PCPS-CHR-011
	Charging information SHOULD include the QoE profile for each PoC Session initiation (QoS and priority).

	
	OM623
	PCPS-CHR-012
	Charging information SHOULD include the Number of failed session attempts, with time stamps of failed attempts.

	
	OM624
	PCPS-CHR-013
	Charging information SHOULD include number and type of Participants in each PoC Session, including their identities and the identity and type of the PoC Group (if applicable). Also considering the special case of non-human Participant (PoC Box, etc)

	
	OM625
	PCPS-CHR-014
	Charging information SHOULD include the duration of a session, with start and finish time stamps.

	
	OM626
	PCPS-CHR-015
	Charging information SHOULD include the type of IP address used for downlink in the PoC Session (unicast vs. multicast)

	
	OM627
	PCPS-CHR-016
	Charging information SHOULD include the number and types of media exchanged in the PoC Session.

	
	OM628
	PCPS-CHR-017
	For each media type exchanged, charging information SHOULD include the duration of transmit time for the media in the PoC Session (i.e., total time periods for all Media Bursts by a PoC Subscriber).

	
	OM629
	PCPS-CHR-018
	For each media type exchanged, charging information SHOULD include the number of Media Bursts transmitted.

	
	OM630
	PCPS-CHR-019
	Charging information SHOULD include the Number of “ready-to-speak” request granted.

	
	OM631
	PCPS-CHR-020
	For each media type exchanged, charging information SHOULD include the volume of data (e.g., Media packets, bytes).

	
	OM632
	PCPS-CHR-021
	For each media type exchanged, charging information SHOULD include the codification used.

	General

	
	OM633
	PCPS-CHR-022
	Charging information SHOULD support CDRs for the underlying packet connectivity resource to indicate that the connectivity session is being used for PoC.

	
	OM634
	PCPS-CHR-023
	Charging information SHOULD indicate the underlying QoS provided (BW, QoS class, etc).PoC charging information SHALL support charging correlation.

	
	OM635
	PCPS-CHR-024
	Latency SHOULD be a time-based value captured as part of the CDR. 
Informational Note: This would allow service providers to define their own thresholds for unacceptable latency (e.g. for operational performance measurements). 

	
	OM636
	PCPS-CHR-025
	The PoC service entity SHALL provide records for failed delivery of talk bursts.

	
	OM637
	PCPS-CHR-026
	CDRs for traffic generated by each active PoC group participant individually SHALL be available.


Roaming and Inter-provider Charging Requirements

	Mapped to
	OMA#
	Label
	Description

	Charging Requirements for Roaming Users

	
	OM638
	PCPS-RCH-001
	It SHALL be possible for Services Providers to ascertain the usage of the PoC service entity by PoC subscribers who are roaming. 
Informational Note: PoC is intended to be used at the home network, i.e. the network with which the subscription is held, when roaming and across networks.

	
	OM639
	PCPS-RCH-002
	CDRs SHALL be made available both for usage of data connections and usage of the PoC service entity for roaming situations.

	Charging Requirements for Inter-provider Accounting

	
	OM640
	PCPS-RCH-003
	It SHALL be possible for Service Providers to ascertain the usage of the PoC service entity by PoC subscribers to an interconnected network. 

	
	OM641
	PCPS-RCH-004
	CDRs SHALL be made available both for usage of data connections and usage of the PoC service entity for interconnect situations.


Network Domain Based Charging

	Mapped to
	OMA#
	Label
	Description

	
	
	Conditionality 

	
	OM642
	PCPS-NDC-001
	The PoC Service Infrastructure SHALL be able to collect network domain based charging information.

	
	
	Functionality 

	
	OM643
	PCPS-NDC-002
	It SHALL be possible for a PoC Service Provider to charge its PoC User differently depending on PoC Address information of the inviting and invited PoC User(s) and/or information such as country, region and/or PoC Network of the inviting and Invited PoC User(s). 


Interworking Service Charging

	Mapped to
	OMA#
	Label
	Description

	
	
	Conditionality 

	
	OM644
	PCPS-IWC-001
	The PoC Service Infrastructure SHALL support PoC interworking service charging, in case interworking is supported.

	
	
	Functionality 

	
	OM645
	PCPS-IWC-002
	It SHALL be possible for PoC Service Providers to ascertain the usage of the PoC Service entity by PoC Subscribers accessing remotely the PoC Service.

	
	OM646
	PCPS-IWC-003
	Chargeable Events in PoC Service SHALL also indicate PoC remote access usage.

	
	OM647
	PCPS-IWC-004
	It SHALL be possible for PoC Service Providers to ascertain the usage of the PoC Service entity by External P2T Network subscribers accessing the PoC Service from an External P2T Networks using a PoC interworking function.

	
	OM648
	PCPS-IWC-005
	Chargeable Events in PoC Service SHALL also indicate PoC interworking usage. 


Overall System Requirements 

	Mapped to
	OMA#
	Label
	Description

	
	
	Open Interfaces

	
	OM649
	PCPS-SYS-001
	Interfaces to the PoC service entities SHALL make use of open standards.  Specifically, it SHALL be possible to make use of relevant network interface standards from 3GPP and 3GPP2.

	
	
	Interoperability between PoC Service Providers & Service Entities

	
	OM650
	PCPS-SYS-002
	It SHALL be possible for PoC participants to seamlessly interact with each other within a PoC session (i.e. 1-to-1 and group sessions) regardless of their PoC service providers.

	
	OM651
	PCPS-SYS-003
	PoC subscribers SHALL be able to seamlessly utilise PoC features involving other PoC subscribers regardless of their PoC service provider.  

Informational Note:  For example, a PoC group session served by one service provider’s PoC service entity may include PoC participants who are subscribers of another PoC service provider.

	
	OM652
	PCPS-SYS-004
	An appropriate interface SHOULD be provided between the PoC service entities of different PoC service providers that are interconnected to allow the service providers to manage the set-up, monitoring, maintenance and termination of PoC sessions and PoC groups regardless of the PoC participant’s PoC service provider.

	
	
	Inter-working with Fixed Connections

	
	OM653
	PCPS-SYS-005
	PoC service entity MAY inter-work with the fixed IP network Instant Messaging (IM) services with enhanced streaming audio functionality.    

Informational Note:  This may enable a substantial extension to PoC coverage for both PoC and IM users.
Informational Note:  However, PoC inter-working with traditional voice services (whether implemented on circuit switched or packet switched technology) is out-of-scope.  Protocols to support such inter-working are not part of the PoC features.

	
	
	Cross Services Interoperability

	
	OM654
	PCPS-SYS-006
	PoC service entity MAY inter-work with other standalone and/or integrated messaging services, but is currently out-of-scope. 
Editor’s Note: Check to see if this is in scope (look for realized requirement) for PoC 2.1 RD .
Informational Note:  For example, protocols to support such inter-working are not part of the PoC feature, although messaging services may create such inter-working by adding the necessary PoC protocols and interfaces.

	
	
	Interaction with Circuit Switched Call Mode Residing on the Terminal

	
	OM655
	PCPS-SYS-007
	To maintain usability of services when collocated on a terminal, some means for the user to change between these service modes SHALL be possible, which may involve both the PoC service entity and/or the client:
· If a CS call is ongoing, any incoming PoC session SHOULD be indicated.  
· If a PoC session is ongoing, any incoming CS call SHOULD initiate alerting.
· The PoC subscriber SHOULD be able to switch between CS and PoC sessions if needed, maintaining session context for the non-active call/session
Editor’s Note: Check to see if this is in scope (look for realized requirement) for PoC 2.1 RD .
Informational Note:  It is highly probable that a PoC service will be added to a mobile terminal capable of Circuit Switched (CS) voice communications.  In this case, both the PoC service and CS voice service modes are collocated in the terminal, but inter-working between these services is not in scope of this enabler.

	
	
	Roaming Service Support

	
	OM656
	PCPS-SYS-008
	A PoC subscriber while roaming SHALL be able to access the PoC service (e.g. initiate or respond to a PoC session request) either as an individual or a PoC group session participant.

	
	OM657
	PCPS-SYS-009
	The visited network SHALL be "transparent" and provide unrestricted PoC subscriber access to his home network PoC service.  The PoC subscriber SHOULD be able to access all the features of his normal home based PoC service.

	
	OM658
	PCPS-SYS-010
	It SHALL be possible to limit some PoC capabilities, while a PoC subscriber is roaming, by the PoC subscriber’s preferences or through PoC service provider provisioning (e.g. 1-to-separate PoC session or multiple group operation may be restricted).

	
	
	Presence Feature Settings

	
	OM659
	PCPS-SYS-011
	If Presence features are supported by the PoC service entity, a PoC subscriber SHALL be able to indicate his Presence conditions (e.g. Do-Not-Disturb or Unavailable).  
Editor’s Note: Check to see if this is in scope (look for realized requirement) for PoC 2.1 RD .
Informational Note:  Consistent with ref TBD Chapter 6.3.3, interworking between Presence services (as part of PoC service features) and traditional voice services is out-of-scope.  Protocols to support such inter-working are not part of the PoC features.


A.5 ETSI – TCCE   User Requirements Specification Mission Critical Broadband Communications  draft v006
Group Addressed Services
	Mapped to
	ET #
	Requirement

	
	ET1
	The group call application should be able to allow or bar MU access to each group.

	R-4.2-4
	ET2
	When the user selects a group, the MU should request access to the group and the MU should inform the user whether access is granted or not.  There is also a need for infrastructure directed attachment.

	
	ET3
	There must be an indication to the user if they are the only one on the group [i4]. This indication to be given at call time rather than attachment time. If a dispatcher is a member of the group and on the call then the indication does not need to be made.

	
	ET4
	Recipients of the call should receive an indication of the identity of the talking party.

	R-4.2-7
	ET5
	Subject to configuration and PTT priorities of the Group members, the system should be able to permit or deny a second party to interrupt the talking party.  If interruption is successful, both original and new talking parties should receive an indication of their new state.

	R-4.2-10
	ET6
	for North America there has to be the ability to listen to both overriding and overridden calls [i4]

	R-4.2-1
	ET7
	Once the current talking party has ended the  transmission, another member of the group may request to transmit to the group.  The delays associated with the changeover should be no greater than the delays associated with the original call setup.

	R-4.2-4
	ET8
	A MU should be able to join a group whilst a call is ongoing. 
· Depending on the system configuration, if resources are not enough for all group members to receive the call, calls can either be:

· queued, and the call should be set up once resources are available; the requesting party should receive an indication of both the initial queued condition, and the granting of transmit permission once resources are available; 

or
· continued with parties whose serving cells have enough resources to support the call.
These are sometimes known as “all start” and “fast start” respectively. For fast start it should be clear to the talking party that some group members will not hear.

	
	ET9
	If a call can start without all available parties, then those parties should be added to the call as soon as sufficient resources become available.

	
	ET10
	A MU should support access to in excess of 5,000 groups. This can include groups that have been dynamically downloaded over the air to reduce the number that have to be continually available on the terminal. The system should be able to handle in excess of 500,000 groups.

	
	ET11
	The system should be capable of managing different types of media for the same group with the same priority level and same coverage (where coverage is all used cells with rf range) .

	
	ET12
	The system should be capable of managing independent floor controls for concurrent communications within a given group for different types of media

	
	ET13
	For all calls including video briefing (one to a large group) the system should be capable of providing information to a dispatcher on the participants of a group call.

	
	ET14
	It should be possible to share video without forcing it to be taken by sending a message that video is available and the user pulling it when they are ready

	
	
	Two further elements are functional addressing, which is addressing roles rather than radios or aliases, and location dependant addressing, where the address of the controller (dispatcher) changes as an MU moves through the network

	
	ET15
	When an authorised user sets up a call to the group, he should receive an indication of success (or failure) within 300ms of the call setup, and recipients of the call should receive an indication of the start of the call within 300msec of the originator’s call setup.  For clarity the start of the call is measured from PTT press.

	
	ET16
	Audio should be conveyed from the transmitting party to all recipients with minimal delay.  There should be no noticeable difference in audio delay experienced by recipients on the same cell.

	
	ET17
	Resources should be allocated efficiently, such that many recipients may share the same resources for the call.

	
	ET18
	A group can have any number of members from 2 up to the total number of users on a system.  Within a cell where there is a user who can use that group, the number of users can range from 1 up to the total number of users on that cell (which may be thousands of users).

	
	ET19
	Groups can be carried on any number of cells from 1 up to the total number of cells on the system. The system decides how many cells are needed based on the presence of users.

	
	ET20
	There is a special requirement known as a “ringing group call” that is initiated in the field or by a dispatcher where there is a need for the recipients to act in concert in an operation and so it is important to know who has acknowledged the call and is going to participate. For this to work there has to be a fast acknowledgement process and a listing displayed of all those who will participate. This need is further detailed in clause 4.2.1.

	
	ET21
	The system should support mobility for MUs transmitting and receiving a group call. Transmitting UEs should retain transmit permission after a mobility event. There should be minimal loss of audio, video or other data due to the mobility event.

	
	
	Mobility events such as handovers between cells must meet the requirements above for MUs moving at speeds between 0-300km/hr, ideally 500km/hr

	
	ET22
	A cell or sector should be able to support  a number of  simultaneous group calls. By way of guidance most needs could be met if this number was at least 36.

	
	ET23
	Similarly a cell or sector should be able to support a large  number of  users participating in different group calls. If at least 2000 users could be supported it would meet anticipated requirements.

	
	ET24
	The system needs to support the dynamic addition of groups to MU’s over the air to allow groups to be configured with appropriate talk groups as they move location and/or attend incidents.

	
	ET25
	It may occasionally happen during events or incidents that 500 users or more within a cell or sector may be participating in the same group. When whatever the upper limit of the system is reached  it is permissible to reject the next user beyond the stated capacity. The user who has been rejected due to this should receive a message stating “overload” or “congestion” as the reason for rejection.. No ongoing call should be interrupted due to the stated capacity being exceeded.

	
	ET26
	The system should be capable of setting up several communication paths concurrently and independently for the same set of devices.

	
	ET27
	There is a need for groups to be managed dynamically over the air.

	
	ET28
	The system should support patching to allow a call to be sent to more than one group .


Emergency communication
	Mapped to
	ET #
	Requirement

	
	ET29
	The MU should send an Emergency Alarm with pre-emption when the Emergency Button (or similar feature that is easy to locate even in the dark, single functioned and with positive tactile feedback) is pushed on an MU. This emergency alarm must include user id and location.

	
	ET30
	The System should route the Emergency Alarm to the Dispatchers associated with the Group of the MU in Emergency and to the Dispatcher associated with the agency of the Unit in Emergency. This information is part of the agency and group provisioning of the System.

	
	ET31
	There are situations such as when emergency gateways or dispatchers who are connected via an MU are used that individual rather that group calls are required

	
	ET32
	For rail use the system shall support the Railway Emergency Call. This is a pre-emptive group call which is initiated from a mobile and involves both the controller (dispatcher) and all relevant users in the local area of the call originator.

	
	ET33
	The Emergency alarm is normally followed by a Emergency call from the Unit in Emergency, giving details about the actual emergency. For this call the System should apply an Emergency Priority which is the highest priority for resource allocation and retention. Any communication with an Emergency Priority should pre-empt resources from existing non-emergency communications if needed.

	
	ET34
	There are various requirements regarding the termination of emergency calls. They include termination by the dispatcher, termination by the end user or a pre-programmed time out. All of these should be supported individually or in combination.

	
	ET35
	The MU should support the Ambience Listening feature.

	
	ET36
	There should be the facility to allow a professional user to create or share any type of distress call with the members of a Group including the dispatcher.

	
	ET37
	Some group communications should be able, as they are established, to ring all their authorized MUs, even if those MUs are already  participating in another communication. Those MUs are so alerted that an emergency communication is ongoing and that they are invited to participate.
Such “ringing group” communications:

- should have the same characteristics as any normal group communication (number of MUs or group of MUs, number of supported eNodeB...)

- should have a particular ringing tone (may be defined as a parameter)

- only ring at the establishment.

	
	ET38
	In case a MU is switched on after the ringing group call establishment, and if this ringing group communication is always opened, the UE should be notified of the ringing group communication without being ringed.

	
	ET39
	A MU should be able to accept or refuse to enter a ringing group call.

	
	ET40
	For North America there is a need to recognise a second level of priority for Immediate Peril calls. (Situations which are not yet an emergency but are at high risk of becoming so). Specifically,[i4]:

· The PTT Service SHOULD support immediate peril calls.
· The PTT Service SHOULD ensure that emergency and immediate peril calls have the highest priority over all other PTT Group transmissions.
· The PTT Service SHOULD provide a mechanism to ensure that emergency and immediate peril calls, including their content and signaling, have pre-emptive priority over all other types of PTT Group transmissions.
· The PTT Service SHOULD support emergency calls that persist until being acknowledged and terminated based on criteria created by a Public Safety Entity Administrator.


Dispatcher Override

	Mapped to
	ET #
	Requirement

	R-4.2-9
	ET41
	The system should manage a priority level within a group associated with each member of the group for floor control in an active communication.

	R-4.2-9
	ET42
	There should be four (4) different priority levels for floor control.

	R-4.2-9
	ET43
	The system should support a pre-emptive priority level within a group for floor control in an active communication.

	R-4.2-9
	ET44
	The highest priority could be available to both a wired user (Conventional dispatcher) or a MU configured as a dispatcher. The latter will need support to have the highest possible resources available at all times.

	R-4.2-15
	ET45
	The system should be able to stop an ongoing UE transmission to a group.

	R-4.2-10
R-4.2-11

R-4.2-7
	ET46
ET47
ET48
	For North America the system should permit [i4]:

· When an authorized user overrides a PTT Group transmission, authorized users SHOULD be able to listen to both the overriding and overridden PTT Group transmissions. 
· When an authorized user overrides a PTT Group transmission, a Public Safety Entity Administrator SHOULD be able to configure which PTT Group transmission a user receives, overriding and/or overridden.
· When an authorized user overrides a PTT Group transmission, the PTT Service SHOULD provide a means of notifying the overridden talker that the transmission has been overridden.


Local Fall Back
	Mapped to
	ET #
	Requirement

	
	ET49
	If disconnected from the Central Switching Network a base station or group of interconnected base stations should ideally be able to provide local multimedia and data communications to all users under the coverage of the Base Station(s).. As a minimum group voice services should be supported for each organisation using the local base station(s).

	
	ET50
	When the base station goes into the disconnected state, it may disconnect all calls in progress, or it may maintain calls already in progress between users under the coverage of that base station. 

	
	ET51
	While in the disconnected state, the base station should provide an indication of local area service only to all users under its coverage.

	
	ET52
	Once in the disconnected state, the base station should allow users under its coverage to set up and maintain multimedia and data calls with other users under this same base station.

	
	ET53
	The normal addressing of users and groups needs to be continued in Fall back mode. (Implies some part of the CCA needs to be supported in some way in the total equipment at the BS.)

	
	ET54
	Only critical communications users should have access to a base station in fall back mode.

	
	ET55
	Whilst in the disconnected state, the base station should maintain an appropriate level of communications security, including encryption. This should include a check of authenticity of served users, which may be implicit.

	
	ET56
	In the disconnected state, the base station may provide a list of served users and/or served groups to all users under the coverage of the base station. Lists may be restricted according to security policy, for example information on users and/or groups within a served user’s organisation may only be provided to that served user, and information on users may only be provided to other users within the same group.

	
	ET57
	When the link becomes available again, the base station should automatically reconnect to the Central Switching Network

	
	ET58
	When it returns to the connected state, the base station should withdraw the local service indication to users under its coverage, and may provide an explicit notification of wide area service


Priority and Pre-Emption Services

	Mapped to
	ET #
	Requirement

	R-4.2-9
	ET59
	The system should support at least eight different priority levels and probably as many as thirty. The reason is that priorities will need to be set by user, type of communication, application and event for each organisation supported and relative to each (i.e. a matrix of relative priorities) plus some dynamically allocatable priority

	R-4.2-6
	ET60
	The system should support pre-emption, that is the ability to have immediate access over other users (not moving to first in queue but getting straight in).

	
	ET61
	The maximum system priority level will be reserved for Emergency calls, e.g. those activated via the MU’s emergency button or through some other means. 

	R-4.2-6
	ET62
	At times of resource congestion, the system should be able to allocate available resource and maintain QoS to the Point-to-Point or Point-to-Multipoint session on the basis of higher priority first. When sufficient resources are not immediately available a means to queue data sessions should be provided.

	R-4.2-6
	ET63
	At times of resource congestion, for any session having the highest priority level the system should be able to trigger one of the following:

· the degradation in quality of lower priority sessions;
· the commencement of queuing for lower priority sessions when the session is a real time data session;
· termination of lower priority sessions

	R-4.2-9
	ET64
	(The system will enable) An authorised public safety user to assign a priority to each of the public safety MUs used by their organisation.  Each Individual MU will only have one priority level assigned to it at any one time.

	
	ET65
	(The system will enable) An authorised public safety user to assign a priority to each of the public safety End User IDs within their organisation.  Each End User ID will only have one priority level assigned to it at any one time.

	
	ET66
	(The system will enable) An authorised public safety user to assign a priority to each of the public safety Groups used by their organisation. Each Group will only have one priority level assigned to it at any one time.

	
	ET67
	(The system will enable) An authorised public safety user to assign different priorities to different Point-to-Point public safety data application within their organisation .e.g. Voice, email, file sharing, video, remote control, telemetry, browsing etc. Each Point-to-Point public safety data flow types will only have one priority level assigned to it at any one time.

	
	ET68
	(The system will enable) An authorised public safety user to assign a priority to Point to Point data flow types which would normally be classed as best effort data.

	
	ET69
	(The system will enable) An authorised public safety user or command and control system to dynamically change priority settings for individual public safety MUs, End User IDs, Talk Groups and Point-to-Point data flow types in advance of and during public safety incidents. The new priority settings will take effect immediately for new and ongoing sessions.

	
	ET70
	Upon initiation of a session by a public safety user the application layer will determine the appropriate priority that will be used for that session in the event of Priority Arbitration, as being the Higher of:

· the End User ID priority setting if it is available, if not then the MU priority setting; 
or

· the priority setting of the appropriate session type, Point-to-Point, Point-to-Multipoint or Distress Call.

	R-4.2-4
	ET71
	The system should provide an indication on the Public Safety MU that its allocation of resource has been queued.

	R-4.2-7
	ET72
	The system should provide an indication on the Public Safety MU that its allocation of resource has been pre-empted.. If this happens in one cell of a group call there should be two configurable options, end call or continue in others with the current talking party being informed in the latter case.

	R-4.2-10
	ET73
	When an authorized user overrides a PTT Group transmission, authorized users SHOULD be able to listen to both the overriding and overridden PTT Group transmissions.

	R-4.2-11
	ET74
	When an authorized user overrides a PTT Group transmission, a Public Safety Entity Administrator SHOULD be able to configure which PTT Group transmission a user receives, overriding and/or overridden.

	R-4.2-7
	ET75
	When an authorized user overrides a PTT Group transmission, the PTT Service SHOULD provide a means of notifying the overridden talker that the transmission has been overridden.


Proximity Communications Requirements
	Mapped to
	ET #
	Requirement

	General

	
	ET76
	[COMM] The direct mode of operation should function if the individual user/device, upon power up, has not attached to a macro network.

	
	ET77
	[DISC] Discovery should function if the individual user/device, upon power up, has not attached to a macro network.

	
	ET78
	[DISC] Discovery should be supported in sufficient density to enable both a pedestrian and vehicular mobility model and peer/MU distribution.

	Direct Mode – General

	
	ET79
	[COMM] The direct mode of operation should provide the capability for an emergency message to be transmitted from an individual user/device to all individual users/devices, regardless of group membership.

	
	ET80
	[COMM] The direct mode of operation should provide an emergency message the highest priority.

	
	ET81
	[COMM] The direct mode should provide a mechanism to communicate directly between a group of devices in such a manner where delivery of a transmission to the group of devices requires a single, simultaneous transmission.

	Communications – General

	
	ET82
	[OPS] The operator and authorized users should be capable of configuring individual users/devices into multiple pre-configured and ad hoc user groups while solely in direct mode.


Local network Extension

	Mapped to
	ET #
	Requirement

	
	ET83
	A nomadic relay node mounted on a vehicle that can be moved to an incident area, connect there to wide area network and provide local coverage and capacity extension. 

	
	ET84
	Nomadic relay node support in wide area network

	
	ET85
	Relay node device that provides MU capability simultaneously.


Inter-Operability with Legacy Systems

	Mapped to
	ET #
	Requirement

	
	ET86
	A MU should be able to communicate by a gateway between systems with devices used in the narrow-band systems.

	
	ET87
	A MU should be able to send and receive data (e.g. status messages, text, location, IP data) to/from devices used in the narrowband system.

	
	ET88
	A MU should be able to send and receive voice communications (PTT and all advanced voice critical communications services) to/from devices used in narrowband systems.

	
	ET89
	It should be possible that a MU and devices used in the narrow-band systems are affiliated (or registered) to the same communication group.

	
	ET90
	An MU should be able to send and receive communications (voice and data) that use end-to-end encryption to/from devices used in the narrowband system.

	
	ET91
	The System should also ensure that the priorities and quality of service of narrowband data applications, and narrowband voice applications when transmitted on the broadband network have a consistent setting with respect to the narrowband system.


Support for White Boarding and other Multi-Media Operations

	Mapped to
	ET #
	Requirement

	
	ET92
	The system should be capable of managing different types of media for the same group with the same priority level and same coverage.

	
	ET93
	The system should be capable of managing independent floor controls for concurrent communications within a given group for different types of media


Dispatching – a Video Case

	Mapped to
	ET #
	Requirement

	
	ET94
	The system should be capable of managing different types of media for the same group.

	
	ET95
	The system should be capable of managing independent floor controls for concurrent communications within a given group for different types of media.


Dual Watch

	Mapped to
	ET #
	Requirement

	
	ET96
	The MU should be able to switch between GCSE_LTE and ProSE modes via user interaction with the radio

	
	ET97
	The MU should be able to listen simultaneously to a set of GCSE_LTE and ProSE communications 

	
	ET98
	All MU should be able to detect a pre-defined Emergency ProSE call while engaged into GSCE or ProSE mode of communications


Voice Requirements

	Mapped to
	ET #
	Requirement

	
	ET99
	The need is for clear, high quality audio in a variety of environments both with an earpiece and without.

	
	ET100
	The audio has to be capable of being sufficiently loud that communications can be understood in noisy environments and when the MU is worn on the waist.

	
	ET101
	At the same time the audio and user interface has to managed such that the user cannot unknowingly enter a setting that will cause noise induced deafness.

	
	ET102
	Speech quality should be constant over the range of speeds specified for use (0- 300, ideally 500km /hr).

	
	ET103
	There should be no echo on the voice.

	
	ET104
	For some situations the user will not want to speak at normal volume into the UE microphone and so there needs to be an adaptive gain control capability for the MU.


Intelligibility in Noisy Environments

	Mapped to
	ET #
	Requirement

	
	ET105
	There is a need to be able to make and receive clear communications on an MU when standing adjacent to vehicles with sirens operating and/or helicopters and aircraft with their engines running

	
	ET106
	There is also a need to be able to communicate outside in windy conditions without negatively impacting audio quality.


A.6 Other Sources
A relatively small number of primary requirements originate with private contributors, rather than SDOs and/or industry groups. Those requirements are recorded in the approved contributions included in this TS, and can be tracked on the 3GPP website.
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