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1 Introduction 
It is important to clarify the aspects for a multi-purpose APN solution regarding the use of a single IP address. 

When a UE requests a new PDN connection with a new APN it will receive a new IP address. The multi-purpose APN soultion is using a single IP adress and IP stack in the device. It is reasonable to clarify that aspect of the potential solution, since it is not expected that low cost MTC devices will support multiple IP addresses and IP stacks. 
Furthermore as earlier investigated by SA1, MNOs may get into issues with the limited IP address space when volumes of connected MTC devices grows in the future. It is therefore reasonable to point that aspects out as well. 
2 Proposal
It is proposed to add information on IP address and IP stack support to section 4.1.5.3 Multi-purpose APN.
3 pCR
***
BEGIN CHANGES
***
4.1
Automotive
4.1.1
Use Case Description

The mobile service provider needs to support an automotive service provider that uses different applications with distinct connectivity needs, QoS requirements and billing profiles. As the ME is a non-trusted equipment the MNO utilizes network based features to avoid application misusage of lower cost connectivity. 
4.1.2
Pre-conditions
The automotive service provider uses 3 different applications: 
-
A car diagnostic application that is regularly connected to an application server to send diagnostic data;
-
An anti-theft application that requires a data connection to an application server only when triggered by specific events with strict SLA, e.g. delivery of theft alert within x seconds;

-
A customer care service that uses both voice and data traffic that has a specific billing profile.

All the applications can be active at the same time.
The mobile service provider provides different levels of characteristics, e.g. Quality of service and charging, for each application type. 
4.1.3
Service Flows
Multi-purpose APN based Service Flow

In order to support the different characteristics of the different applications, the mobile service provider uses the bearer service attributes QCI and ARP. Flow based Charging (introduced in Release 6) or Policy Control and Charging (PCC) (introduced in Release 7) is used to provide the 3 applications with the right bearer service characteristics and priority as well as charging/billing in accordance with the SLA. 

Multiple APN based Service Flow 

In order to support the different characteristics of the different applications, the mobile service provider uses different APNs to distinguish the different applications:

-
An APN_CAR_DIAGNOSTIC APN is allocated for car diagnostic application to support frequent data connectivity;

-
A GOLD_APN is allocated for the anti-theft application to ensure the data connectivity fulfills the strict SLA;

-
An APN_CUSTOMER_CARE is allocated for customer care service to support a specific billing profile.
4.1.4
Post-conditions
Each application uses distinct and different characteristics for communication.

4.1.5
Potential technical solutions
Three potential technical solutions based on the network features, Device Management or the UICC have been respectively identified.

4.1.5.1
UICC based solution
A list of APNs (all the mandatory and optional fields that allow an APN to be identified unambiguously) is stored in the UICC. This list contains some additional information to link one specific APN to one specific application. The UICC may also contain some information to restrict the access to the list of APNs to specific applications. Each application retrieves the corresponding APN from the list in the UICC, then informs the UE which APN to use to route the application data connection traffic. The list of APNs in the UICC can be updated OTA.

4.1.5.2
Device Management based solution
There is currently an existing mechanism to configure APNs for specific applications in the application profile configured on the device. Such a mechanism has been widely used for configuration of APNs for MMS, data (internet) traffic, email, etc. on feature phones as well as smart phones. OMA-CP and OMA-DM CONNMO protocols both support the ability to configure APNs per application profile. This current mechanism supports both the multi-purpose APN flow and the multiple APN flow described in clause 4.1.3.

While the capability to support APN configuration is not currently included in OMA Lightweight M2M (LWMM), the device management protocols specifically identified for constrained m2m devices, could also be enhanced to support APN configuration. 
4.1.5.3
Multi-purpose APN based solution
Solutions are provided based on existing features for Bearer Service QCI and ARP mechanism as well as Flow based Charging / Policy Control and Charging (PCC). When a UE requests a new PDN connection with a new APN it will receive a new IP address. The multi-purpose APN soultion is using a single IP adress and IP stack.
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END OF CHANGES
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