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1. Overall Description:

SA3 would like to thank oneM2M for their LS on interactions of oneM2M with Underlying Networks.

Topic 1: SA3 would like to get further information on the following feature:

6. It should be possible to provide the oneM2M Service Enablement Framework with information regarding whether a M2M Device is authorized to access the Operator Network.
SA3 would like get more information what is meant with this feature, and what this information is used for. 


One interpretation is that the M2M Service Enablement Framework wants to know whether a M2M Device is currently connected (after successful authentication) to the Operator Network.
Another interpretation is that the M2M Service Enablement Framework wants to know which devices are in principle authorized to access the specific 3GPP network, i.e. they have a subscription. This seems like a contractual issue between the M2M Service Enablement Framework provider and the 3GPP operator, and not an interworking issue between two systems. However, this would be then very close to the feature “Charging and subscription information exchange”.
SA3 would like get feedback whether any of the interpretations above are correct, or if some other interpretation applies.
Topic 2: SA3 would like to get further information also on the following feature:

8.
It should be possible to leverage on 3GPP security capabilities such as GBA for the benefit of oneM2M Services and Applications. Alternatively it could be possible to leverage oneM2M security capabilities for the benefit of Operator Network security.

The second sentence is unclear for SA3. Usually the connectivity layer (3GPP in this case) provides services to the application layer (oneM2M in this case). We kindly ask oneM2M to clarify the intent of the second sentence and inform SA3 about the available oneM2M security capabilities.
2. Actions:

To oneM2M group.

ACTION: 
SA3 kindly asks oneM2M group to provide feedback on the topics above. 
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