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Abstract: This paper discusses how M2M and Automotive markets are placing new requirements on Network Service Providers, and concludes that storage of APNs within the (U)SIM on the UICC with management of them by existing means are the most efficient ways for NSPs to respond.
Introduction.

In previous SA1 meetings discussions on the MAPN TR22.802 NSPs have been asked for justifications for their two proposed requirements as mentioned above, namely;

1) Storage of APN(s) within the (U)SIM on the UICC, and

2) Provisioning and Management of APN(s) within the (U)SIM on the UICC by SIM OTA.  

This paper seeks to provide those justifications.

Discussion.

Storage of APN(s) within the (U)SIM on the UICC.

For Automotive services the OEMs (vehicle manufacturers) require NSPs to maintain a high level of security for the APNs for access to their applications, in order that they may not become publicly known. The authors of this paper believe that storage of the APN(s) within the (U)SIM on the UICC places them firmly under operator control, and most easily provides the extra security.

Provisioning and Management of APN(s) within the (U)SIM on the UICC by SIM OTA.

SIM OTA is already widely used in many markets and for more device types than the alternative Device Management or Network-based proposals seen so far in SA1. The quickest, easiest, and best understood option for NSPs is to augment SIM OTA for APN provisioning and management, rather than having to reinvest in an alternative and to support more than one.

Automotive OEMs typically use HLRs from earlier releases of the 3GPP specifications such as Release 8. These will not support new Network-based methods from a future release without upgrade and the OEMs will not prefer that alternative.
Most NSPs do not want to support OMA DM for M2M devices anyway, as SIM OTA is already implemented. OMA’s alternative Lightweight M2M Device Management solution only allows for storage of APNs on the device and not within the (U)SIM on the UICC, so it does not fulfil the NSP’s requirement 1) above.

Placing APN provisioning and management within the (U)SIM on the UICC will put the burden of maintenance onto the NSPs, but for the extra security and control that this affords the author company is prepared to accept that.  

Conclusion.

It is therefore proposed to include the following new potential requirement into the MAPN TR;
...

5
Conclusions

5.2
Potential Requirements
The 3GPP system shall enable provisioning, storage, and maintenance of multiple APNs within the (U)SIM on the UICC.
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