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Introduction
This discussion paper accompanies S1-150XXX (Proposed WID for CSIPTO).  The purpose of this paper is to illustrate how the eventual approved normative requirements for CSIPTO would be incorporated into TS 22.101 as a CR.  

Proposal
If approved, CSIPTO would be a Rel 13 work item that builds upon the normative requirements of the following:
Rel-10 Feature:  Local IP Access and Selected IP Traffic Offload (LIPA_SIPTO)

Rel-12 Feature:  LIPA Mobility and SIPTO at the Local Network (SIPTO@LN)
It is therefore proposed that the eventual approved normative requirements be inserted as a CR to TS22.101 as demonstrated below:

4.3.5
Selected IP Traffic Offload (SIPTO) for PS Domain only
4.3.5.0      General
SIPTO can be performed with or without coordination between UE and the network.  SIPTO with coordination is referred to as coordinated SIPTO (CSIPTO)  
4.3.5.1    
Common Requirements for SIPTO in the Mobile Operator Network and SIPTO at the Local Network
The system shall be able to offload selected traffic (e.g. internet) towards a defined IP network close to the UE's point of attachment to the access network.
The following requirements apply to Selected IP Traffic Offload:
-
The mobile operator may enable/disable Selected IP Traffic Offload on a per UE per defined IP network basis (e.g. based on tariff, subscription type etc.).

-
It shall be possible for IP traffic of a UE associated with a particular defined IP network to be offloaded while IP traffic of that same UE associated with other defined IP network(s) is not offloaded.

-
It shall be possible to perform Selected IP Traffic Offload for pre-Release 10 UEs.

-
Offloading selected IP traffic for a UE shall not affect services running in parallel for the same UE.

-
The mobile operator shall be able to collect signalling performance measurements (e.g. session connection/disconnection, etc) related to Selected IP Traffic Offload for each user.

-
Selected IP Traffic Offload shall not compromise the security of the mobile operator's network.
-
Service Continuity of IP data session(s) for Selected IP Traffic Offload may be supported during the following mobility events:

-
mobility between the macro network and H(e)NBs; and

-
mobility between H(e)NBs.

During both these mobility events, based on home mobile operator policies, the impact of mobility events as perceived by the user shall be reduced by minimising any interruption to the data flow.

-
It shall be possible for the HPLMN to provide the VPLMN with the following information for a particular user:

-
An indication of whether the user's IP traffic is permitted to be subjected to Selected IP Traffic Offload in the visited network;

-
The defined IP network(s) for which Selected IP Traffic Offload is permitted.
Requirements specific to SIPTO at the local residential/enterprise IP network can be found in section 5.9 in [48].

4.3.5.1a
Common Requirements for coordinated SIPTO in the Mobile Operator Network and SIPTO at the Local Network

The system shall be able to offload selected IP traffic in coordinated manner, in order to minimize service disruption.

To support coordinated SIPTO, the system shall be configurable to do either or both (A) and (B) below:  

· (A) The system shall be able to establish a second PDN connection to the same PDN, without releasing the existing PDN connection, and temporarily keep both PDN connections until all traffic is consolidated on only one PDN connection. The following additional requirements apply:

· The system shall be able to determine and monitor the changes in the state (optimal or suboptimal) of a PDN connection.

NOTE:  The definition of optimal and suboptimal can be based on a number of implementation criteria like geography, topology and load balancing etc.
· The system shall be able to detect when a PDN connection becomes suboptimal and decides when to establish an optimal PDN connection for the same service type.

· If IP address preservation is required, the system shall be able to determine if a suboptimal PDN connection needs to be maintained after an optimal PDN connection for the same service type is made in order to maintain service 

· The system shall be able to ensure that new service flows are using the optimal PDN connection.

· As an exception to the previous requirement, the system shall be able to direct any new service flows requiring IP address preservation towards the existing suboptimal PDN connection, if the system has existing service flows requiring IP address preservation on that suboptimal PDN connection.

· The system shall be able to release a suboptimal PDN connection either when it determines that there are no service flows using that suboptimal PDN connection and when a time limit has expired.

· For IMS services, the system shall be able to use existing IMS service continuity mechanisms to seamlessly transition traffic between PDN connections.  

· (B) The system shall be configurable to do either of the following:

· 1)  Establish, on an always-on basis, an additional PDN connection that does not support IP address preservation (when possible), if a PDN connection supporting IP address preservation is already established.

· 2)  Establish a default PDN connection that supports or does not support IP address preservation; based on the default preference in the subscription profile. 

·       The system, on an on-demand basis, shall be able to establish an additional PDN connection that support IP address preservation for the same service type when a new flow requires IP address preservation, if the existing PDN connection does not support IP address preservation. 

·      The system, on an on-demand basis, shall be able to establish an additional PDN connection that does not support IP address preservation for the same service type when a new flow does not require IP address preservation, if the existing PDN connection supports IP address preservation and it is possible to establish a PDN connection that does not support IP address preservation.

· The system shall be able to bind a flow to the PDN connection that does not support IP address preservation, if such a PDN connection is available and the flow does not require IP address preservation.

· The system shall be able to bind a flow to the PDN connection that supports IP address preservation, if the flow requires IP address preservation or that PDN connection is the only available one at that time.

· The system shall be able to terminate a PDN connection if there are no flows using that connection anymore.
4.3.5.2
Requirements for SIPTO in the Mobile Operator Network

The following requirements apply to Selected IP Traffic Offload in the mobile operator network:
-
The mobile operator shall be able to enable/disable Selected IP Traffic Offload for certain parts of the network.

-
Selected IP Traffic Offload shall not compromise integrity and confidentiality of offloaded traffic.
-
The mobile operator shall be able to collect statistics for the offloaded traffic for each user.
-
The network shall be able to perform Selected IP Traffic Offload without any user interaction based on mobile operator policies.
-
Service Continuity of IP data session(s) within the mobile operator network shall be supported for Selected IP Traffic Offload. Based on home mobile operator policies, the impact of mobility events within the macro network as perceived by the user shall be reduced by either:

-
minimising any interruption to the data flow; or

-
preventing interruption to the data flow e.g. for voice services.

-
Service Continuity of IP data session(s) for Selected IP Traffic Offload may be supported during the following mobility events:

-
mobility between the macro network and H(e)NBs; and

-
mobility between H(e)NBs.

During both these mobility events, based on home mobile operator policies, the impact of mobility events as perceived by the user shall be reduced by preventing interruption to the data flow e.g. for voice services.

