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Abstract

Starting with the text of Use Cases and Potential Requirements in TR 22.806, the process of consolidation was conducted in four steps, resulting in the set of consolidated requirements proposed for the normative phase.

Consolidation Process of Potential Requirements
Step 1:  Extract from each Use Case an abbreviated Description and Potential Requirements 
Step 2:  Group Potential Requirements by subject
Step 3:  Trim down potential requirements by eliminating duplication and through editorial improvements

Step 4:  Consolidation

Step 1:  Extraction of abbreviated Use Case description and potential Requirements
5.1
Use Case 1 - ACDC activation for UE-initiated applications
5.1.1
Description

When network becomes congested, higher ranked services, such as DMB, are allowed for UEs to initiate, while other services are delayed until congestion is alleviated.

5.1.5
Potential requirements

-
The UE shall be able to be pre-configured with ACDC allowed application list based on operator's policy, subject to regional regulations.

-    The network shall be able to configure ACDC allowed application list dynamically in the UE based on operator's policy, subject to regional regulations.

-     The network shall be able to activate/deactivate ACDC control for UE-initiated applications in a specific area dynamically based on operator's policy, subject to regional regulations
-
When the ACDC control is activated, the UEs, irrespective of in idle mode or in connected mode, shall allow/restrict UE-initiated applications based on ACDC allowed application lists.

NOTE:
It needs to be understood in the above that (1) ACDC allowed applications are grouped into ACDC categories and represented by those, and that (2) (pre-) configuration and (de) activation related to those applications are done by the network by the category.
5.2
Use Case 2 - a simplified use case, pseudo PS barring
5.2.1
Description

Use case is designed to demonstrate independence of control for ACDC categories, precedence of ACDC over other forms of access control when UE supports ACDC, and return to steady state when conditions causing it subside.
5.2.5
Potential requirements

The assumptions are:

-
This feature is optional.
-
This feature shall be applicable to E-UTRAN only.
-
This feature shall be applicable to UEs in idle mode (and, in case of MMTEL barring, in connected mode).
The potential requirements derived from this use case are:
-
The network shall be able to activate ACDC control in the UE for (MMTEL barring,) pseudo PS barring, in a specific area dynamically.

-
The UE shall be able to avoid being affected by other access barring mechanisms intended to apply to UEs without ACDC capability, subject to operator's policy.

-
Upon deactivation of ACDC, the affected areas of the RAN shall return to normal state in a graceful way.
5.3
Use Case 3 - a simplified use case, pseudo PS barring and preferred handling of DMB
5.3.1
Description

See clause 4.2.1.

5.3.5
Potential requirements

-
The UE shall be configurable with an ACDC category to which particular, operator-identified applications, e.g. DMB, are associated in terms of disaster case usage, subject to regional regulations.

-
The network shall be able to activate ACDC control for the UEs (e.g., for MMTEL barring, pseudo PS barring, and for preferred handling of applications in the ACDC category), in a specific area dynamically, subject to regional regulations.

-
The UE supporting ACDC shall not be affected by other access barring mechanisms intended to apply to UEs without ACDC capability, subject to operator's policy.

-
Upon deactivation of ACDC, the affected areas of the RAN shall return to normal state in a graceful way.
5.4
Use Case 4 – relationship to Access Classes 11-15

5.4.1
Description

Access Classes 11-15 are allocated to specific high priority users, e.g. individuals who are supposed to maintain the network infrastructure, as specified in 3GPP TS 22.011 [2]. The UE with one of those Access Classes is treated independently from ACDC, typically in a prioritized way.
5.4.5
Potential requirements

-
ACDC shall not apply to Access Classes 11-15.
5.5
Use Case 5 – Non-roaming regional (local) difference in ACDC 

5.5.1
Description

In this scenario a subscriber of an operator is moving between 2 states with differently configured ACDC applications 
(different ACDC categorization).  The subscriber is not roaming because the operator's network covers both states and the UE is staying within the same network.

5.5.5
Potential requirements

· The system shall support regional differences in allowed ACDC applications within the same network

· The network shall be able to indicate changes of the applicable ACDC rules if any, as the UE moves between different regional jurisdictions
NOTE:
It needs to be understood in the above that allowed ACDC applications are grouped into ACDC categories and represented by those.
5.6
Use Case 6 – Roaming regional (local) difference in ACDC 
5.6.1
Description
The roaming scenario describes how ACDC controls affect a roaming UE. 

5.6.5
Potential requirements

· The network shall be able to notify all UEs in the affected service area about the ACDC controls that currently apply 

· The network shall be able to indicate changes of ACDC controls to the UE

· When ACDC is activated by the network, the UE shall allow network communication, by applications, based on the available and applicable ACDC controls.

5.7
Use Case 7 – Categories in ACDC
5.7.1
Description

Initiation of different applications by the UE are allowed according to the activated ACDC categories as determined by regulatory and operator during emergency or RAN congestion situations.

5.7.5
Potential requirements

· The System shall be able to support different categories of ACDC applications.  The selection and activation of categories can be according to the level of urgency and needs and can be subject to national and regional regulations and operator's policy.
5.8
Use Case 8 – interaction with other forms of access control - ACB
5.8.1
Description

The use case addresses the operational condition of some percentage of UEs being ACDC capable, while remaining UEs are only capable of legacy forms of access control, such as ACB, i.e. they are pre-release 13. ACDC controls can co-exist with ACB and other legacy forms of access control.  ACDC controls can be gradually adjusted as a function of penetration of ACDC capable UEs, to obtain the overall desired effect of controlling access from the ensemble of all UEs in the system.
5.8.5
Potential requirements

The potential requirements derived from this use case are:
-
The system shall be able to simultaneously apply ACDC with other forms of access control, such as ACB.

-
The system, based on operator's policy of the serving network, shall be able to control whether or not ACDC overrides ACB.
5.9
Use Case 9 – interaction with other forms of access control – SSAC
Editor’s NOTE:
There are no specific requirements associated with this Use Case.  The requirements for Release 12 on Smart Congestion Control have effectively rendered this Use Case no longer relevant.
5.10
Use Case 10 – control range and proportionality
5.10.1
Description

When recovering from an incident and dealing with pent-up demand, it would make sense for an operator to have a range of controls from open access to blocking of access.

5.10.5
Potential requirements

The potential requirement derived from this use case is:
-
The network shall be able to apply different ACDC barring rates to control UE access to the RAN in proportion to the level of congestion.
5.11 
Use Case 11 –
Secure ACDC list provisioning
5.11.1
Description
A scenario is described where a UE is provisioned with a list of ACDC categories in a secure way. 

5.11.5
Potential requirements

-
A mechanism shall be provided that enables the UE to verify that the provisioning notification originates from a trusted source, whenever an update of the ACDC list is provided.
5.12
Use Case 12 – Control of ACDC
5.12.1
Description

This Use Case is meant to illustrate several control aspects of ACDC, such as effects of ACDC on on-going communication, localization of impact, etc.
5.12.5
Potential requirements

The potential requirements derived from this use case are:

-
ACDC shall apply at the initiation of access to UTRAN and E-UTRAN by a subjected application.

Note:  Communication already in progress is exempted from ACDC.
-
ACDC controls shall be conducted on a per cell basis, and shall be able to respond effectively to a possible local surge of access attempts.
-
ACDC controls shall be applied based on the settings configured by the operator.
5.13
Use Case 13 - Roaming compatibility when ACDC categorization is honoured in roaming UEs

5.13.1
Description

Each operator should have flexibility to independently create ACDC categories by provisioning them into UEs it activates on its system.  This brings into question ACDC roaming compatibility.  This use case addresses the question on how ACDC network controls implemented by VPLMN may apply to a roaming UE, if so permitted by the VPLMN, even though ACDC categorization in the roaming UE may be different than such categorization in non-roaming UEs.  This VPLMN permission is conveyed by the term “honouring” ACDC categorization.

5.13.5
Potential requirements

The potential requirements derived from this use case are:

-    There shall be a limited number of ACDC categories defined, which shall be ranked from highest (least likely to be barred) to lowest (most likely to be barred).

NOTE:
Provisioning of ACDC categories in the UEs is the responsibility of HPLMN operator, and does not require strict adherence to a globally prescribed ACDC categorization.

NOTE: 
When ACDC controls are imposed, normally, the level of access restrictions (probability of denied or deferred access) for each higher ranked ACDC category is lower than for any lower ranked ACDC category.  This is schematically illustrated in the following figure. Note however that this is only nominal behaviour (occurs in large majority of scenarios), from which the network operator is free to deviate if circumstances occasionally require.
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5.14
Use Case 14 - ACDC Categorization Not Honoured by VPLMN

5.14.1
Description

Each operator should have flexibility to independently create ACDC categories and provisioned them into UEs it activates.  To avoid the question of roaming compatibility of ACDC categories, a visited PLMN may indicate that it does not honour ACDC categorization in roaming UEs, i.e., it does not permit them to be used by the roaming UEs when accessing the network.   As a result, those UEs then behave as if they don’t support ACDC, and fall back on other forms of access control.

5.14.4
Potential requirements

The potential requirements derived from this use case are:

-
When applying ACDC controls, operator shall indicate to all inbound roaming UEs whether or not it honours their roaming ACDC categorization.

-    If VPLMN does not honour ACDC categorization in a roaming UE, the roaming UE shall disregard ACDC controls, and shall comply with other forms of access control (e.g. ACB) in the VPLMN.
5.15
Use Case 15 – Network sharing in ACDC

5.15.1
Description

In the case of network sharing and under effects of natural disaster, it might be desirable for relevant operators to collaborate each other as much as possible. However still, from standpoints of operator's autonomy and of consistency to the existing schemes, the following should apply: "the access network shall be able to apply ACDC for the different core networks individually."
5.15.5
Potential requirements

The potential requirement derived from this use case is:
-
In the case of multiple core networks sharing the same access network, the access network shall be able to apply ACDC for the different core networks individually.

5.16
Use Case 16 – interaction with other forms of access control - EAB

5.16.1
Description

The motivation for EAB (Extended Access Barring)  is Machine-Type Communication (MTC, or M2M).  By “UE configured with EAB” in TS 22.011 [x], it is not explicitly meant a MTC-only UE, i.e., a “UE configured with EAB” can be a machine-only UE or an ordinary human operated UE with an additional use for delay tolerant access.  

According to Clause 4.3.17.4 of 3GPP TS 23.401 [x], UE that is subjected to EAB is UE with low access priority, and vice versa. That is, EAB is used to bar access attempts for UEs of low priority. Therefore it is logical not to offer the preferred handling of a certain ACDC category that overrides EAB. The requirement "ACDC does not override EAB" appears logical.

5.16.5
Potential requirements

The potential requirement derived from this use case is:
-
If the network indicates both the ACDC control and the EAB control, UE configured with EAB shall be subject to both those controls, as long as the UE is not overriding EAB.
Step 2:  Grouping Potential Requirements by subject
General System Requirements

·      (UC6)  SYS1:  When ACDC is activated by the network, the UE shall allow network communication, by applications, based on the available and applicable ACDC controls
·      (UC7)  SYS2:  The System shall be able to support different categories of ACDC applications.  The selection and activation of categories can be according to the level of urgency and needs and can be subject to national and regional regulations and operator's policy
·     (UC12)  SYS3:  ACDC shall apply at the initiation of access to UTRAN and E-UTRAN by a subjected application.

Note:  Communication already in progress is exempted from ACDC.
Control Requirements

-     (UC1)  CONT1:  The network shall be able to activate/deactivate ACDC control for UE-initiated applications in a specific area dynamically based on operator's policy, subject to regional regulations
-    (UC12)  CONT10:  ACDC controls shall be conducted on a per cell basis, and shall be able to respond effectively to a possible local surge of access attempts
-
(UC1)  CONT2:  When the ACDC control is activated, the UEs, irrespective of in idle mode or in connected mode, shall allow/restrict UE-initiated applications based on ACDC allowed application lists.
NOTE:
It needs to be understood in the above that (1) ACDC allowed applications are grouped into ACDC categories and represented by those, and that (2) (pre-) configuration and (de) activation related to those applications are done by the network by the category.
-
(UC2)  CONT3:  The network shall be able to activate ACDC control in the UE for (MMTEL barring,) pseudo PS barring, in a specific area dynamically.

-
(UC2)  CONT4:  Upon deactivation of ACDC, the affected areas of the RAN shall return to normal state in a graceful way.
-
(UC3)  CONT5:  The network shall be able to activate ACDC control for the UEs (e.g., for MMTEL barring, pseudo PS barring, and for preferred handling of applications in the ACDC category), in a specific area dynamically, subject to regional regulations.
-
(UC3)  CONT6:  Upon deactivation of ACDC, the affected areas of the RAN shall return to normal state in a graceful way.
-
(UC6)  CONT7:  The network shall be able to notify all UEs in the affected service area about the ACDC controls that currently apply.
-
(UC6)  CONT8:  
The network shall be able to indicate changes of ACDC controls to the UE
-
(UC10)  CONT9:  The network shall be able to apply different ACDC barring rates to control UE access to the RAN in proportion to the level of congestion.
-    (UC12)  CONT11:  ACDC controls shall be applied based on the settings configured by the operator.

-    (UC15)  CONT12:  In the case of multiple core networks sharing the same access network, the access network shall be able to apply ACDC for the different core networks individually.

Requirements on Interaction with Other Types of Access Control
-
(UC2)  INT1:  The UE shall be able to avoid being affected by other access barring mechanisms intended to apply to UEs without ACDC capability, subject to operator's policy.
-
(UC3)  INT2:  The UE supporting ACDC shall not be affected by other access barring mechanisms intended to apply to UEs without ACDC capability, subject to operator's policy.
-
(UC4)  INT3:  ACDC shall not apply to Access Classes 11-15.
-
(UC8)  INT4:  The system shall be able to simultaneously apply ACDC with other forms of access control, such as ACB
-
(UC8)  INT5:  The system, based on operator's policy of the serving network, shall be able to control whether or not ACDC overrides ACB
-
(UC16)  INT6:  If the network indicates both the ACDC control and the EAB control, UE configured with EAB shall be subject to both those controls, as long as the UE is not overriding EAB.
Roaming Requirements

-
(UC13)  ROAM1:  There shall be a limited number of ACDC categories defined, which shall be ranked from highest (least likely to be barred) to lowest (most likely to be barred).
NOTE:
Provisioning of ACDC categories in the UEs is the responsibility of HPLMN operator, and does not require strict adherence to a globally prescribed ACDC categorization.

NOTE: 
When ACDC controls are imposed, normally, the level of access restrictions (probability of denied or deferred access) for each higher ranked ACDC category is lower than for any lower ranked ACDC category.  Note however that this is only nominal behaviour (occurs in large majority of scenarios), from which the network operator is free to deviate if circumstances occasionally require.

-
(UC14)  ROAM2:  When applying ACDC controls, operator shall indicate to all inbound roaming UEs whether or not it honours their roaming ACDC categorization).
-
(UC14)  ROAM3:  If VPLMN does not honour ACDC categorization in a roaming UE, the roaming UE shall disregard ACDC controls, and shall comply with other forms of access control (e.g. ACB) in the VPLMN.

· (UC5)  ROAM4:  The network shall be able to indicate changes of the applicable ACDC rules if any, as the UE moves between different regional jurisdictions
NOTE:
It needs to be understood in the above that allowed ACDC applications are grouped into ACDC categories and represented by those.
UE Provisioning Requirements

-
(UC1)  UEP1:  The UE shall be able to be pre-configured with ACDC allowed application list based on operator's policy, subject to regional regulations.
-    (UC1)  UEP2:  The network shall be able to configure ACDC allowed application list dynamically in the UE based on operator's policy, subject to regional regulations.
-
(UC3)  UEP3:  The UE shall be configurable with an ACDC category to which particular, operator-identified applications, e.g. DMB, are associated in terms of disaster case usage, subject to regional regulations.
· (UC5)  UEP4:  The system shall support regional differences in allowed ACDC applications within the same network

· (UC11)  UEP5:  A mechanism shall be provided that enables the UE to verify that the provisioning notification originates from a trusted source, whenever an update of the ACDC list is provided.
Step 3:  Trimming down and editorial improvements

General System Requirements

-     (UC6)  SYS1:  When ACDC is activated by the network, the UE shall control (allow, bar, or defer) network communication by application, based on the 
applicable ACDC controls, irrespective of being in idle state or connected state.

-     (UC7)  SYS2:  The System shall support multiple categories of ACDC applications.  
-    (UC12)  SYS3:  ACDC shall apply at the initiation of access to UTRAN and E-UTRAN by a subjected application.

Note:  Communication already in progress is exempted from ACDC.
Control Requirements

-     (UC1)  CONT1:  The network shall be able to apply (impose/remove/increase/decrease) 
ACDC control for UE-initiated applications in a specific area, dynamically. 







-
(UC2)  CONT4:  Upon removal of ACDC, the affected areas of the RAN shall return to normal operating state in a graceful way.







-
(UC10)  CONT9:  The network shall apply different ACDC barring rates to control UE access to the RAN in proportion to the level of congestion.

-    (UC12)  CONT11:  ACDC controls shall be applied based on the settings configured by the operator.


Requirements on Interaction with Other Types of Access Control
-
(UC2)  INT1:  The UE shall be unaffected by other access barring mechanisms intended to apply to UEs without ACDC capability.


-
(UC4)  INT3:  ACDC shall not apply to Access Classes 11-15.
-
(UC8)  INT4:  The system shall be able to simultaneously apply ACDC with other forms of access control, such as ACB.  When both ACDC and ACB controls are applied, ACDC shall override ACB.



Roaming Requirements

-
(UC13)  ROAM1:  There shall be a limited number of ACDC categories defined, which shall be ranked from highest (least likely to be barred) to lowest (most likely to be barred).
NOTE:
Provisioning of ACDC categories in the UEs is the responsibility of HPLMN operator, and does not require strict adherence to a globally prescribed ACDC categorization.

NOTE: 
When ACDC controls are imposed, normally, the level of access restrictions (probability of denied or deferred access) for each higher ranked ACDC category is lower than for any lower ranked ACDC category.  Note however that this is only nominal behaviour (occurs in large majority of scenarios), from which the network operator is free to deviate if circumstances occasionally require.

-
(UC14)  ROAM2:  When applying ACDC controls, operator shall indicate to all inbound roaming UEs whether or not it honours their roaming ACDC categorization).
-
(UC14)  ROAM3:  If VPLMN does not honour ACDC categorization in a roaming UE, the roaming UE shall disregard ACDC controls, and shall comply with other forms of access control (e.g. ACB) in the VPLMN.



UE Provisioning Requirements

-
(UC1)  UEP1:  The UE supporting ACDC shall be pre-configured with ACDC application list for each ACDC category based on HPLMN operator's policy.
-    (UC1)  UEP2:  The network shall be able to configure ACDC categories (application lists for all ACDC categories) 
in the UE remotely, based on home operator's policy.
-
(UC3)  UEP3:  The UE shall be configurable with an ACDC category to which particular, operator-identified applications, e.g. DMB, are associated in terms of disaster case usage, subject to regional regulations.

·  
· (UC11)  UEP5:  The UE shall  verify that the provisioning operation originates from a trusted source, whenever an update of the ACDC category list is provided.

Step 4:  Consolidation

Original set of requirements as output from Step 3:

-     (UC6)  SYS1:  When ACDC is activated by the network, the UE shall control (allow, bar, or defer) network communication by application, based on the applicable ACDC controls, irrespective of being in idle state or connected state.

-     (UC7)  SYS2:  The System shall support multiple categories of ACDC applications.  

-    (UC12)  SYS3:  ACDC shall apply at the initiation of access to UTRAN and E-UTRAN by a subjected application.

Note:  Communication already in progress is exempted from ACDC.

-     (UC1)  CONT1:  The network shall be able to apply (impose/remove/increase/decrease) ACDC control for UE-initiated applications in a specific area, dynamically. 

-
(UC2)  CONT4:  Upon removal of ACDC, the affected areas of the RAN shall return to normal operating state in a graceful way.

-
(UC10)  CONT9:  The network shall apply different ACDC barring rates to control UE access to the RAN in proportion to the level of congestion.

-    (UC12)  CONT11:  ACDC controls shall be applied based on the settings configured by the operator.

-
(UC2)  INT1:  The UE shall be unaffected by other access barring mechanisms intended to apply to UEs without ACDC capability.

-
(UC4)  INT3:  ACDC shall not apply to Access Classes 11-15.

-
(UC8)  INT4:  The system shall be able to simultaneously apply ACDC with other forms of access control, such as ACB.  When both ACDC and ACB controls are applied, ACDC shall override ACB.

-
(UC13)  ROAM1:  There shall be a limited number of ACDC categories defined, which shall be ranked from highest (least likely to be barred) to lowest (most likely to be barred).

NOTE:
Provisioning of ACDC categories in the UEs is the responsibility of HPLMN operator, and does not require strict adherence to a globally prescribed ACDC categorization.

NOTE: 
When ACDC controls are imposed, normally, the level of access restrictions (probability of denied or deferred access) for each higher ranked ACDC category is lower than for any lower ranked ACDC category.  Note however that this is only nominal behaviour (occurs in large majority of scenarios), from which the network operator is free to deviate if circumstances occasionally require.

-
(UC14)  ROAM2:  When applying ACDC controls, operator shall indicate to all inbound roaming UEs whether or not it honours their roaming ACDC categorization).

-
(UC14)  ROAM3:  If VPLMN does not honour ACDC categorization in a roaming UE, the roaming UE shall disregard ACDC controls, and shall comply with other forms of access control (e.g. ACB) in the VPLMN.

-
(UC1)  UEP1:  The UE supporting ACDC shall be pre-configured with ACDC application list for each ACDC category based on HPLMN operator's policy.

-    (UC1)  UEP2:  The network shall be able to configure ACDC categories (application lists for all ACDC categories) in the UE remotely, based on home operator's policy.

-
(UC3)  UEP3:  The UE shall be configurable with an ACDC category to which particular, operator-identified applications, e.g. DMB, are associated in terms of disaster case usage, subject to regional regulations.

-  
(UC11)  UEP5:  The UE shall verify that the provisioning operation originates from a trusted source, whenever an update of the ACDC category list is provided.

Consolidated set of requirements:

-
(C1) This feature shall be applicable to UTRAN and E-UTRAN
.
-
(C2) This feature shall be applicable to UEs that are not a member of one or more of Access Classes 11 to 15 .
-
(C3) The home network shall be able to configure a UE with multiple ACDC categories to each of which particular, operator-identified applications are associated.  The categories shall be ranked according to the level of impact in congestion.
NOTE 1:
Provisioning of the ACDC categories in the UE is the responsibility of the HPLMN operator, and does not require strict adherence to a globally prescribed ACDC categorization.

NOTE 2:
A mechanism needs to be provided that enables the UE to verify that the provisioning of the configuration originates from a trusted source.

· (C4) The serving network shall be able to broadcast, in one or more areas of the RAN, control information per each ACDC category, indicating e.g. barring rates, and whether a roaming UE shall be subject to ACDC control.
· (C5) The UE shall be able to control whether or not access attempt for certain application is allowed, based on this broadcast control information and the configuration of categories in the UE.
NOTE 1:
Communication already in progress is exempted from this control.

-
(C6) The serving network shall be able to simultaneously indicate ACDC with other forms of access control.
-
(C7) When both ACDC and ACB controls are applied, ACDC shall override ACB.  

�A little strange wording: ACDC applications are not configured by the state.


�Not sure what “available” refers to.  There is a condition “When ACDC is activated”; also, applicability implies “availability”.  The word is removed as superfluous, and one that could possibly cause confusion, unless clearly explained.


�Addition of this phrase seems to be the only new element not present in (UC1)  CONT1.


�This has a look of explanatory note, which seems to state that categories are hierarchical (i.e., ranked by the nature of the application in terms of urgency of communication involved.  This sense of ranking is covered in Roaming Requirements, so it’s not repeated here.  Also, being subject to national regulation (law) and operator policy is applicable to any requirement, and need not be stated here.


�Some elaboration on how the controls affect UEs in the subject area is helpful in terms of consistent and less confusing terminology.  It also covers points made in CONT7 and CONT8, which now can be removed.


�Localization down to a cell and responsiveness to a local surge of access attempts is covered by folding in CONT1.  As an alternative, these points can be captured in the lead-in text, which is required to rationalize and put into context each requirement or group of requirements.


�This is covered in SYS1


�This requirement is covered by means of SCM related requirements in Rel. 12.


�This is covered in CONT1


�Repeat of CONT4.


�Covered in CONT1.


�Based on the evaluation in a separate contribution, this requirement may be rather burdensome, and may cause conflict of interest among sharing partners (“race to the bottom of restrictions”), which may prove difficult to reconcile operationally.  It also is of questionable benefit.


�This is backward compatibility requirement, which can probably be removed as implied.  The requirement also implies that ACDC overrides ACB for UEs supporting ACDC.  This is captured in the extension of (UC8) INT4 below.


�Removed as repetition of INT1.


�This requirement is unnecessary, as it can be achieved by virtue of compliance of other requirements:  ACDC overrides ACB by default, as stated in INT4.  If operator wants ACB to override ACDC, it can simply not broadcast ACDC.  An example for such an operation may be if operator wants to retain current bootstrap procedures that rely on ACB. Once the boot is done, operator can start broadcasting ACDC and keep it in routine operational mode.


�Contributors suggest removal of this requirement, since it stems from a largely hypothetical use case.  EAB is configured in UEs supporting solely delay-tolerant access, in contrast to the scenario in the use case in the TR. This point may need clarification in all 3GPP WGs, but contributors believe that this is an operational issue, not a standards issue.


�This requirement is implied in ROAM2 and ROAM3 above, can be removed.


�Dynamically” may convey a wrong impression that lists are being configured in response to heightened congestion or PRACH load, which should not be the case.  The last thing network needs to do when there is congestion is to add considerably to the load by “dynamically” configuring ACDC categories.


�This requirement seems to be redundant with UEP2. Perhaps the DMB configuration can be included as an example, or covered in the introductory text for this requirement.


�This is probably covered with other provisioning requirement UEP2 (HPLMN responsibility) combined with roaming related requirements (ROAM2 and ROAM3), and can be removed.


�The requirement is strengthen to require the verification/authentication, not just require a mechanism be supported.  The security of ACDC control is very important, so that users themselves don’t override categorization provisioned by the operator.


�Covered in C4. A use case and potential requirements for applicability in Idle and Connected state is pending.


�Covered in C3 and C4


�Covered in C5


�Covered in C4


�Implied in C4


�Implied in C4


�Covered in C4


�This is backward compatibility requirement, which can be removed as implied.  The requirement also implies that ACDC overrides ACB for UEs supporting ACDC.  This is captured in the extension of (UC8) INT4 below.


�Covered in C2


�Covered in C6


�Covered in C3


�Covered in Note 1 next to C3.


�TBD


�Covered in C4 [which needs to be modified somewhat]


�Covered in C4 and also C6 [needs some modification]


�Covered in C3


�Not explicitly covered, but OTA provisioning is implied.


�This requirement seems to be redundant with UEP2. Perhaps the DMB configuration can be included as an example, or covered in the introductory text for this requirement.


�Covered in NOTE 2 next to C3.


�Extended to UTRAN.


�The indication in the original form of the requirement is not necessary.  If operator wants to have ACB precedence, it would simply not use ACDC. The other case is covered in the proposed form of the requirement.
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