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Abstract
This use case illustrates how largely unified ACDC controls by the network can be applied for UEs in Idle State and for UEs in RRC_CONNECTED state, but not active in an ongoing communication.
Discussion

The need for controlling access from RRC_CONNECTED state has been growing, since UE connection state transition timers have been extended in recent Releases, to combat negative impact of frequent state transitions on the network, in face of highly dynamic communications brought about by advent of “smartphones”.

In RRC_CONNECTED state UE uses scheduling request, not RACH.  Hence, other options exist to control traffic ingress from UEs in connected state.  However, there is network impact of unproductive service request/reject, if RAN is congested.
Perhaps more importantly, inability to extend ACDC controls to UE RRC_CONNECTED state may expose a weakness in the feature, which may be exploited by savvy users, effectively defeating its main purpose.  This is illustrated as follows.

Let’s assume that ACDC controls are imposed such that all but DMB (highest ranked) categories are blocked.  However, a technically savvy user may be able to briefly launch DMB, gain network access, and therefore get to RRC_CONNECTED state; then due to extended connected state timers, the user can quickly launch an ordinary application belonging to a lower ACDC category (e.g. video upload from the scene of a disaster).  This would not only contribute to clogging up the network, but also may add to the RACH load.  Though incidences of such behaviour may be initially limited to technically savvy users, the knowledge of this “trick” could rapidly spread through various means available today, such as social media.

By indicating that at launch of an application even when in RRC_CONNECTED state of the UE, ACDC controls are applicable, this sort of vulnerability can be overcome.
***** BEGIN 1st CHANGE *****
4.N
Use Case N – Applicability of ACDC in UE Connected State
4.N.1
Description

Access restrictions with ACDC are imposed when one or both occur:

· RACH is overloaded or in danger of becoming so (access probe collision rate is too high)

· Overall traffic load in either UL or DL in a given RAN node is too high, causing many service request rejections

A joint set of controls can possibly be used for both of these situations.  However, the impact of UE service requests is dependent on connection state.  From the idle state, impact is both on RACH (access probe) and on overall UL/DL traffic load (access probe initially, then traffic to follow, if granted).  In contrast to that, from the connected state, the impact is only on traffic to follow.
Hence, if the RACH overload is the sole cause of the need to suppress UEs requesting service, imposition of joint ACDC restrictions applying to both may unduly restrict UEs in RRC_CONNECTED state.  The solution illustrated in this Use Case is to have the network indicate whether ACDC controls are imposed due to RACH overload, overall traffic load, or both.
4.N.2
Pre-conditions

The system, including majority of UEs, supports ACDC.  The system in the city X is operating in a normal (non-overloaded) condition before the incident described in the Service Flow section occurs.
Network supports ACDC.
4.N.3
Service Flows
An earthquake strikes in the city X.

Initial surge of access attempts from alarming devices, remote motion sensors, and other kinds of MTC UEs causes excessive access probe collisions; RACH is in danger of becoming overloaded.
Affected RAN nodes automatically impose ACDC controls, dispersing access probes, and reducing probe collision rate (RACH overload).
People start reacting in the aftermath of the earthquake, calling or e-mailing to loved ones, uploading pictures or video clips from the scene, attempting to get information about the incident by accessing the web.  They are joined by increased intensity of communication of first responders, in charge of dealing with the effect of the disaster.  Hence, overall traffic goes up and RAN congestion starts occurring.
Network imposes ACDC controls to reduce traffic ingress and avoid unproductive service request/reject messaging.  For a period of time, only applications in higher ACDC categories manage to get through, along with emergency communication and communication from UEs with special subscriptions, such as emergency response and repair crews.
Gradually, as the situation stabilizes, the ACDC controls are relaxed, and unimpeded access of all applications is permitted by the network.
4.N.4
Post-conditions

Excessive access probe collision rate, which threatened to drastically reduce performance in affected RAN nodes, is prevented.

Adverse effects of congestion in RAN nodes is reduced by means of two distinct mechanisms: 

(1) Unproductive service request/reject messaging was reduced on the radio interface, which otherwise would have reduced network carrying capacity;
(2) Existing and more important services were given priority and performed better than if ACDC controls had not been imposed.
These improvements come at a cost of some less important services being pushed back or barred for a period of time.

In summary, operator is able to manage congestion in a targeted fashion, selectively protecting the affected RAN resources.  Thus, RACH is protected during access probe surge, and traffic ingress is managed when excessive traffic volumes so require.

4.N.5
Potential Requirements

The potential requirement derived from this use case is:
-
A RAN node experiencing congestion shall apply unified controls to manage application initiation from UEs in idle and connected state (with exception for UEs in an ongoing service).  The RAN node shall indicate whether controls apply to idle UEs, connected UEs, or both groups of UEs.
***** END 1st CHANGE *****
