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Introduction

This contribution proposes a consolidated list of network capabilities/services that can be exposed for SEES TR section 5.2 “Potential additionnal requirements”.
It groups and generalises the capabilities/services requirements identified in the use cases of the TR into: 
· Network resource optimisation
· Monitoring by 3rd party application server of network and UE resources 
· Charged entity change by the 3rd party

· Data transmission

Notes:

· It is proposed to generalise “M2M Server” terminology used in the TR to “3rd party application server” as there is no reason to restrict access to network capabilities or services to a specific MTC type of application.
· Some of the capabilities/services listed below rely on already existing 3GPP functionality (like Location). The goal is not to replicate the functionality but to clarify the exposure of this network capabilties/services to 3rd party applications can be considered in a generic exposure service for widely used APIs. Another contribution proposes such generic statement in a generic requirement, so this is not included in the list of requirements proposed below.
·  In the TR, each requirement was preceded by a generic requirement indicating that there shall be “agreement between MNO and 3rd party” for exposure. Another contribution proposes this generic statement in a generic requirement, so this is removed in the list of requirements proposed below.

***** 1st CHANGE *****
5.2
Potential additional requirements

5.2.x
Requirements on Network capabilities and services to expose
· Requirements on resource optimisation:
Table 5.2.x-1: Requirements for resource optimisation
	Network resource optimisation

	Section 4.2.1.6

Use case background traffic

	1. The 3GPP Core Network shall enable a 3rd party service provider to request background traffic to UEs in a geographic area, indicating its desired time window, the volume of the data traffic expected to be transferred in this geographic area (it could be aggregate volume for all the UEs of the application or volume per UE (same volume for all UEs expected) with the number of UEs expected in this geographic area). 
2. The 3GPP Core Network shall be able to inform third party provider of the recommended time window for the traffic and maximum aggregated bitrate for its set of UEs for the geographic area indicated by the third party provider. 
3. The 3GPP Core Network can provide more than one time window with additional information e.g. the corresponding maximum bitrate and the expected cost to the 3rd party service provider. 

The goal is to allow MNO to favour transfer of more traffic during non-busy hours and to spread out traffic during that time. The time window provided by the application can be used by the 3GPP network to address the expectation of the 3rd party provider. Multiple time windows can be provided by the network to allow the 3rd party service provider to choose one appropriate time window based on its preference like the expected cost and bitrate.

	Section 4.1.1.6
Use case communication patterns
	4. The 3GPP Core Network shall enable a 3rd party service provider to provide information about communication patterns (e.g. communication initiation interval, volume of data transmission) from/to individual UEs or groups of UEs.
This information may be used by the 3GPP System to optimize resource usage (e.g. RAN radio resource control).

	Section 4.1.2.5

Use case M2M service provider setting via MTC Server various parameters for communication with is MTC devices.
	5. The 3GPP Core Network shall be able to indicate to a 3rd party service provider when data transmission has a risk to be delayed in a specific area (e.g. due to high traffic load in that area). Additionally, the 3GPP Network may give an estimate when the congestion is expected to be mitigated.
This information may be used by application to delay its data sending and avoid bad user experience.


· Requirements on Monitoring:
Table 5.2.x-2: Monitoring
	Monitoring

	Section 4.2.5.6

Use case monitoring on application usage
	1. The 3GPP Core network shall be able to inform a 3rd party application server about a UE’s communication failure events and reasons (e.g. connection error codes for troubleshooting). 
This information can be used by 3rd party application server which has critical requirements on communication reliability and needs to repair the failure rapidly.

	Section 4.2.5.6

Use case monitoring on application usage
	2. The 3GPP Core network shall be able to inform a 3rd party application server about UE status of roaming. 
3. The 3GPP network shall be able to inform a 3rd party application server about change or loss of the association between the ME and the UICC.

The two above information can be used by 3rd party application server to provide anti-theft services to the end-user. 


· Requirements on location:
Table 5.2.x-3: Location
	Location

	Section 4.2.5.6

Use case monitoring on application usage
	1. The 3GPP Core network shall be able to allow a 3rd party application server to get informed when a UE moves in/out of a geographic area and UE location change reporting.
The goal is to enable the applications to offer value added services to end-users based on the UEs’ location. These services are based on PLMN possibilities i.e. without the need of GPS and without continuous data transfer and for low power consumption and GPS-free devices. 

	Section 4.2.3.6

Use case real-time exposure of UEs footprint
	2. The 3GPP Core network shall allow a 3rd party application server to request or get informed at regular intervals information on the number of UEs present in a certain geographic area and the location of each UE within the geographic area. 
3. The 3GPP Core network shall provide information on the number of UEs present in a certain geographic area and the location of each UE without violating user privacy, i.e. it should not be possible for the application to link the information with any permanent or public UE or end-user identity.
4. The area that the third party API request may include is a geographic area. A geographical area may be defined as shapes (e.g. polygons, circles) or civic addresses (streets, districts...)  (OMA Presence API OMA-TS-REST_NetAPI_Presence-V1_0-20130212-C [3] e.g. defined by shape areas of IETF RFC-5491 or by civic addresses defined in IETF RFC-5139).
These real time location and presence information can be used by services like Public Safety services to evaluate population in case of emergency or for transport administrations which would not need to deploy their own equipments to know the car traffic.


· Requirements on Charging:
Table 5.2.x-4: Charging
	Charging

	Section 4.2.4.7

Use case Charing choice
	1. The 3GPP System shall enable a 3rd party application to indicate that the 3rd party application shall be charged for an ongoing communication of a UE that is served by the 3rd party application, instead of charging the subscriber of the UE. 
This allows adaptation of charging on variety and evolution of application needs.


· Requirements on data transmission:
Table 5.2.x-5: Data transmission
	Data Transmission

	Section 4.1.2.5

Use case M2M service provider setting via MTC Server various parameters for communication with is MTC devices.
	1. The 3GPP Core Network shall enable a 3rd party service provider to request setting up data sessions with specified QoS (i.e. low latency or jitter) and/or high priority handling to a UE that is served by the 3rd party service provider.
The goal is to allow 3rd party to provide its preferred traffic transfer needs to establish a session with e.g. low latency and high priority for emergency cases for example.

	Section 4.1.2.5

Use case M2M service provider setting via MTC Server various parameters for communication with is MTC devices
	1. The 3GPP Core Network shall enable a 3rd party service provider to request broadcast of data within a specified geographic area to the UEs of a specified group of devices that are served by the 3rd party service provider. 

The goal is enable access to broadcast services from 3rd party.


***** END OF CHANGES *****
