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Abstract: The purpose of this contribution is to propose a bootstrapping and auto re-configuration use case for service chain auto provisioning to support the “dynamic” discovery of a newly installed mobile service to be steered over S/Gi-LAN.
Background

The service providers can install new services through 3GPP network for their mobile users,But it is not easy to pre-configure all the service especially for the 3rd party OTT service providers.  So if the 3GPP network interconnecting with S/Gi-LAN can offer self-discovery, self-configuration and self-optimization capabilities of service chain for various OTT services , it will enable the automation of network operations by minimizing manual intervention or configuration as well as auto re-configuration.  
In the context of this contribution, we refer such capability as service chain bootstrapping and auto re-configuration.  The main purpose for this capability is for time to market of new 3rd party service deployment to make it simple and profitable for 3GPP operator. 
Proposal

It is proposed to add the following use case to TR 22.808 for service chain bootstrapping and auto re-configuration capability. 

***** 1st CHANGE *****
X 
Use Cases and Scenarios

x.1
Bootstrapping and auto re-configuration Service Chain
x.1.1
Description

The service providers can install new services through 3GPP network for their mobile users. Furthermore, the 3GPP operator may allow 3rd party service providers to provide service enablers and allow mobile users to customize service enablers. But it is not easy to pre-configure all the service for the 3rd party OTT service providers. 
 So if the 3GPP network interconnecting with S/Gi-LAN have  the capability of bootstrapping and auto-reconfiguration service chain for various OTT services , it will enable the automation of network operations by minimizing manual intervention or configuration as well as auto re-configuration which will make the network operations more efficiently and reliably.
To enable above service chain bootstrapping and auto re-configuration, the 3GPP network will be offered the service descriptions and parameters of the new service enablers provided by 3rd party OTT, and also the mobile users subscription information for each service enabler or composite of several service enablers. 3GPP network will then bootstrapping or re-configure the service steering policy accordingly which stands for users’ requirements.   
The dynamic service chain bootstrapping as well as auto re-configuration simplify the network installation and expedite new services (e.g. OTT’s) deployment. 
x.1.2
Pre-Conditions
Operator X offers regular and premium service enablers for their enterprise customers for their web services.   The pre-configured regular service chain in S/Gi-LAN includes virus, spam scanning, phishing detection and application detection control (ADC) which are not designed for best delay and jitter guarantees.  
A doggy daycare center has an agreement with operator X to offer real-time webcam monitoring and communication over operator X S/Gi-LAN for their doggies’ owners.  
x.1.3
Control flows
Owner of the doggy daycare center goes to the operator X’s website to launch the webcam service. 
The mobile users subscribe the webcam service. 

The 3GPP network of operator X is automatic offered the webcam service descriptions, the parameters of the service enabler and  the mobile users subscription information for the webcam service.

Based on the information offered, the 3GPP network derives the new service traffic steering policy and automatic re-configures the service chain for the mobile users who have subscribed the webcam service. 

x.1.4
Post-conditions
When the service packet arrives the 3GPP network and is classified matching the new service traffic steering policy, the service packet will be processed accordingly.
 x.1.5
Potential requirements

1) There should be mutual authentication to provide secure association between the mobile packet core and the S/Gi-LAN domains, hence, the integrity of the discovery and information exchange would be secured.

2) 3GPP network should be able to offered service descriptions and parameters to automatic install their services/applications. 
3) The dynamic service enabler discovery can be done via solicited or unsolicited information exchange between the 3GPP domain and the S/Gi-LAN.

***** END OF CHANGES *****
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