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Abstract
The Use Case shows how, in a possible approach by a VPLMN operator, ACDC network controls implemented by VPLMN apply to a roaming UE, even though ACDC categorization in the roaming UE may be different than such categorization in non-roaming UEs.
As an alternative to this approach, VPLMN may choose not to honour ACDC categorization in roaming UEs.  In such a case, roaming UEs behave as if they don’t support ACDC, and their access is controlled via legacy access control methods (primarily ACB).  This is described in a separate Use Case (see S1-140198). 
***** BEGIN 1st CHANGE *****
4.N
Use Case N - Roaming compatibility when ACDC categorization is honoured in roaming UEs
4.N.1
Description

In ACDC it is necessary to group mobile originated applications into access categories (hereafter called “ACDC categories”), so that each category is independently controlled in terms of ability to permit network access as the application is started in the UE (usually, but not always, by user action to launch an application).  Grouping into categories is necessitated because there are too many mobile applications to be each individually controlled.

Each operator should have flexibility to independently create ACDC categories by provisioning them into UEs it activates on its system.  This brings into question ACDC roaming compatibility.  This use case addresses the question on how ACDC network controls implemented by VPLMN may apply to a roaming UE, if so permitted by the VPLMN, even though ACDC categorization in the roaming UE may be different than such categorization in non-roaming UEs.  This VPLMN permission is conveyed by the term “honouring” ACDC categorization.
Editor’s Note:  May want to reword “honour”, as it is causing some confusion.
4.N.2
Pre-conditions

Operator Z UEs have been provisioned by operator Z by creating N ACDC categories in the following fashion:

	Operator Z ACDC Category
	Applications
	Notes

	1
	DMB
	DMB (Disaster Message Board) is high priority point-to-point messaging service enabled by the operator in situations of natural or other kind of disaster, allowing friends and family to exchange messages even when network is highly congested.  A high level DMB description can be found in TR22.805 (UPCON Technical Report).

	2
	Voice Services
	E.g., IMS with audio component only

	3
	Non-GBR TCP-based data services
	

	4
	Point-to-point video services
	

	...
	... 
	

	N
	All remaining services
	


Analogously, operator A UEs have been provisioned by operator A also for N ACDC categories as follows:

	Operator A ACDC Category
	Applications
	Notes

	1
	Text-based human generated messaging services
	Includes SMS and all forms of IP-based Instant Messaging services entailing contact lists, whether they are user-defined or downloadable from server.

	2
	Human-generated Multimedia Messaging Services; Certain vital M2M services
	

	3
	Highly delay tolerant TCP-based data services; Remaining M2M services
	

	4
	Adaptive video streaming services
	

	...
	... 
	

	N
	All remaining services
	


Operators A and Z both support ACDC .  Operator A’s  policy is to honour ACDC categorization provisioned in roaming UEs.
Zbigniew is subscribed to operator Z.

4.N.3
Service Flows
Zbigniew is roaming on Operator A network with roaming data services enabled.  A powerful earthquake takes place causing severe damage and other adverse effects in the city and surrounding area.  Communication links are severely degraded, but there is still coverage in the area in the aftermath of the earthquake, though carrying capacity of the wireless network A is reduced.
As another consequence of the earthquake, intensity of both human and M2M communication rapidly increases, causing severe congestion in the wireless network A.  In response to this situation, local radio access network A ACDC controls take effect, so that previously completely open access for all ACDC categories quickly turns into completely barred access for all but the highest ACDC category (1 in the tables above).

4.N.4
Post-conditions

Thanks to the ACDC controls taking effect, network A congestion subsides, though only most critical ACDC category applications are allowed to access the network.

Zbigniew is unable to place a voice call to his family, due to classification to ACDC category 2, which is barred.  However, Zbigniew is able to use DMB application classified in his UE as ACDC category 1, which is kept open by ACDC controls in this locality of network A.

Analogously, network A home users cannot use voice services or multimedia messages to reach their loved ones, as those services are in ACDC category 2, which is barred.  However, they can use text messaging and IM, since those are category 1 services.

In summary, even though there is no direct compatibility of classification of applications into ACDC categories between networks A and Z, Zbigniew as a roaming user experiences network behaviour related to access controls of applications similar to what he would have experienced if he was not roaming.  Hence, a sufficient degree of roaming compatibility is achieved, while allowing each operator A and Z to independently configure ACDC categories.

4.N.5
Potential Requirements

The potential requirements derived from this use case are:

-   There shall be a limited number of ACDC categories defined, which shall be ranked from highest (least likely to be barred) to lowest (most likely to be barred).
Note:  Provisioning of ACDC categories in the UEs is the responsibility of HPLMN operator, and does not require strict adherence to a globally prescribed ACDC categorization.
Note:  When ACDC controls are imposed, normally, the level of access restrictions (probability of denied or deferred access) for each higher ranked ACDC category is lower than for any lower ranked ACDC category.  This is schematically illustrated in the following figure. Note however that this is only nominal behaviour (occurs in large majority of scenarios), from which the network operator is free to deviate if circumstances occasionally require.
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***** END 1st CHANGE *****
