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Abstract
In addition to “Identify[ing] the use cases and potential requirements to allow/restrict the communication initiation of particular applications defined by operator”, the ASAC WID (see  S1-134169) calls for the objectives to conduct a “Gap analysis with existing access control mechanisms” and to “Consider backwards compatibility” with those mechanisms”.  This is reflected in the Scope section of TR 22.806, second bullet.

As a fillow-up to the discussion paper presented by Qualcomm in SA1 #64 in San Francisco (see S1-135062), this contribution is proposed as a first draft of Section 5 of TR 22.806 titled “Analysis”, covering the stated purpose of the Scope.
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5
Analysis

5.1
Objectives
The objective of this section is gap analysis with existing access control mechanisms in consideration of backwards compatibility with those mechanisms and any interworking questions.
5.2
Brief Description of Access Control Mechanisms
Access Control is described in TS 22.011 Section 4.  The various existing and proposed mechanisms can be briefly summarized as follows:
ACB:  Access Class Barring
ACB classes can be grouped into three categories:

· Ordinary:  Classes 0 ~ 9 are randomly spread amongst UEs;

· Emergency Calling:  Class 10 is to be used for Emergency Calling (e.g. 911 in North America and 112 in Europe);

· Special Classes:  Classes 11 ~ 15 require subscription and are for special purposes such as MPS.  They are generally higher priority classes.

Each UE is allocated one Ordinary Class.  A UE with special subscription may be additionally allocated at least one Special Class.  Emergency Class is not permanently allocated to a UE, but access may be separately controlled if a UE is attempting an emergency call.

Access for each of these classes can be independently controlled via broadcast control messages, which may indicate:

· barring (no access allowed for a class), or 

· deferring (access allowed, but only upon a randomly determined delay for each UE of that class that wants to attempt access;  the average delay varies depending on severity of network congestion, which is indicated in broadcast control messages)
The latter method of stochastic access control is used in EUTRAN (see bottom of Section 4.3.1 of TS 22.011), and is considered superior to the older open/close access of 10 ordinary classes.  The 10 access classes are controlled with the common SIB broadcast by the network, but it has much finer granularity and range of control due to exponential control function rule.
SSAC:  Service Specific Access Control
SSAC provides an additional independent access control applicable when UE is attempting MMTEL service origination from idle mode.  The control method is stochastic algorithm, identical to the aforementioned paragraph of Section 4.3.1, though a separate control SIB is used.
The purpose of SSAC is to provide a balance of available network resources between MMTEL vs. other types of services, without having to disallow MMTEL services on an individual attempt basis, which could potentially unproductively consume network resources in situations when MMTEL service attempt arrive in overwhelmingly large numbers.
CSFB Access Control

Access for multi-mode UEs may be controlled by EUTRAN when UE performs CSFB to a network supporting circuit-switched services.  Here too, the control method is stochastic algorithm, identical to the aforementioned paragraph of Section 4.3.1, though a separate control SIB is used.

The purpose of CSFB access control is to prevent dual-mode UEs from effectively being exempt from associated CS network access control.  Though the specification does not go into operational details, CSFB access control on EUTRAN should reflect access control restrictions currently imposed on the associated CS network.

EAB:  Extended Access Barring

EAB was designed for UEs more tolerant to access restrictions, such as limited functionality UEs for MTC (e.g. utility meters).  EAB access controls have the following features:

· Black-and-white (open/closed access) controls are applicable for each of 10 ordinary ACB classes

· Separate controls are specified for three roaming-driven categories

· When EAB access is open, the UE is still subject to ACB controls (i.e., EAB can only restrict access)

PMOC:  Prevention of Mobile Originated Communication

The intent of PMOC is to extend access controls normally applicable when UE is in idle mode to situations when UE is about to initiate an application, but it is in connected mode.  The need for this extension arose as a result of connected mode timer extensions implemented to combat excessive UE state control signalling, causing much undesirable traffic, which reduces radio access usable capacity (see MODAI Feasibility Study TS 22.801).
ACDC:  Application Specific Congestion Control for Data Communication
The intent of ACDC is to apply access controls in a less indiscriminate way compared to ACB.  Whereas ACB applies equally on all ordinary UEs, regardless of the purpose of an access attempt from a UE, ACDC groups applications in categories of importance, and applies access controls to lesser categories first, sparing more important applications from denial or deferral of access until and unless level of congestion is severe enough that they must also be affected.
5.3
Discussion and Recommendations
5.3.1
TS Potential Editorial and Other Improvements
Due to gradual inclusion into the specification of various forms of access control, in multiple efforts to solve specific, often narrowly stated use cases or anticipated access related problems, resulted in a patchwork of requirements.  There is some repetition in the text; for example, the aforementioned paragraph at the bottom of Section 4.3.1 of TS 22.011 is repeated verbatim at the end of Section 4.3.2.  This is not helping to develop a consistent view of access control.  During the normative phase, it may be prudent to editorially improve the text in the TS.
5.3.2
TS Potential Consolidation

Some forms of access control can be viewed as a subset of one another, or could potentially be consolidated, with the benefit of the hindsight, were it not for existing implementations, with which any consolidation must not be in conflict.  For example, ACDC could take the place of ordinary ACB (special classes 11~15 excluded) in its intended functionality, except for legacy UEs.  ACDC could effectively replace SSAC simply by defining MMTEL services as one specific ACDC application category.  The same is true for CSFB access control.  PMOC should be at least consistent, if not combined with ACDC.  The only difference is whether or not RACH is used for service initiation, hardly a factor in system/service requirement formulation.
TS 22.011 does in some cases specify interaction between various forms of access control.  However, the matrix of interactions is not comprehensive and does not consider ACDC yet.
5.3.2
Operating Regimes of Access Control 
Editor’s Note:  It would be useful to have some discussion in this TR on the subject of open and closed loop operating regimes of access control.  The text in this Section is proposed as a start.  Any additional text is FFS.
There are two basic modes of usage of access controls: open loop (“scripted”, or static), and closed loop (automatic, or dynamic).  This is not discussed in the TS 22.011, since it’s largely an operational issue.  This distinction may have some impact on future SA5 specifications, hence a need to formulate some associated requirements may exist.  Beyond some anticipated SA5 impact, the implementation of control algorithms is largely internal to RAN and other nodes (e.g., an OAM application server), and not subject to standardization.
The open loop operating regime (can be also called “scripted” or static regime) is often used to protect core network elements from deluge of registrations (location updates) for example at the time of network cold start upon shutdown for the purpose of system upgrade.  In this regime, a “script” is run by the OAM applications server to allow access gradually, (E)NodeB by (E)NodeB, and access class by access class (or by gradually relaxing stochastic control parameters from blocked toward completely open access).
In the closed loop operating regime (automatic or dynamic), access control parameters are derived by each (E)NodeB independently, based on the real-time performance parameters in that (E)NodeB.  These parameters react automatically to volume of access attempts observed by the (E)NodeB, as well as other factors associated with traffic volume and congestion in the (E)NodeB, to regulate access attempts.  The access is kept open if those parameters are within defined operating limits.  Operator may define such limits and set the parameters.  Operator may also specify other parameters, such as control time constants, and aggressiveness of access controls, but the methodology does not involve a centrally operated scripted set of controls executed in real time.
5.3.2
Other Recommendations
Refinements Based on Operational Experience:  ACDC control structure should be flexible, e.g., allow a variety of control parameters, so that performance can be fine tuned on the basis of operational experience.  Same applies for other forms of access control.  For example, since legacy UEs don’t support ACDC, operator will need to rely on ACB being applied simultaneously with ACDC.  As the penetration of ACDC-capable UEs increase, the ACB and ACDC controls will have to be adjusted to account for the proportion of UEs in the system. 
Consolidation of Terminology:  This could be considered a part of editorial review, but the existing text, as well as proposals for ACDC use various terms to convey essentially the same thing, which is not helpful in clearly formulating the requirements, or unambiguous understanding of their meaning.  For example, the terms ACDC and ASAC have been used interchangeably, and the term PMOC conveys a rather similar meaning.  To show the relationship, one possibility could be to replace PMOC with ASAC in UE connected mode.

PMOC Clarification:  PMOC wording in Section 4.6 of TS 22.011 is somewhat ambiguous, and may need to be clarified. 

Motivation and Usage Scenarios:  To better understand access control requirements and to guide the novice on how and why they may be used, TS 22.011should provide more solid motivation and application scenarios for some of them.  For example, the text from section 5.2 above that briefly describes PMOC may be used as the motivation for the requirement in Section 4.6.  This would be in keeping with the recent initiative to provide such motivation in all requirements specifications.
Interaction of various forms of access control:  Formulating a full matrix of interactions and hierarchy of all forms of access control may be useful in this TR, but may not be appropriate for the TS.
ACDC and PMOC interaction:  PMOC could have the same control and categorization structure as ACDC, thus avoiding duplication.  Care must be taken to ensure that PMOC and ACDC solutions (former is in Release 12, latter in Release 13) do not diverge.  
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