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Introduction

This contribution clarifies the relationship between the SEES proposals and the OMA and GSMA APIs.
Discussion

1. OMA’s proposed APIs
According to OMA Architecture Group Network API Dashboard [1], the OMA has completed the 21 APIs: 
	REST_NetAPI_FileTransfer
	REST_NetAPI_ThirdPartyCall
	REST_NetAPI_CapabilityDiscovery

	REST_NetAPI_Presence
	REST_NetAPI_AddressBook
	REST_NetAPI_ACR

	REST_NetAPI_NotificationChannel
	REST_NetAPI_Messaging
	Autho4API (SE)

	REST_NetAPI_Chat
	REST_NetAPI_Payment
	REST_NetAPI_DeviceCapabilities

	REST_NetAPI_ShortMessaging
	REST_NetAPI_ImageShare
	REST_NetAPI_AudioCall

	REST_NetAPI_CustomerProfile
	REST_NetAPI_TerminalLocation
	REST_NetAPI_CallNotification

	REST_NetAPI_Common
	REST_NetAPI_VideoShare
	REST_NetAPI_TerminalStatus


The 9 APIs marked in red in the above table have been agreed by GSMA. 
Others are still candidate.
 There are also 4 other APIs still under discussion in OMA:
	REST_NetAPI_NMS
	The API for network message storage

	REST_NetAPI_QoS
	The API for QoS attribute request and retrieval

	REST_NetAPI_VVOIP
	The API for voice over IP

	REST-Roaming
	The API for roaming provisioning


2. GSMA’s published APIs  
Based on the OMA proposed APIs, the GSMA already published 9 GSMA APIs:

	Anonymous Customer Reference - BETA
	This API allows a Web application to request an Anonymous Customer Reference (ACR)

	Customer Profile - BETA
	This API allows a Web application to query the customer profile of an end user who is the customer of a mobile network operator. This information (name, address, etc.) will be shared only following the explicit permission of the end user

	Data Connection Profile
	This API allows a Web application to query the connection type (e.g. 3G, GPRS etc.) and roaming status of one or more devices connected to a mobile network.

	Device Capability
	This API allows a Web application to query the capabilities of a device connected to a network.

	Payment
	This API allows the service provider to charge mobile subscribers for use of Web application, content and other service.

	Location
	The API allows a Web application to query the location of one or more mobile devices that are connected to a mobile operator network.

	MMS
	The API allows a Web application to send and receive MMS messages

	SMS
	The API allows a Web application to send and receive SMS messages

	Voice Call Control
	The API allows a Web application to start and manage a phone call

	Zonal Presence - BETA
	The API allows a web application to query the number of users in a zone, be notified of entries to/exits from the Zone, and the user path taken through the Femtocells in a Zone.


3. Relationship of these OMA and GMSA APIs with current SEES proposals
	SEES proposal
	The relationship with OMA network APIs

	Background traffic
	· The ongoing OMA QoS API “The RESTful Network API for QoS” enables  an application to schedule for quality of service in a delayed mode for forthcoming services (e.g. as a video streaming application, I know that every day I have a high load of connections on my website at 8pm and never before. I could request QoS directly at 8pm but my Operator offer me a better deal if I ask for my QoS before 3pm). ”. This allows the application to tell the operator in advance the time during which the application estimates there will be data transfer.
· SEES proposal allows to inform the third party provider of the acceptable maximum aggregate bitrate that it could use to push data to its set of users and the availability time window for the location specified by the third party provider. Such information provided to the third party cannot be related to one specific UE as a UE moves and as network capacity depends also on other UEs. The goal is to favour transfer of more traffic during non busy hours and schedule these transfers to avoid the peak load.

Conclusion: the SEES “background traffic” is different from the OMA API “RESTfull network API for QoS” SEES proposal allows the 3rd party to estimate when it likes to send data according to information provided by the network. 

	Connection Properties Exposure
	· GSMA one API “Connection profile” allows a Web application to query the connection type (e.g. 3G, GPRS etc.) and roaming status of one or more devices connected to a mobile network.

· The SEES proposal “Connection Properties exposure” provides UE’s connection properties to a 3rd party: the data rate (e.g. average data rate, data rate range or non-absolute value) and the QoS that the UE is likely to be able to obtain in near future (e.g. one minute) at the current location. 
Conclusion: The SEES proposal “Connection Properties Exposure” is supporting the GSMA One API “Connection Profile”.

	Real-time exposure of UEs footprint 
	· The GSMA One API “Zonal Presence” allows a Web application to request number of UEs which are present in a ‘Zone’ (an API for a demand and an API for a subscription change to receive regular information). A zone is a cluster of one or more Femtocells to which end user phones may be connected. With the Zonal Presence API you can determine the number of users in a zone, be notified of entries to/exits from the Zone, and the user path taken through the Femtocells in a Zone. For example, this API could be used to determine pedestrian traffic in a shop, airport etc. that have Femtocells deployed at various points.
· SEES proposal is to provide to a 3rd party application the information on the number of UEs present and their identification in a certain area based on 3Rd party request (an API for a on-demand request and an API for a regular information).
Conclusion: SEES requirement for “Real-time exposure of UEs footprint” supports GSMA API proposal.

	Charging model choice
	· The ongoing OMA work defines one QoS API on charging: “The RESTful Network API for QoS SHALL support identification of the party (user or service provider) who is to be charged for the user’s QoS change/upgrade. This Id MUST be an optional parameter.” This requirement is only to indicate the identification of the entity which will pay for QoS upgrade. 
· SEES proposal is to allow 3rd party provider to indicate which of the end-user or 3rd party service provider has to be charged for a communication”. This proposal is not related to QoS change/upgrade and does not provide the identification of the end-user or 3rd party. It allows to change the charging model during communication between the 2
· Conclusion: SEES proposal “Charging model choice” is complementary to OMA QoS API as it allows network to consider 3rd party application choice of which of the 2 entities to charge at a certain moment of the communication.


Proposal

It is proposed that the above conclusions are added to the SEES use case in TR 22.853 in order to clarify the relationship of SEES with the current OMA and GSMA API work. 
***** 1st CHANGE *****
 4.2
Application related use cases

4.2.1
Background traffic Use Cases 

4.2.1.1
Description

This use case describes the optimization for background data delivery. This case proposes that the network allow application to schedule their background traffic transfers via providing the appropriate time window in order to avoid the peak load.
4.2.1.2
Pre-Conditions
The 3rd party application provider and the MNO have a agreement according to which the MNO will provide the 3rd party application provider the network policy information for background traffic in the location specified by the 3rd party application provider and the 3rd party application provider will take this information into account to schedule information transfer in a way that is beneficial to the MNO.

4.2.1.3
Service flows
The 3rd party application provider expects to initiate a push service to its mobile users in one location, e.g. like a software upgrading for its smart phones, or a music/video transfer.

The 3rd party application provider indicates to MNO that there is background traffic in one location that is flexible to the time and requests information to help it to decide when it can be transferred, and the 3rd party application provider also indicates the size of the data traffic expected to transfer.
As many 3rd party application providers may request a background traffic transfer, MNO schedules these transfers in order to avoid peak load during non busy time. MNO is using its network information and its schedule information for the specified area to provide the 3rd party application provider the allowed bit rate for data transfer in the network and expected duration for this availability in the location specified by the 3rd party application provider.
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4.2.1.4
Post-Conditions
The 3rd party application provider adapts the background traffic transfer occurring in the specified location during the recommended time window. 
The MNO transfers the background traffic and can offer a lower charging rate during this time window, and the potential peak load caused by mass background traffic is avoided via scheduling these background traffic transfers to the appropriate time windows.
4.2.1.5 
Potential requirements
Depending of MNO and 3rd party agreement, the network shall be able to inform third party provider of Push services of the acceptable maximum aggregate bitrate that it can use for its set of users and its availability time window in one location specified by the third party provider, and such information provided to the third party is not related to one specific UE. The goal is to favor transfer of more traffic during non busy hours and schedule these transfers to avoid the peak load.
4.2.1.x 
Relationship with OMA and GSMA APIs

SEES “background traffic” feature is different from the OMA API “RESTfull network API for QoS”. OMA API enables the application to tell the MNO network in advance the time at which the application estimates there will be data transfer.
4.2.2
Use case on Connection Properties Exposure
4.2.2.1
Description
To improve user experience, a 3rd party (e.g. website) could make use of information on the UE’s connection properties. Connection properties of a UE describe the data rate and QoS that the UE is likely to be able to obtain in the near future (e.g. one minute), given the RATs it is currently attached to and given the load conditions at its current location. 

In this use case, we identify a requirement to support exposure of 3GPP network information to allow 3rd party access the underlying connection information. 
4.2.2.2
Pre-conditions
Alice and Bob are subscribers of operator A. They use smart phone browser to access news.example.com website.

Alice and Bob are in different location. Due to different RATs and network load, Alice is experiencing high data rate while Bob is experiencing low data rate.
4.2.2.3
Service Flows

The web site (3rd party) queries network to determine Alice and Bob’s connection properties. Network replies the target user’s connection properties to the web site. Due to different connection properties, the web site returns the full version of web site to Alice which includes pictures, flashes and text. Meanwhile, the web site returns the compact version of web site to Bob which mainly consists of text with a few low definition pictures.

4.2.2.4
Post-conditions

Both Alice and Bob browse the web site with short loading time. Alice browses the full version of web site and Bob browses the compact version of web site.
4.2.2.5
Potential Requirements
The network shall be able to identify a UE’s connection properties. Connection properties of a UE describe the data rate (e.g. average data rate, data rate range or non-absolute value) and QoS that the UE is likely to be able to obtain in near future (e.g. one minute) at the current location. Dependent on MNO’s policy, the connection properties can, for example, be generated from the RAT type the UE is currently attached to, the load conditions at its current location and/or other parameters.
Based on MNO and 3rd party’s agreement and respecting subscriber privacy the network shall be able to provide a UE’s connection properties to a 3rd party.
4.2.2.x 
Relationship with OMA and GSMA APIs

SEES “Connection Properties Exposure” feature supports the GSMA One API “Connection Profile” that allows the retrieval of the current RAT information of the user’s connection by 3rd party application.
4.2.3
Real-time exposure of UEs footprint

4.2.3.1
Description

This use case describes the two scenarios where the MNO provides the real-time snapshot of UE footprint information to a 3rd party.

4.2.3.2
Pre-conditions

The MNO network supports obtaining and exposing real-time UE footprint information.

The MNO and the third party sign agreement for this service, and the MNO will provide the real-time UE information to the third party.

The third party like Emergency team is allowed to obtain the number of UEs present in the requested area and their anonymous location.
The third party like transport administration is allowed to obtain the dynamic transport information (e.g. the speed, the amount of the UEs).
4.2.3.3
Service flows

Scenario 1: Emergency service

A fire starts in a quarter of the town and emergency services arrive in place. 

Emergency team expects to determine where UEs are in order to deploy resources and protect the appropriate areas.

Emergency team asks the MNO to provide a snapshot information on amount and location of UEs present in an area, i.e. the real-time user footprint information.
MNO is using its network information to provide the Emergency team with number of UEs present in the requested area and their location.
Scenario 2: Transport real-time information
The transport administration wants to know the UE information (e.g. the speed, the amount of the UEs) in a specified state’s area where the dedicated transport network of sensors and detectors are not installed.

The transport administration requests MNO to provide the regular snapshots of UEs information in a specified area.

MNO is using its network information (from HSS, RAN…) to identify the UEs in the specified area and provide the transport administration with the information (e.g. the speed, the amount of the people) regularly.
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4.2.3.4
Post-conditions

Scenario 1: Emergency service

The emergency members rescue with the assistance of the obtained anonymous information. 
Scenario 2: Transport real-time information
The screens in the control and schedule center of the transport administration displays regular updates of the UEs information to allow them to take appropriate action for example to solve a crowding situation.
4.2.3.5 
Potential requirements

Depending of MNO and authorized 3rd party agreement, the operator shall be able to provide regularly or on-demand to a 3rd party application the information on the number of UEs present in a certain area and on their location as for a Location Based Service. 
This should be done without violating private user information, i.e. no possibility to for the application to link the information with the UE or end-user identity.
Editor’s note: Definition of the area is FFS.
4.2.3.x 
Relationship with OMA and GSMA APIs

SEES “Real-time exposure of UEs movement” features supports the GSMA API “Zonal Presence” that allows an application to determine the number of users in a zone, be notified of entries to/exits from the Zone, and the user path taken through the Zone.
4.2.4
Charging model choice
4.2.4.1
Description

The use case illustrates the selection of the charging model by 3rd party.
4.2.4.2
Pre-conditions

A 3rd party service provider introduces a new on-line game and get on-line subscription by end-users.

The end-users play the on-line games on their smart phone via the connection offered by the MNO network.

The 3rd party service provider and the MNO agree that the 3rd party service provider could change the charging model.

4.2.4.3
Service flows

The user uses the smart phone to play the on-line game.
At the beginning of usage of this new game, the end-user is charged.

When this service is used more often or any other criteria that makes the end-user becomes a VIP user, the 3rd party service provider interacts with the network to request a new charging model to charge the 3rd party service provider.

The network accepts the request if allowed.
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4.2.4.4
Post-conditions

The 3rd party service provider is charged for the user’s traffic instead of charging to the user.
4.2.4.5
Potential impacts or interactions with existing Services/Features

None.
4.2.4.6 
Potential requirements

Depending of MNO and 3rd party agreement, the network shall allow 3rd party provider to indicate which of the end-user or 3rd party service provider has to be charged for a communication in order to allow: 

-
The user to be charged for the traffic flow; 
-
The 3rd party to be charged for the traffic flow.
4.2.3.x 
Relationship with OMA and GSMA APIs

SEES “Charging model choice” feature complements the 3GPP feature that would be needed for OMA QoS API which provides the identification of the party (user or content/service provider) who is to be charged for the user’s QoS change/upgrade. 
***** END OF CHANGES *****
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