Page 4
Draft prETS 300 ???: Month YYYY


3GPP TSG-SA WG1 Meeting #85
S1-140047
Taipei, Taiwan, 20th – 24thJanuary 2014
Agenda Item:
6
Source:
Ericsson
Title:
DP for Access Control for MMTEL-voice 
Document for:
Discussions & Decision
1 Introduction
RAN overload occurs when the resources are not sufficient to serve UEs and the system is in an unstable state so that new access attempts cannot be accepted. Overload occurs especially in the situation where a large number of UEs try to access the network at the same time. This scenario can occur large events such as football games, disasters etc.  

RAN2 has an on-going Study Item for congestion control mechanisms in LTE (RP-132092). The technical report of the study can be found in [1]. The objective of the study according to RP-132982 is following: 

The objective of this study item is to improve congestion mitigation handling mechanisms in RRC_IDLE in order to, depending on the operator scenario, ensure prioritization of the following mobile originating access during congestion:

· access for initiation of voice services such as MMTEL voices.
In RAN2#83bis meeting, RAN2 agreed on the key issue in this study:
The inability of LTE to prioritize VoLTE calls over other data in access barring and/or connection establishment, leads to establishment failure of VoLTE calls and is therefore considered as key issue in this SI.
In RAN2#84 meeting, different solutions to solve this key issue were studied and based on discussion, an LS to SA1 was sent [2].
This contribution discusses limitations of existing congestion control mechanisms and also discusses the solution depicted in LS [2]. The contribution also suggests the actions to be taken by SA1 in response to this LS.
2 Discussion

2.1 Limitation with current overload control mechanisms for MMTEL
Recently, VoLTE commercialisations have come to reality. It can be expected that the number of VoLTE deployments will increase substantially within the next years. For operators deploying VoLTE, it is important to have sufficient access control mechanisms in place. 
In existing LTE networks, there are many congestion and overload control features which help the radio network to keep the load level on a desirable level. However, if the resources are not sufficient to even serve the initial access, UEs need to be barred from accessing the system - at all - with Access Control mechanisms. There are multiple variants of access control mechanisms, such as Access Class Barring (ACB), Extended Access Barring (EAB), Service Specific Access Control (SSAC) and Access Control for CSFB, as specified in TS 22.011 (Stage-1) and TS 36.331 (Stage-3). However, the existing access control mechanisms do not provide means to prioritize MMTEL voice calls over e.g. best effort internet traffic.

Currently, SSAC can be used to bar and hence down-prioritize MMTEL voice and video calls. However, in case the UE passes SSAC enforcement, MMTEL voice and video calls are also is subject to ACB enforcement in the UE. This means that if SSAC is used, the MMTEL calls suffer from a “double-barring problem”. This means that MMTEL voice and video calls get worse access probability than any other access types as the resulting access probability depends on both SSAC and ACB probability factors. This interaction also means that it is not possible to control the access for other types of traffic (e.g. plain internet access) with ACB without also impacting MMTEL calls. This can be seen as a severe limitation considering that MMTEL voice and video traffic typically has higher priority than e.g. background internet traffic.
Furthermore, the “double-barring problem” for MMTEL voice/video also means that tuning the barring parameters is difficult for the network operator, as the actual arrival intensity of the accesses depend on combination of broadcasted parameters for both SSAC and ACB.
It can be noted that for Access Control for CSFB, the “double-barring problem” with ACB enforcement does not exist as the following is specified in TS22.011, clause 4.3.3, as well as realized in Stage-3 (TS 36.331):
-
If Access control for CSFB is applied by the UE for a mobile originating session request for CSFB, the UE shall bypass enhanced Access control on E-UTRAN for that session.
2.2 Solution identified in RAN2
As part of the ongoing study item, RAN2 has discussed different solutions to solve the MMTEL prioritization problem. These solutions are listed in TR 36.848 [1]. As indicated by RAN2 [2], a majority of companies in RAN2 consider that Solution 2 which reuses existing SSAC is a simple and straightforward solution and is feasible in Rel-12 time frame.

From TR 36.848 [1]:

Solution 2: The UE skips for MMTEL Voice the ACB check, regardless of whether SSAC parameters are broadcast or not. The network may control whether or not the UE performs the ACB check skip following SSAC check. This network control could be realized by adding a new bit in the SIB, the UE skips for MMTEL Voice the ACB check, regardless of whether SSAC parameters are broadcast or not. The network may control whether or not the UE performs the ACB check skip following SSAC check. This network control could be realized by adding a new bit in the SIB
It is  considered that omitting ACB enforcement for MMTEL voice calls is reasonable in order to avoid the problematic interactions between SSAC and ACB. Control of MMTEL voice is still possible with the SSAC mechanism. Omitting ACB enforcement for MMTEL calls would also allow the network operator to give higher access probability for MMTEL voice calls than other traffic, e.g., for regular internet access. 
There may be existing networks that already deploy some combination of ACB and SSAC mechanisms, and take the double barring problem into account in the parameter setting. To avoid unwanted impacts on existing networks, it is preferable that the bypassing of ACB enforcement is controlled by the network, e.g. via a bit in system information. 
This contribution proposes the following:
Proposal 1 Introduce a new requirement that a UE subject to SSAC is not subject to access class barring when MMTEL voice takes place.
Proposal 2 The serving network shall be able to control the bypassing of ACB with broadcast information..
It is proposed that corresponding requirements are introduced for MMTEL video as well:  
Proposal 3 Introduce a similar requirement for MMTEL video as for the voice where the serving network shall be able to control if the UE for MMTEL video shall be subject to access class barring.
To allow independent control of voice and video, it is preferable to introduce separate control bits for those.
2.3 Handling of special classes 

Recently there has been some discussion how to handle special classes AC 11-15 with the new functionality to bypass ACB for MMTEL calls as discussed in RAN2. 

Currently in ACB, Access Classes 0-9 are barred with a random probability and a random timer. The access classes 11-15 can be allowed or barred with a specific bit for each class. Additionally, according to existing Stage-3, a network is prevented from using a parameter setting that bars access from UEs belonging to Access Classes 11-15, unless all classes AC 0-9 are barred (i.e., broadcasting access probability equal to 0%).
For SSAC and Access Control for CSFB, the barring algorithm and handling of special classes AC 11-15 is similar to ACB, i.e., there are separate parameters for AC 0-9 and AC 11-15. There can be concerns that in some scenarios, UEs having a valid special class AC 11-15 are barred whereas UEs having a normal class AC 0-9 are allowed. This can be avoided by specifying that the new requirement for omitting ACB enforcement is applicable for all access classes. 
Proposal 4 Omitting ACB enforcement shall be similarly applicable for all Access Classes, i.e, UEs AC 0-9 and 11-15. 
3 Conclusion

In this contribution the limitations in the current congestion control mechanisms and the LS received from RAN2 has been discussed. The following is proposed:
Proposal 5 Introduce a new requirement that a UE subject to SSAC is not subject to access class barring when MMTEL voice takes place
Proposal 6 The serving network shall be able to control the bypassing of ACB with broadcast information.
Proposal 7 Introduce a similar requirement for MMTEL video as for the voice where the serving network shall be able to control if the UE for MMTEL video shall be subject to access class barring.
Proposal 8 Omitting ACB enforcement shall be similarly applicable for all Access Classes, i.e, UEs AC 0-9 and 11-15. 
A corresponding CR to TS 22.011 (Rel-12) is provided in S1-140048.
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