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Abstract: The purpose of this contribution is to propose a general use case for service chain bootstrapping to study the mobile service steering over S/Gi-LAN.
Proposal

It is proposed to add the following general use case to TR 22.8xx. 

***** 1st CHANGE *****
X 
Use Cases and Scenarios

x.1
Bootstrapping Service Chain
x.1.1
Description

This use case describes the dynamic discovery of service chain once it is instantiated.  

Service chain instantiation could be based on pre-configuration; however, dynamic service chain instantiation should also be feasible to simplify the system provisioning on support service chaining. 

To discover the service chain dynamically could provide a more efficient, reliable and/or optimal network service delivery based on traffic engineering policy to support Network As A Service  (NAaS)

x.1.2
Pre-Conditions

A mutual authentication mechanism has been in place between the mobile packet core and S/Gi-LAN.  Hence, the integrity of the discovery and information exchange would be secured. 

In addition, there would have been pre-configuration to indicate whether the bootstrapping is based on solicited or unsolicited approach between the mobile packet core and the S/Gi-LAN.  In both cases, the reachability (e.g. via IP addressing, DNS look-up etc.) of the control function, that is to send the solicit and to intercept the unsolicited notice, would have been provided to the peer domains. 
x.1.3
Control flows
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Figure x.1.3:  Use Case for Bootstrapping Service Chain via Unsolicited Indication from S/Gi-LAN to Mobile Packet Core 
The figure above is to demonstrate the unsolicited approach.  More details on both approaches are FFS. 
1. Once the service chain is instantiated at the S/Gi-LAN, the policy control point of mobile packet core will be notified unsolicitely of the availability of the newly instantiated service chain.   Alternatively, the policy control point of the mobile packet core could solicit the S/Gi- LAN (not shown above) to acquire the availability of the service function for the specific service.  
2. Based on the availability of the service chain, the mobile packet core policy control point derives the service steering policy accordingly and updates them to the service classifier.

x.1.4
Pro-conditions
When the service packet arrives and is classified matching the pre-defined service policy, the service packet will then be inserted into the new service chain accordingly.
 x.1.5
Potential requirements

· The policy control point of mobile packet core should have the ability to acquire the service chain information.
· The policy control point of mobile packet core should derive the service steering policy according to the availability of the service function and update them to the service classifier.
· There would be mutual authentication between the 3GPP domain and the S/Gi-LAN domain, hence, the integrity of the discovery and information exchange would be secured
· Dynamic discovery may be done via solicited or unsolicited information exchange between the 3GPP domain and the S/Gi-LAN, any technical details and possible extensions on the signaling and control flows impacts towards the PCRF, GGSN/PGW/TDF and S/Gi interface need FFS.  
***** END OF CHANGES *****
Outstanding questions

Qn-1: What level of the service traffic should be applied for service chaining?

· Per Session 

· Per Bearer

· Per Service Data Flow 

· Per Application 
Qn-2:  Should roaming be considered in this release or future release? 
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