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Introduction

This contribution discusses and clarifies the scope of the SEES in order to clarify the relationship with existing 3GPP MOSAP work item and the related work in other organizations like OMA. 
Discussion

1. Generic scope of SEES work
Interworking with the service providers and exposing some network capabilities or services can help the operators to get benefit from the 3rd party application innovative services.

Today already some deployments exists in a proprietary way allowing the operators to provide application providers with some services such as network usage statistics, user location etc. But as this is not standardized, this is not optimised for a multi-vendor environment.
2. Relationship with MOSAP

During last SA Plenary, the relationship between the SEES and MOSAP has been questioned. It was proposed that SA WG1 checks this aspect.
In Rel-12, MOSAP stage-1 TS22.278 [2] specifies the requirements for the interworking with the 3rd party application but this is limited to the framework feature i.e. (should be an exhaustive list) authentication, authorization and charging of the 3rd party application: 
	No.
	MOSAP stage-1 requirement
	Analysis

	1
	The Evolved Packet System shall support the following interworking scenarios between a mobile operator and data application providers:

-
Scenario #1: access/IP connectivity and non-IMS/non-OSA based data applications provided by the same mobile operator

-
Scenario #2: collaboration between mobile operator providing access/IP connectivity and non-IMS/non-OSA based data applications provided by 3rd party providers

-
Scenario #3: no collaboration between mobile operator providing access/IP connectivity and non-IMS/non-OSA based data applications provided by 3rd party providers

The Evolved Packet System shall support all scenarios in non-roaming and roaming configurations.

The Evolved Packet System shall support all scenarios for home routed and local breakout roaming traffic except for authentication and authorization as identified below.
	These MOSAP requirements clarify the different type of data application providers and scenario for interworking. 
There is no change expected on these possibilities from the new SEES work.

	2
	For scenario#2, the Evolved Packet System shall enable 3rd party data applications to rely on security derived from the security provided by the operator.
	This security issues on the interworking is not studied in SEESas covered already by MOSAP

	3
	For scenario#2, the Evolved Packet System shall support authorization and allocation of resources on 3GPP accesses for 3rd party data applications. The home network performs authentication and authorisation in the local-breakout roaming scenario.
	The authentication and authorization of 3rd party data applications are not studied in SEES as already covered by MOSAP.

	4
	The Evolved Packet System shall support policy control interactions between a mobile operator and data applications for all scenarios triggered by application layer signalling or by user plane traffic.
For scenario #3, the Evolved Packet System shall support UE initiated requests for prioritised traffic handling through authorisation and allocation of resources on 3GPP access for 3rd party data applications. The Evolved Packet System shall revert to normal traffic handling if the request is not confirmed by the UE within a specified preview period.
	These 2 requirements say that the 3rd party application could request for policy control. They do not enter in details of which information could be exchanged (e.g. via Rx interface). 
SEES use case regarding QoS differentiation to allow the network to provide more policy for the 3rd party applications can be discussed.

	5
	The Evolved Packet System shall support online and offline charging models (e.g., user pays, application provider pays, etc.) for all scenarios.
	This requirement does not say how the application can select the charging model. 
SEES use case can be discussed on this.


Table 1: analysis of MOSAP and SEES relationship
2. Relationship with other SDOs’ work 
It has been question what was the overlap of specification with other SDOs like OMA and GSMA(see SA plenary report).
In order to illustrate the difference between scope of the SEES and GSMA…, a possible architecture for the service exposure is depicted as example in the Figure 1 (will be part of stage 2 study).
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Figure 1: illustration of potential architecture for service exposure
The APIs for the interworking between the 3rd party Service Provider and the 3GPP network is not in scope of SEES. These APIs can be for example specified by GSMA oneAPI standard group, and OMA may develop work on APIs according to the cooperation between GSMA and OMA.  MNOs could also define their private APIs based on their specific requirements on the APIs. 

Besides service APIs, the external 3rd party applications also possibly use the 3GPP interfaces to interwork with MNO for example SGi or Rx interface. Potential new 3GPP interfaces or the enhancement on the existing 3GPP is in the scope of this 3GPP work.  

Proposal

It is proposed to add the following text to TR 22.8xx (SEES).

***** 1st CHANGE *****
1

Scope

The objective is to study use cases and identify potential requirements for the network information and capability that the 3GPP network could exposed to the 3rd party applications and the MNOs could get the benefits from such the 3rd party applications.
The study will identify if existing capabilities (e.g. MOSAP, OMA, GSMA oneAPI, MTC IWF) already satisfy the use cases. Potential additional requirements will be formulated if enhancements to existing capabilites or new capabilities are needed..
***** END OF CHANGES *****
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