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Abstract: ACDC use case: further clarification on interaction with other forms of access control – SSAC. For the sake of completeness of TR.
Introduction
NTT DOCOMO has no particular requirements on interaction of ACDC with SSAC. Texts are here proposed for the sake of completeness of TR.
Proposal
To add a new use case as follows:

A.B
Use Case X – interaction with other forms of access control – SSAC
A.B.1
Description

When considering an access barring mechanism that bars certain flows and allows certain flows, people tend to think about the barring side. But we need to be reminded that ACDC is a feature focusing on the "allowing" side.
Only mis-network-operation would cause conflict; that is when SSAC tells to bar MMTEL, and ACDC tells to allow MMTEL. It is sufficient to draw attention to avoid such mis-operation.
A.B.2
Pre-conditions

The proprietary network operation system of an operator is equipped to alarm possible mis-operation of conflicts between ACDC and SSAC.

A.B.3
Service flows
A person in charge of operation is invoking both ACDC and SSAC in a careless manner.

The operation system blocks that operation and alarms. 

A.B.4
Post-conditions
Possible conflicts between ACDC and SSAC are avoided.
A.B.5
Potential requirements

The requirement derived from this use case is:
NOTE:
Potential conflicts between ACDC and SSAC are solved by an appropriate network operation.
