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Abstract

The Use Case illustrates how key objectives of ACDC can be achieved, namely: proportionality of control to severity of congestion; Need to apply controls in the UE (not generate traffic in the process); Need for automation of controls; Localization of impact down to individual RAN node; Impact on on-going communication; and Interworking with ACB.

***** BEGIN 1st CHANGE *****
4.N
Use Case N – Control of ACDC 
4.N.1
Description

This Use Case is meant to illustrate several control aspects of ACDC, such as network triggering and control access restrictions, effects of ACDC on on-going communication, etc.

The use case also addresses the operational condition of only some percentage of UEs being ACDC capable, while remaining UEs are only capable of legacy forms of access control, such as ACB, i.e. they are pre-release 13.

4.N.2
Pre-conditions

The system is populated with a sufficient percentage of UEs capable of ACDC (Release 13 or later), to make ACDC controls worthwhile.  UE-0 is a pre-release 13 (not ACDC capable); UE-A is ACDC capable.

Note:  What is considered as sufficient percentage of ACDC penetration is largely an operator defined threshold.

The network is configured for automatic imposition of ACDC controls using an algorithm that takes into consideration a variety of factors of RAN node load and performance, e.g.:  Access channel rate of occupancy, uplink and downlink scheduling delays, radio receiver performance (e.g., noise rise), and ACDC penetration rate among UEs.  
4.N.3
Service Flows
Initially, the network is operating at a manageable level of traffic load, not requiring imposition of ACDC or any other forms of access control.

An industrial accident involving a large gas explosion causes a massive fire erupting in a city suburb.  This causes mobile communication traffic in the local RAN nodes to drastically increase.  This is partially due to increased human activity (e.g., residents, workers, and passers-by calling their friends and family, police and fire brigades), but also a surge in M2M applications (e.g., alarm messaging, remote surveillance, etc.).  Also, some network capacity is lost (e.g. micro- and femto-cells, and backhaul links are destroyed).  

To counter this increase in traffic volumes and to combat congestion and large number of access attempt threatening to overwhelm the system, ACDC controls are imposed in affected cells.  At first, lowest ranked categories of applications are affected with mildly restrictive levels of access blocking and/or backoff.

UE-A attempts to launch an application from a low ACDC category (photo upload from the scene to a social networking web-site), however, the attempt must be backed off per ACDC instructions received from the network by UE-A.

UE-0 does not recognize ACDC instructions, hence it can launch the same photo uploading application without delay.

Due to significant volume of access attempts still threatening to overwhelm the network, ACDC controls are automatically increased to a higher level of access restrictions.  Additionally, ACB controls kick in, so that access attempts from non-ACDC capable UEs are also curtailed.

UE-0 photo upload application continues, regardless of rank.

UE-0 attempts an additional application, however, due to imposition of ACB, the application stands a chance of being blocked or backed-off (deferred), though it may be a high-ranked application, such as voice call.  In contrast to that, UE-A is allowed to initiate a voice call, since ACDC controls at that moment are not imposed on that ACDC category.

As it moves away from the scene of the incident, UE-0 reaches the coverage of a cell that is sufficiently distant and less affected by the event, and where access control restrictions are non-existent. Hence, UE-0 is permitted to initiate the voice call at that point.

Back in the centre of the incident, as traffic volumes continue to rise, ever higher level of ACDC restrictions are imposed automatically by the network, and so is the case with ACB level of restrictions.  In the most severe cases, all but the highest ranked ACDC category access restrictions may be imposed in most heavily affected cells.  As a result, ACDC capable UEs in those cells can still launch applications such as DMB from those highest categories.  Non-ACDC capable UEs cannot launch any application.  Note that this condition typically lasts for a short period of time.

Thereafter, as traffic demand falls off over time, ACDC controls, as well as ACB controls gradually subside in the reverse fashion, i.e., access restrictions are gradually decreased and removed from the higher to the lower categories of ACDC.  In parallel, ACB restrictions are also gradually decreased and removed.

4.N.4
Post-conditions

Proportionality of control:  In response to controls to traffic congestion imposed by the network, initiation of communication from ACDC capable UEs is reduced proportionally to the level of congestion, in such a way as to adversely affect applications and services deemed to be of lesser importance, while retaining full access to the network, or less adversely impacting, applications and services deemed to be essential.

Applicability:  When ACDC controls are imposed, network impact is minimized by suppressing less important applications at the source, namely in the UEs.  This is in contrast to having to deny service requests explicitly by the network and thus generating signalling traffic.

Automatic control and localisation of impact:    Access control is conducted locally in each RAN node in an automatic fashion, so that:  (1) ACDC controls are imposed quickly, responding to a possible surge of access attempts; and (2) RAN nodes not affected by congestion do not restrict access unnecessarily.

Effect on on-going communication:  Communication already in progress is not adversely affected, no matter how quickly and severely ACDC controls are imposed.  For example, an existing voice call is not torn down, even though the relevant ACDC category bars initiation of additional voice calls.

Interworking with ACB and other forms of access control:  ACDC controls can co-exist with ACB and other legacy forms of access control.  ACDC controls can be gradually adjusted as a function of penetration of ACDC capable UEs, to obtain the overall desired effect of controlling access from the ensemble of all UEs in the system.

4.N.5
Potential Requirements

The potential requirements derived from this use case are:
-
Subject to operator policy and regulatory considerations, the network shall be able to control UE access to the RAN on a basis of specific application(s) or categories of applications, whenever the nature and degree of congestion requires it (e.g., due to, but not limited to, effects of natural disaster).

-
ACDC controls shall apply to initiation of communication from the subjected application or application category, but shall not apply for a delay-sensitive and user impacting service already in progress, e.g. voice or video call, and multimedia streaming, characterized by distinct session beginning and end.

-
ACDC controls shall be conducted locally in each RAN node in an automatic fashion, and shall be able to respond effectively to a possible local surge of access attempts.  Operator shall be able to configure control parameters (e.g., time constants, weight of RAN performance factors of influence) in the RAN nodes, and to have oversight of performance, but shall not have to be required to “manually” intervene in the control process.

-
It shall be possible to simultaneously apply ACDC with other forms of access control, such as ACB, allowing for gradual adjustment in ACDC network control behaviour commensurate with level of penetration of ACDC capable UEs in the system.  
- 
When ACDC is applied by the network, it shall override ACB, if simultaneously applied, for an ACDC-capable UE with ACB class 0-9.
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