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1. Introduction

This document proposes text for the Use case section of the MAPN TR.

2. Reason for Change

Use case proposal.
3. Proposal

It is proposed to agree the following changes to 3GPP TR 22.8xx.
* * * First Change * * * *

<Proposed change in revision marks>

4.x
In-vehicle User Equipment
4.x.1   
Use Case Description

A smart in-vehicle user equipment provider offering connected devices without knowing in advance the mobile service provider that will be used by the automobile service provider. 
4.x.2       Pre-conditions

The mobile service provider is not known by the automotive service provider.
4.x.3       Service Flows

The mobile service provider can be a Mobile Network Operator (MNO) or a Mobile Virtual Network Operator (MVNO), thus requiring the UE to use a specific APN depending on the specific MNO, MVNO or Mobile Virtual Network Enabler (MVNE) enabling the data connectivity.
Three scenarios are possible for the automotive service provider:

-
Scenario 1:
1.
at the manufacturing stage, a UICC is inserted into the in-vehicle UE. This UICC does not have an active USIM;
2.
the MNO / MVNO partner is selected;
3.
a USIM with the MNO / MVNO / MVNE authentication credentials and profile is activated;
4.
depending on the selected mobile service provide, the UE selects the correct APN to be used from the UE.
-
Scenario 2:
1.
the automotive service provider selects the MNO / MVNO partner;
2.
at the manufacturing stage, a UICC is inserted into the in-vehicle UE. This UICC has an active USIM containing the MNO / MVNO / MVNE authentication credentials and profile, including APN information;

3.
depending on the selected mobile service provide, the UE selects the correct APN to be used from the UE.
-
Scenario 3

1.
at the manufacturing stage, no UICC is provided in the in-vehicle UE;
2.
the automotive service provider selects the MNO / MVNO partner;
3.
after the manufacturing stage, a UICC is inserted into the in-vehicle UE. This UICC has an active USIM containing the MNO / MVNO / MVNE authentication credentials and profile, including APN information;
3.
depending on the selected mobile service provide, the UE selects the correct APN to be used from the UE.
4.x.4       Post-conditions

The UE is configured with the correct APN to allow data connectivity. 

4.x.5
Existing technical solutions

<Void>

4.x.6       Potential new requirements

-
The UICC shall be able to store an APN (including all the mandatory and optional fields that allow an APN to be identified unambiguously).
-
The UE shall be able to detect whether an APN is stored in the UICC.
-
The UE shall be able to retrieve the APN stored in the UICC, and use this APN as the default APN for the data connection.

The requirements above fulfill all the operational scenarios depicted in clause 4.x.3. Additional considerations are summarized in the following table.

Table x: APN storage in the UICC

	Scenario
	APN storage in the UICC
	Considerations

	Scenario 1 – UICC (with no active USIM) inserted during the in-vehicle manufacturing process
	APN is stored in the UICC during the USIM activation process.
	OTA personalization of the USIM. No need to further configure the UE APN with another OTA APN platform because the APN is part of the USIM personalization profile.

	Scenario 2 – UICC (with an active USIM) inserted during the in-vehicle manufacturing process
	APN is stored in the UICC during the UICC manufacturing personalization. 
	No need of any UE configuration via OTA.

	Scenario 3- UICC (with an active USIM) inserted after the in-vehicle manufacturing process
	APN is stored in the UICC during the UICC manufacturing personalization.
	No need of any UE configuration via OTA


