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This Tdoc provides two use cases to address permanent and temporary partial connectivity scenarios as described in the FS WID SP-130240 [1].
Discussion: 
The FS_REOPS WID states that the objectives of the WID are:
The objective is to study use cases and identify potential requirements for resilient E-UTRAN operation in support of mission critical network operations. Initial scenarios (but not excluding scenarios arrived at during the study) would include:

1) an eNB either permanently or temporarily without connection to the backhaul;

2) a set of eNBs either permanently or temporarily without connection to the backhaul but with connection(s) to each other;

3) a set of eNBs temporarily without connection to the backhaul and without connection to each other.

This study shall aim at avoiding UE impact by reusing existing UE requirements whenever possible. Should existing UE requirements not be sufficient or applicable, new UE requirements may be considered.

The security of the network shall not be compromised by the introduction of the functionality described above.

This study should aim at minimising impact on requirements for ProSe and GCSE_LTE.

This study should aim at re-using existing standardised functionality as much as possible.

Interpreting the objectives, one will arrive at the following conclusions:

Scenario 1 describes a situation in which a single eNB (that may encompass multiple cells ) covers the relevant theater of operation. For REOPS enabled EPS no additional connectivity should be required to provide network based connectivity between UEs covered by this eNB. Connection to the “outside world” (e.g. to a dispatcher) is not enabled by this scenario.

Scenario 2 describes a situation in which no single eNB covers the theater of operation; there exists however a connected set of eNB’s that does. For this scenario it is desirable that eNB’s are able to transfer traffic between them to provide connectivity to all UEs associated with these eNB’s. 
Scenario 3 describes a situation in which no single eNB covers the theater of operation, however there exists a set of unconnected eNB’s that does. For this scenario it is desirable that adjacent eNB’s establish over-the-air (OTA) links between them to create, if possible, full connectivity between all relevant eNB’s.
Emergency deployments may be adjacent to a functioning deployment which includes backhaul. Similarly, in a disrupted network some eNB’s may retain their backhaul. Therefore we can derive another use case, not included in [1], which is

Scenario 4, in which eNB’s that never had or have lost their backhaul are adjacent to other eNB’s which do have a backhaul. The eNB’s may or may not be connected by wire (as in scenarios 2 and 3 respectively). For this case it is desirable that eNB’s that do not have backhaul will form and use a connection  to those that do in order to provide UEs with outside world (e.g. a dispatcher) connectivity.
These 4 scenarios are described in the context of two use cases for permanent partial connectivity and disrupted networks.
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Use case A: Permanent limited connectivity network deployment

Initial conditions:

· A limited connectivity network has been deployed over a possibly large area such that:

· Some eNBs serve each an area that’s large enough to include the whole theater of operations and have neither connectivity to other eNBs nor backhaul
· Some eNBs have neither connection to other eNBs nor backhaul and no one eNB can serve the whole theater of operations

· Some eNBs are connected to each other but none has a backhaul connection
· Some eNBs have a backhaul connection
· Police officers, fire fighters etc., together named Public Safety (PS) users, are deployed into this area.

· They employ LTE UEs which may or may not be ProSe enabled and may or may not be GCSE enabled. At this point it is not known whether the UEs are required to be REOPS enabled.

· In the context of GCSE, if enabled, PS users may belong to one or more GCSE groups.

Flows:

· eNBs that have no connectivity attempt to establish over the air links to other eNBs in the goal of providing connectivity between all eNBs. 

· eNBs are able to route traffic that would normally pass through their backhaul connection through other eNBs and their backhaul connection.
· If GCSE is supported by the UEs and the eNBs then one-to-many communications is also enabled

· Each UE accesses an appropriate cell according to cell selection procedures, pre-configured policies and network advertised information if available

· UEs authenticate themselves to the NW and establish traffic bearers. Traffic includes but is not limited to voice.

· .

Results:

· UEs that are served by a single eNB are able to exchange information between them. 

· UEs that are served by connected eNBs are able to exchange information between them.

· UEs that are served by eNBs that are in vicinity of each other (and therefore have established an over the air link) are able to exchange information between them.

· UEs served by eNBs that have established a backhaul connection via other eNBs can communicate with entities outside of the area (e.g. a dispatcher)

Use Case B: Network disruption during PS operations
Initial conditions:

· Police officers, fire fighters etc., together named Public Safety (PS) users, are deployed in a potentially large area.

· They employ LTE UEs which may or may not be ProSe enabled and may or may not be GCSE enabled. At this point it is not known whether the UEs are required to be REOPS enabled.

· In the context of GCSE, if enabled, PS users may belong to one or more GCSE groups.

· PS users are able to exchange information (that includes but is not limited to voice) between them and with outside entities (e.g. a dispatcher).

· At some point the network experiences a major disruption, as a result of which:

· Some eNBs are off the air (e.g. resulting from power loss)

· Some eNBs serve each an area that’s large enough to include the whole theater of operations and have neither connection to other eNBs nor backhaul.

· Some eNBs have neither connection to other eNBs nor backhaul and no one eNBs can serve the whole theater of operations

· Some eNBs are connected to each other but none has a backhaul connection.

· Some eNBs have a backhaul connection.

Flows

· eNBs that have lost all connectivity attempt to establish links to other eNBs in the goal of providing connectivity between all eNBs. 

· eNBs are able to route traffic that would normally pass through the backhaul connection through other eNBs and their backhaul connection.

· If GCSE is supported by the UEs and the eNBs then one-to-many communications is also enabled.

· Each UE re-accesses same cell or another appropriate cell according to cell selection procedures, pre-configured policies and network advertised information if available

· The need of UEs to re-authenticate themselves to the NW is FFS. 

· Any required user action to re-establish connection is FFS.

Results

· UEs that are served by a single eNB are able to exchange information between them. 

· UEs that are served by connected eNBs are able to exchange information between them.

· UEs that are served by eNBs that are in vicinity of each other (and therefore have established an over-the-air link) are able to exchange information between them.

· UEs served by eNBs that have established a backhaul connection via other eNBs can communicate with entities outside of the area (e.g. a dispatcher)

