3GPP TSG-SA WG1 Meeting #63
S1-134054
Zagreb, Croatia, 19 – 23 Aug 2013
(revision of S1-13xxxx)
Title:
Discussion on REOPS consideration for severe situation
Agenda Item:
9.2 FS_REOPS
Source:
ITRI
Contact:
chsieh<AT> itri<DOT>org<DOT>tw 
Abstract: This proposal discusses the scenarios of dynamically deployed Public Safety eNB(s) with or without backhaul.
1 Introduction

This contribution discusses the scenarios of using one or more dynamically deployed Public Safety eNB to assist the communications of Public Safety UEs regardless of the availability of backhaul connection from eNB to the core network and proposes including the potential usage in the scope of REOPS.

2 Discussion

In the case of a large scale natural disaster, (e.g., earthquake, snow storm disaster, etc.), network infrastructure may be destroyed such that communication is not available in the area. One or more Public Safety eNBs may be deployed dynamically to assist the communication of Public Safety UEs in a specific area. The dynamically deployed eNBs may organize autonomously as a radio access network (for example, by utilizing SON technologies developed by RAN3). 

A rescue team may be sent to the area and each rescue team member is equipped with a Public Safety UE for mission critical communications. Public Safety UEs within the coverage of the set of eNBs shall be able to discover each other, to communicate with each other individually or to perform group-based communications. Though Public Safety UEs may communicate with others through ProSe direct communication, one or more Public Safety eNBs for supporting the communications of Public Safety UEs could be necessary and helpful to extend communication range and to enhance the communication robustness of the mission. 
When the Public Safety eNB(s) have backhaul link to the network, the authentication between UE and UE and the authentication between UE and eNB can rely on the support of the core network.  However, when the Public Safety eNB(s) are isolated without backhaul connection to the network, the security and the communication services shall not be compromised: 

· The security association between UE and UE or between UE and eNB shall be supported without the assistance of the core network.
· The communications of the Public Safety UEs within the service range of the set of Public Safety eNBs shall be provided regardless of the availability of the backhaul connection to the core network.

3 Proposal
This contribution proposes SA1 to consider the following items when investigating the service of REOPS: 

· Supporting security association between eNB and UE as well as UE and UE with or without the assistance of the core network.

· Supporting discovery and communication services for Public Safety UEs within coverage of a set of dynamically deployed eNBs regardless of the availability of the backhaul connection to the core network.

