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Abstract: 

Today APNs are provisioned and stored inside the ME. As APNs are MNO specific, a large list of APNs need be stored inside the ME. As a result, this list cannot be exhaustive in order to cover all operators worldwide. Furthermore, APNs may change from time to time for a given operator, which means that this list will need to be updated. 

The ME usually offers the possibility for the user to modify or complete the APN list according to their needs, in which case user interaction is required which sometimes result in errors. 

In both cases above, this results in bad user experience and so an alternative mechanism is needed that allows remote configuration of the APN list by the operator.
Additionally, the LS S1-133134 from GSMA also mentioned the case of M2M user equipment providers: It is a challenge for M2M device providers, who have no service awareness to preload the correct APNs into their devices, which further strengthens the need for operators to remotely configure the APN list. Moreover, the procedure to manage a complete APN list does require a Device Management platform. The need of a Device Management platform is not an issue in many use cases, but it could represent a problem in very cost-sensitive markets such as the M2M where unnecessary costs can affect the concrete feasibility of business cases and make the difference between flying or not.
The discussion paper take these points into consideration to propose requirements in SA1 for stage 2 and 3 to provide an adequat solution to improve user experience and simplify M2M user equipment deployments.

Background:
Till now, Access Point Name list has been stored in the ME. At the time the solution was defined, only few data capable handsets and data services were available (mostly for WAP and MMS). Users could enter by hand the one or two APNs into the handset via the handset user interface, according to their needs. Even by that time, errors could occur during the process resulting in bad user experience.
It was not foreseen the change in user expectation and the boom in data services with the large deployment of smart phones, tablets and M2M devices. Neither was foreseen the explosive growth of mobile data services (consumer and enterprise market) and mobile data service providers.

Operators needed to define new APNs according to the expansion of the mobile data services (VPN, IMS, Internet, VoIP etc...) and the increase number of mobile data service providers (Amazon etc...).

The number of M2M devices and M2M service deployments are expected to increase drastically in the coming years (e.g. in energy industry, automotive industry etc...). GSMA Connected Living Programme, as an example, has identified the issue whereas “a truly ‘globally compatible’ user equipment would have to contain and maintain a list of well over 1000 different APNs to satisfy all markets.  According to the GSMA, even to cover a local geographic region, such as Europe, several hundred different APNs would need to be preloaded and maintained” (LS S1-133134). 
New use cases also result in the need for richer APN attribute definitions e.g. validity of a given APN for specific location, or for specific VPLMN in case of roaming, or at specific time period. 
Use Case 1:
A smart in-vehicle user equipment provider for the automobile industry wants to provide connected devices without knowing the data plan negotiated between the operator and the automobile service provider. 
The automotive service provider negotiates with the operators in its target geographic area special data plans, whereas general data service are only available at certain time, countries, roaming partners, and emergency data services are available anytime. 

Furthermore, depending on the type of service, the service provider may negotiate different optimum and minimum levels of Quality of service e.g. for uplink or downlink communications.

Proposed Requirement:

The network operator shall be able to configure the UICC with multiple Access Point Name (APN) entries stored in priority order. 
Use Case 2:
The automotive service provider has negotiated an agreement with one local MNO. Then, as soon as the car equipped with the smart-in vehicle device has been delivered to the final customer, the automotive service provider expects that no further configuration is necessary to configure the smart-in vehicle device, and that all the eventually future OTA configurations shall be provided by the MNO onto the MNO UICC only.
Proposed Requirement:

· The UICC shall contain a list of several APNs in priority order.

· In case the UE supports this feature, the UE shall give priority to the APN stored in the UICC, if any.

Use Case 3:
The automotive service provider is using three different applications:

· An application for car diagnostic that is regularly connected to an application server to send diagnostic data. Due to the frequency of the connection, a specific APN_CAR_DIAGNOSTIC has been allocated for this purpose by the MNO;

· An application for anti-thief car that is requesting a data connection to an application server with specific SLA only when triggered by specific events. Due to the specific SLA, a specific GOLD_APN has been allocated for this purpose by the MNO;

· An application for customer care service using both voice and data traffic. Due to the specific billing features, a specific APN_CUSTOMER_CARE has been allocated for this purpose.
Proposed Requirements:

· The UICC shall contain a list of several APNs in priority order.

· In case the UE supports this feature, the UE shall give priority to the APN stored in the UICC, if any.
Conclusion:
Propose to agree on the requirements that are proposed in the CR S1-134016.
