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Introduction

As discuses in FS_ACDC report, when a disaster occurs in area, ACDC function will be activated. The applications that are not included in ACDC allowed application list will be barred to start on UE. However, it has not clarified how to deals with ongoing services when ACDC is activated. This contribution intends to provide discussion and use case about controlling ongoing service when ACDC activated.
Discussion

Today, there are many applications (e.g. IMs, SNS, software update services and etc) that keep running on UE. The first use case in TR 22.806 has already described the basic scenario. ACDC function will be activated when a disaster occurs. UE will prohibit initiating any further data application that is not included in this ACDC white list until the ACDC function is deactivated.  However, the ongoing data services running on UE could still occupy RAN radio resources during the network congestion. In order to ensure emergency service have sufficient bandwidth to run effectively, the system (network or UE) shall provide a mechanism to restrict ongoing data service that is not is included in ACDC white list when ACDC function is activated in disaster area.
Several possible solutions are available to restrict ongoing services. For example, when ACDC is activated, network could release all connection from UEs in the disaster area and force all UEs switch into idle mode, and then ACDC function on UE will decide which services could access to network according to ACDC white list. The problem is all ongoing services including the allowed emergency service will be stopped when ACDC is activated. Or when ACDC is activated, UE stops upload-direction data generated by currently barred service and network stops download-direction data generated by currently bared service. The advantage of this solution is the allowed emergency service will not be interrupted at the moment of ACDC activated. The disadvantage of this solution is that it is difficult for network to identify each downloading traffic flow and binding the traffic with certain application in ACDC allowed list. Anyway, it is inappropriate to draw a conclusion about solution, in stage 1 discussion. 
As mentioned above, there could be many applications running on UE all the time. So at the moment of ACDC activation, system (network or UE) shall provide a mechanism to restrict/stop ongoing data service that is not is included in ACDC allowed application list.
Proposal

It is proposed to add the following use case into TR 22.806 (FS_ACDC).
4
Use cases 
4.X
Use case X –Controlling ongoing service when ACDC activated
4.X.1
Description
ACDC function will be activated when a disaster occurs. UE will prohibit initiating any further data application that is not included in ACDC white list until the ACDC function is deactivated. However, the ongoing data services (e.g. software patch update) running on UE could still occupy RAN radio resource during the network congestion. In order to ensure emergency service have sufficient bandwidth to run effectively, the system (network or UE) shall provide a mechanism to restrict/stop ongoing data service that is not is included in ACDC allowed application list when ACDC function is activated in disaster area. 
4.X.2
Pre-conditions
A disaster occurs in a university area and a DMB service is activated. 
Alice is performing a software patch update which is not included in ACDC white list.
Alice is the student who stays at the University while her parents live away at their own home. Alice tries to inform her parents by uploading her status via the DMB service, while her parents are eager to know her status via browsing the DMB.
Pre-condition:
· Alice’s UE is pre-configured to use the ACDC function.

· Alice’s UE obtains an ACDC list, which consists of an allowed list of applications to be triggered by the UE. The ACDC list can either be pre-configured statically or sent from the network dynamically.

· The DMB service is included in the above ACDC list, while the software update service is not. 
· Alice’s UE has been performing a software update for 5 minutes. When the disaster occurs, she is trying to update her safety status via DMB service.

· When the network is not congested, such ACDC list will not be activated for use, i.e. the ACDC function is deactivated in default cases.
4.X.3
Service Flows

The network indicates to UEs in the disaster area that the ACDC function is currently activated. 

Alice’s UE receives this message and activates the ACDC function. Since the DMB service is within the ACDC white list, the UE decides to initiate the service as usual.

The system (system or/and UE) restricts the software update service from accessing the network and frees up the radio resource for other important service.
4.X.4
Post-conditions

 Alice successfully contacts their families via DMB service to indicate their safety.

The network indicates to UEs in the disaster area that the ACDC function is deactivated.
Software update service date can be transferred on network in both upload and download direction again.
4.X.5
Requirements for this use case
-
When ACDC is activated, system (network or/and UE) shall provide a mechanism to restrict all ongoing services that are not included in ACDC allowed application list from accessing network.
