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/* start of change */ 
4.7
Roaming Requirements

It shall be possible for PWS-UEs that are enabled for Warning Notifications in the HPLMN to receive Warning Notifications from the VPLMN supporting PWS when roaming.

A PWS-UE that does not support the PWS requirements of the VPLMN’s PWS service may not receive Warning Notifications from that VPLMN. 

A PWS-UE is not required to be able to validate integrity protection of a Warning Notification nor to be able to detect a false Warning Notification when roaming internationally.
NOTE:
See section 4.8 for security requirements when not roaming internationally.
Note: 
See section 4.9 for roaming impacts to PWS due to regional regulatory requirements.

4.8
Security Requirements

Security requirements are as follows: 

-
PWS shall only broadcast Warning Notifications that come from an authenticated authorized source.

-
When required by regional or national regulations pertaining to the HPLMN, the integrity of the Warning Notification shall be protected. If no such regulatory requirement exists, there shall be no integrity protection of Warning Notifications, and all Warning Notifications shall be presented to the PWS application on the PWS-UE.

-
When required by regional or national regulations pertaining to the HPLMN, the PWS shall protect against false Warning Notification messages. If no such regulatory requirement exists, there shall be no protection against false Warning Notifications, and all Warning Notifications shall be presented to the PWS application on the PWS-UE.

Note 1:
These requirements are subject to regulatory policies.
NOTE 2:
The authentication and authorisation of the source are outside the scope of 3GPP Specifications.
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