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Abstract: This tdoc discusses the layering of GCSE and the need for a network side interface that is a suitable commercial interface for an operator to provide to both Public Safety authorities and other non-public safety customers of GCSE.
Introduction
There has been a lot of discussion in 3GPP on the split between group call service enablers and group call applications. At SA1, there does not seem to be consensus on where this split should be, in 3GPP SA2 discussions are starting.
This document proposes a more detailed layering of group call (enabler) functionality. It also identifies different ways how to look at a split between group call applications and group call service enablement. 

In this document, we do not make a proposal where to make the split between group call applications and group call service enablement should be made. But we do want to bring an operator view into the mix, about providing an interface that is re-usable across different domains. Can we create functionality that an operator can provide/sell to public safety authorities, and also  to other customers interested in group call functionality?
Layering of group call functionality

Discussions in 3GPP up to now have focussed on a split between Group Call Service Enablement and Group Call Applications. Using this two layering model limits the discussion. We therefore propose a more detailed layering of group call functionality. From the bottom up, we see the following layers:
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1. Multicast: Functionality to efficiently multicast group call data in areas where there are multiple UEs that need to receive this data.
2. Efficient Transport: Functionality to efficiently transport group call data. A selection is made between unicast transport to an individual UE or multicast to multiple UEs whatever is most efficient depending on the location of the UEs.

3. Generic Group Call Functions: Generic functionality related to group calls (e.g. PTT floor control) that is common across different user domains for group calls (e.g. police, fire brigade, taxi-dispatcher, building companies).

4. Domain Specific Group Call Functions: Specific functionality for specific domains, (e.g. dispatcher functionality, domain specific identifiers, incident based group management) 
Different views on split between group call applications and group call service enablement

Selecting where to put the split between group call service enablers and group call applications implies a split is made between two of the layers we have proposed. When making such a selection a number of different views are important, including at least:
1. Standardisation view: Which SDO is responsible for which layer? Which layer is standardised and which layer is not standardised?
2. Vendor implementation view: What functionality makes sense to implement together?

3. Operator view: What functionality makes sense to provide/sell to customers, and what functionality should be left to the customer domain? What is a suitable commercial interface?

In the following, we look at bit closer at the operator view.

A re-usable 3rd party interface

An operator might manage all group call functionality for the public safety authorities. E.g. KPN (in partnership) manages the Dutch TETRA network for public safety. However, when public safety is going to make use of LTE network capabilities that are also used for non-public safety use, there has to be a commercial split between generic functionality and functionality that is provided specific for public safety authorities. There will likely be a dedicated part of the operator involved with the management of the public safety specific functionality.
More interesting is the possibility for an operator to provide group call functionality also to other non-public safety customers. E.g. taxi dispatchers, building companies, public transport, private security companies, all make use of group call functionality. The commercial attractiveness of providing group call service enablers for operator would be increased if these other customers can also be addressed. 
If Group Call Service Enablement becomes functionality that is also provided to other customers, there are two aspects that need to be considered in the split between Group Call Service Enablement and Group Call Applications:

1. Providing a re-usable “network service”: Group Call Service Enablement is not a service that is sold to the end-customer (e.g. the individual police officer), but to organisations. Operators need to define a service that they can sell to these organisations. Ideally operators can sell a generic service that is attractive for different customers. For public safety authorities, it could be acceptable to only use generic unicast and multicast support from the network and have everything else public safety specific (possibly managed by an operator). However, for a taxi dispatch company it is questionable whether is feasible to leave that much to the customer. For them it would be beneficial if the operator can provide all generic group call functionality.
2. Providing a 3rd party interface: When multiple different, non-public safety, customers are going to make use of the Group Call Service Enablement functionality, it becomes important to define the network side interface between Group Call Service Enablement and Group Call Applications as a 3rd party interface. This implies that functionality such as authorisation, authentication, and charging should be provided.
Conclusions

KPN would like to see that operator commercial aspects are considered in the decision where to split Group Call Service Enablement and Group Call Applications. For KPN it is of interest that an interface is standardised that allows operators to provide generic group call services to different customers, next to public safety authorities.

KPN would like to see that the network-side interface between Group Call Service Enablers and Group Call Applications is specified as a 3rd party interface. This is the subject of an accompanying P-CR in S1-133093.
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