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These are SA1’s answers to the Questions asked by SA2#96 on GCSE_LTE and ProSe. These answers are proposed for consideration at the joint meeting between SA1 and SA2.
Questions to stimulate discussion on GCSE_LTE

Questions to stimulate discussion on GCSE_LTE

1) Are there requirements for ProSe and GCSE bearers to have consistent characteristics (e.g. voice codecs, header compression, end to end encryption) in different communication scenarios (i.e. using different L2 technologies in scope for these work items)?
SA1: SA1 has not discussed this topic.
2) What requirements are there for interworking with legacy public safety systems?
SA1:
SA1 had some initial discussions on this topic but did not agree any requirements in the context of.

In general, public safety authorities need EPS to interwork with legacy public safety systems. In addition, there may be interest to interwork commercial Land Mobile Radio (LMR) capabilities with EPS. 

3) Some companies see the need to standardise the interface from the UE to the GCSE application server. (In very preliminary discussion in SA2 the “GCSE application server” appears to be responsible for group call management, floor control, etc.). For example to support the dynamic creation of temporary multi-service work groups during a major incident. Are there any SA1 views on this topic?
SA1: SA1 is currently working on requirements that would affect an interface on the UE that may help answer this question, however this is still under discussion.
4) Are there any required detailed usage scenarios, especially for public safety group communications: can one or more interactions be taken as canonical or required to support well, such as dialogs using voice communications of 3-5 second bursts, at least 3 parties communicating, etc. [This could help orient the design of the architecture.]
SA1: A use case for public safety group communications is available in TS 22.468 Annex A.
There are companies that have this information and they are welcome to bring those contributions directly to SA2.
5) what media streams need to be supported by GCSE (and for device to multi-device out of coverage comms), e.g. voice, video, small messages, file transfer?
An exhaustive list has not been created but no existing media types/streams currently supported by EPS have been excluded. Examples include PTT, telephony, messages, video, etc. 

There is a requirement for service continuity for one-to-one communications when moving between the network and out of coverage. However, this is not required for Group and Broadcast for Rel 12.6) What are the requirements for roaming? E.g. Can SA2 assume that for the use of eMBMS, interactions between multiple networks within one country involve “co-operating networks operators” and hence that the interfaces can be based on existing “intra-opertor” interfaces rather than inter-operator ones, For “real roaming” only unicast is used.
SA1: 
SA1 has not discussed roaming requirements.

The “co-operating networks operators” is one possible model, but there may be others that need consideration which depends on the agreement between the operators.SA1 is considering defining these requirements in our May meeting.
7) What are the requirements for inter-operation between e.g. one police force using a Group Call Manager from HPLMN X and another agency using a Group Call Manager from HPLMN Y when the devices are in an arbitrary PLMN-alpha. Specifically, are there requirements to support deployment of the GCSE application server to support group communication in this scenario where there is no roaming relationship between X and Y. 
SA1: SA1 has no requirements for this and this topic has not been discussed.
8) Are there any specific interworking requirements between GCSE_LTE and fixed terminals or those communicating over 802.11? (both for Dispatcher and “wi-fi offloaded public safety user” cases.)
SA1: 
SA1 did not agree any requirements for this as it was considered out of GCSE_LTE scope.

9) How are changes to priority levels; geographic areas; and group membership administered? Is there a need to specify APIs for these administrative tasks?
SA1: 
SA1 is developing requirements for configuration of priority levels; geographic areas; and group membership. There may be other characteristics that could be included.
Questions on ProSe

22.278, v12.2.0, 7A.1

“A discovering ProSe-enabled UE shall be able to determine whether or not another ProSe-enabled UE is of interest to it. A ProSe-enabled UE is of interest to a discovering ProSe-enabled UE if its proximity needs to be known by one or more authorised applications on the discovering ProSe-enabled UE.”

1) What is an authorized application? (Please supply more information on this authorization – is it dynamic? Under which authority does the authorization occur? Etc.)
SA1: 
An ‘authorized application’ is an application that the operator and the user have authorised for the use of ProSe. Application authorisation can be obtained in a dynamic manner, which includes one time authorisation. The operator through network control is the primary authorisation authority, the user is the secondary authorisation authority for an application. SA1 request that operator and user have authorisation capability for applications in many areas.
