Page 1



3GPP TSG-SA WG1#61
(
S1-131076
Prague, Czech Republic, 27th January  - 1st February 2013
	CR-Form-v10

	CHANGE REQUEST

	

	(

	22.228
	CR
	0187
	(

rev
	-
	(

Current version:
	12.4.0
	(


	

	For HELP on using this form look at the pop-up text over the (
 symbols. Comprehensive instructions on how to use this form can be found at http://www.3gpp.org/Change-Requests.

	


	Proposed change affects: (

	UICC apps(

	
	ME
	X
	Radio Access Network
	
	Core Network
	X


	

	Title:
(

	IMS_WebRTC: Interoperability use cases

	
	

	Source to WG:
(

	Alcatel-Lucent, Huawei, Orange, AT&T, Intel

	Source to TSG:
(

	S1

	
	

	Work item code:
(

	IMS_WebRTC
	
	Date: (

	2013-01-27

	
	
	
	
	

	Category:
(

	B
	
	Release: (

	Rel-12

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)

Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-4
(Release 4)
Rel-5
(Release 5)
Rel-6
(Release 6)
Rel-7
(Release 7)
Rel-8
(Release 8)
Rel-9
(Release 9)
Rel-10
(Release 10)
Rel-11
(Release 11)
Rel-12
(Release 12)

	
	

	Reason for change:
(

	Include use cases for IMS interoperability with WebRTC in an informative annex to provide context for the additional requirements to the reader.

	
	

	Summary of change:
(

	A set of use cases to be included in an informative annex.

	
	

	Consequences if 
(

not approved:
	Lack of context for the requirements could lead to many questions from other groups developing the stage 2/3 for IMS interoperabilty with WebRTC.

	
	

	Clauses affected:
(

	New annex Y

	
	

	
	Y
	N
	
	

	Other specs
(

	
	X
	 Other core specifications
(

	TS/TR ... CR ... 

	affected:
	
	X
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
(

	


******  Start change ******

Annex Y (Informative):
IMS interoperability with WebRTC

Y.A
WebRTC based application supports full IMS client capabilities
Y.A.1
Description

Mary provides her credentials when accessing a WebRTC-enabled web page provided by her IMS operator to access her full range of IMS services (these credentials may be IMS or non-IMS credentials). The web page provides a user interface to the IMS user, Mary, to allow her to invoke her IMS services. Using the web page, Mary is able to access the same range of capabilities available to a native IMS client, as appropriate to the available access technologies, including full support of mobility, QoS, and regulatory services. In particular, Mary is able to originate and terminate calls using any of her IMS public identities, and may access other rich communication services such as presence and instant messaging sessions. The instant messaging sessions may be integrated with other WebRTC media. The WebRTC application does not have to be active on the user equipment to enable Mary to receive incoming calls.
Y.A.2
Pre-conditions

Mary has an IMS subscription and a WebRTC capable browser on a device that supports an access technology with acceptable QoS (e.g., LTE). 

Mary might have non-IMS credentials linked to her IMS subscription.

Mary's IMS operator hosts a web site that provides a WebRTC based portal to Mary's IMS services.
Y.A.3
Service flows
Mary accesses her IMS provider's web site from her browser, which downloads an instance of the IMS portal client. 
The IMS portal arranges to authenticate (based on the offered credentials) and register the IMS/WebRTC client with IMS and provides a user interface to Mary via the browser to access IMS services. 
Mary can place or receive multimedia sessions, access presence information, partake of instant messaging sessions, and initiate any other service expected of a native IMS client.
Y.A.4
Post-conditions

After invoking IMS services, the browser window remains available for Mary to initiate other services or to accept incoming sessions. 

Y.B
User gets their IMS service via third-party WebRTC application
Y.B.1
Description

John clicks on a link to a third-party WebRTC-enabled web server that offers access to his IMS services from his IMS operator. The third-party web server provides a specialized application to John such as gaming, conferencing, or business services, where the application can benefit if the user has access to IMS services. John provides his IMS credentials in a secure manner to the IMS operator during the scenario before he is able to access his IMS services. 

Y.B.2
Pre-conditions

John has an IMS subscription and a WebRTC capable browser on a device that supports an access technology with acceptable QoS (e.g., LTE). 

A third-party hosts a web site that provides access to a WebRTC based portal to the user's IMS. 

The third-party has a business relationship with the IMS provider that allows the third-party to incorporate access to IMS services into the experience provided by the third-party application.
Y.B.3
Service flows
John accesses the third-party web site from his browser, which downloads the third-party application to the browser along with the WebRTC based client functions needed for access to an IMS portal. 

The IMS portal arranges to authenticate and register the IMS/WebRTC client with IMS and cooperates with the third-party server to provide a user interface to John via the browser to access his IMS services. 
John has access to IMS services via the browser user interface.

Y.B.4
Post-conditions

After invoking IMS services, the browser window remains available for John to initiate other services or to accept incoming sessions, if supported. 

Y.C
User gets third-party IMS service via WebRTC application

Y.C.1
Description

Mary clicks on a link to a third-party WebRTC-enabled web server that offers access to real time communications services facilitated by an IMS operator. The third-party web server provides a specialized application to the user such as an enterprise communications gateway. The third-party server configures a block of IMS public identities for use with an IMS operator on behalf of all the users of the web site (e.g., this block may be a domain or sub-domain). An individual user, Mary, logs into the third-party web site but does not have user specific credentials with the IMS operator. Mary receives some communications services directly from the third-party web server and other communications services directly from the IMS operator. For example, the third-party web server may facilitate RTC sessions directly between WebRTC clients, while IMS facilitates sessions with non-WebRTC endpoints. 

Y.C.2
Pre-conditions

Mary has a WebRTC capable browser on a device that supports an acceptable access technology. 
A third-party server has a block of IMS public identities and subscriptions configured for use with an IMS provider, and hosts a web site that provides access to a WebRTC based portal to the IMS. The third party server maintains the association between the users' credentials and its IMS public identities.

The third-party has a business relationship with the IMS provider that allows the third-party to incorporate access to IMS services into the experience provided by the third-party application. 
The third-party server supports all interworking with the IMS and assigns individual public identities to the users of its web site so that they can receive IMS services.

Y.C.3
Service flows

Mary accesses the third-party web site from their browser, which downloads the third-party application to the browser along with the WebRTC based client functions needed for access to an IMS portal. 
The third-party server registers and authenticates Mary for access to the IMS services associated with an assigned public identity from the public identity block used by the third-party server. 
The IMS portal cooperates with the third-party server to provide a user interface to Mary via the browser to access IMS services. 
Mary has access to IMS services via the browser user interface.
Y.C.4
Post-conditions

After invoking IMS services, the browser window remains available to initiate other services or to accept incoming sessions, if supported. 

Y.D
Anonymous user gets IMS service via third-party WebRTC application
Y.D.1
Description

John clicks on a link to a third-party WebRTC-enabled web server that offers access to real time communications services facilitated by an IMS operator. The third-party web server provides a specialized application to the user such as a customer services portal for a retail establishment. The third-party server registers a public identity with an IMS operator on behalf of all the users of the web site. John does not log into the third-party web site and does not have user specific credentials with IMS. John is unknown (anonymous) to both the third-party web site and IMS. John receives very limited origination services from IMS, as allowed by the third-party web site. In particular, John is not reachable via any public identity via this third-party web site. This capability might be used to allow a user to initiate a call to a customer representative but to no one else, or to join a conference, for example. 

Y.D.2
Pre-conditions

John has a WebRTC capable browser on a device that supports an acceptable access technology. 

A third-party server has a subscription with an IMS and hosts a web site that provides access to a WebRTC based portal to the IMS. 

The third-party has a business relationship with the IMS provider that allows the third-party to incorporate access to IMS services into the experience provided by the third-party application. 

The third-party server maintains its registration with IMS and allows (potentially anonymous) users of its web site (e.g., John) to access IMS services using its (the third-party server) identity so that they can receive IMS services.
Y.D.3
Service flows
John accesses the third-party web site from his browser, which downloads the third-party application to the browser along with the WebRTC based client functions needed for access to an IMS portal. 

The third-party server may not register or authenticate John, but instead treats him as an anonymous guest with limited privileges to access IMS services using its IMS identity. 

The IMS portal cooperates with the third-party server to provide a user interface to John via the browser to access IMS services. 
John has access to limited IMS services via the browser user interface, e.g., John may not be reachable since no unique IMS public identity is assigned to him, and there may be limitations on which other parties he can contact.
Y.D.4
Post-conditions

After invoking IMS services, the browser window remains available for John to initiate other available IMS services. 

Y.E
Guest reaches IMS subscriber via WebRTC based application
Y.E.1
Description

Mary's friend John can call Mary by accessing a WebRTC-enabled web page provided by Mary's IMS operator. The web page provides a user interface to John to allow him to place calls to Mary and invoke some limited terminating services defined for guest users by Mary's IMS operator. John is pre-authorized by Mary to access the guest services and might have no other subscription with the IMS operator. Mary's subscription can be configured with credentials for allowed guests (including John) that are used to authorize guest access. 

Y.E.2
Pre-conditions

Mary has an IMS subscription that is configured with credentials for guest WebRTC users who are allowed to attempt calls to Mary. John is one of the guest WebRTC users configured for Mary's IMS subscription.

Mary has a WebRTC capable browser on a device that supports an access technology with acceptable QoS. 

Mary's IMS operator hosts a web site that provides a WebRTC based portal for authorized guests to place calls to Mary.

John has a WebRTC-enabled browser on a device with acceptable QoS, and knowledge of the link to Mary's WebRTC IMS guest portal.

Y.E.3
Service flows
Mary accesses her IMS provider's web site from her browser, which downloads the IMS portal application. 
The IMS portal arranges to authenticate and register the IMS/WebRTC client with IMS and provides a user interface to Mary via the browser to access IMS services, and in particular to accept incoming guest calls. 
John accesses Mary's IMS guest portal application using a link previously provided by Mary. Mary's IMS authenticates John's guest access and initiates a termination request to Mary.

Y.E.4
Post-conditions

The WebRTC IMS guest portal closes John's web page when all authorized communications services are completed.

John can repeat the termination request whenever desired as long as Mary continues to allow John guest access.
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