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1 Introduction

This contribution proposes to add a high level description of public safety group calls.  This text will provide a context for the requirements to be included in the TS.
Discussion and Rationale for proposed changes:
The Scope of the GSCE_LTE TS states that the application layer making use of group communications is out of scope for the TS.   Many of the requirements that have been provided to SA1 in informational materials from NPSTC and TETRA have focused on group management issues, such as 

· Creating/deleting groups

· Adding/deleting group members

· Linking groups

· Floor control

· Multiple simultaneous group memberships

As these are out of scope for the TS, it is helpful to step back from those detailed requirements, and consider what the 3GPP system must do to support a public safety group application with such requirements. 
This contribution proposes to add a high level description of public safety group communication to the TS, which will serve as a framework for developing 3GPP system level requirement.  

2 Proposed text

***** start first change *****
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***** start second change *****

4.x
Public Safety Group Communications Concerns
The key concept behind public safety group communication requirements [2], [3], [4], is the need for public safety personnel to communicate not only one-to-one, but also one-to-many.  It is therefore necessary to provide the same communications functionality in both a one-to-one and one-to-many manner.  Functionality provided for public safety UEs in [x] then must apply in both formats.  
Management of the public safety groups will be addressed at the application layer.  The 3GPP system level requirements to be addressed in this document include capabilities required to expand the public safety features to support one-to-many communications, such as:

· Group identifier

· Ability to assign or remove resources for a group or for individual members of a group

· Ability to identify the number of, or specific identities of, group member UEs that are currently reachable

· Provide subscription options that assign a UE to group membership
***** end second change *****
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