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Introduction
This contribution proposes additional scenario of Communication via MTC Gateway Device that provides service continuity of MTC devices even though the MTC devices move into an MTC capillary networks and move out of an MTC capillary networks. 
Discussion

In TR 22.888 (Study on Enhancement for MTC), one of objective of the TR is to study possible improvements for MTC Devices that acts as a gateway for ‘capillary networks’ of other devices. (In Scope section, it is noted that capillary networks themselves are out of scope of 3GPP).

For the use cases of communication via MTC Gateway Device, it has two different scenarios and use cases. 
· Scenario 1 (Clause 4.1.1): The devices located at the MTC Capillary Network do not have 3GPP mobile communication capability. The devices located at the MTC Capillary Network are connected to the MTC Gateway Device via local connection technologies. (Local-Access). 
· Scenario 2 (Clause 4.1.2): Some or all of the devices forming the MTC Capillary Network have 3GPP mobile communication capability (3GPP-Access) and some of the devices do not have 3GPP mobile communication capability (i.e. they are Local-Access). In this case all the devices that are connected to the MTC Gateway Device use Local-Access and MTC devices communicating directly with the network use their 3GPP mobile communication capability. In this scenarios and use cases, there are two distinguished facts;
· 1) There is a need for grouping of devices to be dynamic; i.e., device may join a group and later leave the group

· 2) When the MTC devices moves out of the coverage of MTC Gateway Device, they disconnect from the MTC Gateway Device and re-establish connections with the operator network to communicate with the MTC server.
In scenario 2 (Clause 4.1.2), when the MTC devices moves out of the coverage of MTC Gateway Device, the on-going service of MTC devices will be terminated during the movement across the coverage of MTC Gateway Device. For some services, disconnection and re-establishment of connections during the movement of MTC devices which are described in scenario 2 (Clause 4.1.2) is enough. But, for some MTC services such as health-monitoring service or surveillance service, it may require continuing the service even though the MTC devices move across the coverage of MTC Gateway Device. So, we propose additional scenario to reflect this situation
· Scenario 3 (new Clause): Some or all of the devices forming the MTC Capillary Network have 3GPP mobile communication capability (3GPP-Access) and some of the devices do not have 3GPP mobile communication capability (i.e. they are Local-Access). In this case all the devices that are connected to the MTC Gateway Device use Local-Access and MTC devices communicating directly with the network use their 3GPP mobile communication capability. In this scenarios and use cases, there are two distinguished facts;

· 1) There is a need for grouping of devices to be dynamic; i.e., device may join a group and later leave the group

· 2) When the MTC devices move out of the coverage of MTC Gateway Device or move into the coverage of MTC Gateway Device, if the MTC devices has the choice of using Local-Access or 3GPP-Access, the operator may make the MTC devices to decide whether Local-Access and/or 3GPP-Access is used, based on policies. 
----------- START OF PROPOSED TEXT -----------

4.1.x Scenario and Use-Case 3
In this scenario, as same as the scenario and use-cases 2 in Clause 4.1.2, some MTC devices use 3GPP-Access and some MTC devices use Local-Access. The difference to the scenario and use-case in Clause 4.1.2 is that it considers the MTC services that require service continuity for providing high reliability and enhanced features.
For example, an ambulance with a MTC device of health-monitoring function may communicate MTC Server to report the status of a patient by using 3GPP-Access. Then it moves into a hospital or a building which deploys an MTC Gateway Device to provide local network connectivity for the devices within its coverage. Even though, the MTC device can use Local-Access via the MTC Gateway Device, it continually uses 3GPP-Access to communicate MTC server without disconnecting 3GPP-Access and re-establishment Local-Access 

If the ambulance with an MTC device of health-monitoring function communicates MTC server to report the status of a patient by using Local-Access within the coverage of MTC Gateway Device at first and moves out the coverage of MTC Gateway Device, it may require another function to provide service continuity even though the access of the MTC devices is changed from Local-Access to 3GPP-Access. 
Use Case: Health monitoring
A group of devices may be employed by a health mornitoring system to report the physical status of a patient. In these kinds of services, it requires high reliablity and seamless service. A MTC device, communicating with a MTC server by using 3GPP-Access at first, moves into the coverage of a MTC Gatewady Device. Because the MTC device moves into the coverage of the MTC Gateway Device, it can use Local-Access via the MTC-Gateway Device. At the time of movement of the MTC device, if the MTC device is reporting some important information of a patient,  the MTC device may want to use 3GPP-Access even though it can use Local-Access. Even if, the MTC device changes its access to 3GPP-Access to Local-Access at that time and it is required to keep the service session, it may needs another mechanisms to support. 
Use Case: Surveillance system
When sending a prisoner under guard, it is high required to escort the prisoner securly.  To efficiently escort the prisoner, the surveillance system must have high reliablity. Even though the MTC device employed by a surveillance system changes its position across the coverage of a MTC Gatewady Device, it must carefully choose its access. For the case where a MTC device has the choice of using 3GPP-Access or Local-Access, the operator may make the MTC device to decide whether 3GPP-Access and/or Local-Access is used to continue its service. 
If a bank van carring money to replace in the ATM machine or to bring it to the bank counters, it is very important to constantly report its poision and its safety status to the MTC server in Security comparny. In this case, the bank van with a MTC device of surveillance system may communicate MTC Server to report its postion and its safety status by using 3GPP-Access or Local-Access.  Due to the movement of the bank van with the MTC device, the MTC device may changes its access. Before changing its access (whether 3GPP-Access or Local-Access is used) of the MTC device, the MTC device and the MTC Gateway Device must validate its access continuance to the MTC server without disconnecting the service. 
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