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1. Overall Description:

SA WG1 thanks RAN WG2 for the LS received in S1-124262/R2-124296, LS on Access control for UEs in RRC CONNECTED mode.
Question 1: Are there any requirements due to the fact that UEs stay in connected mode more often nowadays that may be taken into account with respect to access control mechanisms?
Answer: SA WG1 concluded that the access control operations, specified in TS 22.011 clause 4.3.1 Access Class Barring and 4.3.2 Service Specific Access Control and 4.3.3 Access Control for CSFB, shall be able to apply irrespective of whether the UE is in RRC IDLE mode or in RRC CONNECTED mode. SA WG1 approved the attached Rel-12 CRs.
Question 2: 
A concern was raised by some operators that whenever a burst access towards IMS occurs in case of e.g. disaster situation, (1) the new (IMS) service setup from these UEs may cause an overload to the IMS system, and (2) this might cause establishment failure of important calls such as Emergency/High Priority calls. [...] Is there already any CN based mechanism developed to solve especially the above problems (above (1) and (2)) discussed in this LS e.g. in case of disaster scenario which may cause signalling overload to IMS system?
Answer: SA WG1 concluded that it belongs to the responsibility of CT WG1 or SA WG2 to answer about relevant existing CN based mechanisms.
However SA WG1 understands the following aspects need to be taken into account when evaluating CN based mechanisms: The RAN2 issue scenario, which is mostly a disaster such as an earthquake, is different from that from node-overload or -restart. Such disasters occur in the timing difficult to predict and continue/ repeatedly occur a certain period of time in an unpredictable frequency. In addition, the network resources, including those of entry nodes, need to be freed up as much as possible for important services.
2. Actions:

To RAN WG2 group
ACTION: 
SA WG1 would like to ask RAN WG2 to take the answer above into consideration for Releases that RAN WG2 finds appropriate.
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