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Abstract: Access control for UEs in RRC CONNECTED mode is required if considering the current trend where such UEs increase. This document discusses that position and proposes to reflect it in the response LS to S1-124262/R2-124296.
1.
Introduction
RAN2 asks SA1 whether RRC_CONNECED UEs shall be subject to SSAC and ACB in LS, S1-124262/R2-124296. To the LS is attached a discussion paper, R2-123674, which explains the current trend due to high number of smartphones in the network, where UEs in RRC_CONNECED mode increase, and a resulting problem that access control, if only applicable for RRC_IDLE mode, gets less effective. The legacy access control mechanism can no longer be applied to control the data/ voice accesses which mostly start from RRC_CONNECTED mode, and this will cause a situation where an overloaded network will start to discard incoming calls including emergency call and high priority call.
2.
Discussion
2.1.
SSAC
We understand that SSAC, which is for E-UTRAN, has been intended to be effective for “idle-mode.” TS22.011 clause 4.3.2 includes a text “[...] Services Specific Access Control (SSAC) [...] for mobile originating session requests from idle-mode [...]” This idle mode seems to refer to RRC_IDLE mode.
However, under the current trend that UEs in RRC_CONNECTED mode within a network increase, SSAC gets less effective. Especially considering the disastrous situation depicted in RAN2, SSAC can no longer control the MMTEL access from UEs in RRC_CONNECTED mode, and the burst MMTEL access during disaster situation can cause the IMS node to discard the incoming call including emergency and high priority call. Low successful rate of emergency call and high priority call is a serious problem, especially for operators, which has to be prevented.
The remedy of the problem is to make SSAC applicable for UEs in RRC_CONNECTED mode as well. Without this remedy, SSAC operation would even cause an unfair situation, where a skilled user can circumvent SSAC by establishing RRC connection using a certain data application and then making a voice call.
2.2.
ACB
We, at least from RAN2’s point of view, also understand that ACB for E-UTRAN has been intended to be effective for RRC_IDLE mode. TS 22.011 mentions nothing on modes explicitly, though.
An analogous argument applies for this case as well.
2.3.
AC for CSFB
We also understand that AC for CSFB has been intended to be effective for “idle mode.” TS22.011 clause 4.3.3 includes a text “Access control for CSFB shall be applied for idle mode UE.” This idle mode seems to refer to RRC_IDLE mode.
An analogous argument applies for this case as well.
2.4.
CN-based mechanism
RAN2 asks about existing CN-based mechanisms. We believe SA1 cannot answer, but may state some consideration about scenario where such mechanisms are used.

We understand that the RAN2 issue scenario, which is mostly a disaster such as an earthquake, is different from that from node-overload or -restart. Such disasters occur in the timing difficult to predict and continue/ repeatedly occur a certain period of time in an unpredictable frequency. In addition, the network resources, including those of entry nodes, need to be freed up as much as possible for important services.
3.
Proposal

It is of our view that access control, which includes SSAC and ACB and AC for CSFB, for UEs in RRC CONNECTED mode is required.
We propose to approve two accompanying CRs (S1-124115, S1-124116) that reflect that view.

We further propose to send back to RAN2 a relevant LS that attaches those CRs and includes the above mentioned consideration on CN-based mechanism. We provide a draft response LS in S1-124117.
