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Introduction 
The notification of discovering a certain UE implies to the discoverer a certain level of confidence that this is indeed the UE they wanted to discover and not an impersonator. In a similar manner, users would not want someone to be able to impersonate their UE to others.

Equally important, a UE may have valid reasons to prevent discovery, either for any case or by some UEs.  In such scenarios, there needs to be some confidence that a UE is only discoverable by authorized UEs.

In Seville the TR has been modified to include additional security related requirements. The issue of authenticity of a user or a device has been discussed.  As far as ProSe discovery is concerned, only authenticity of the UE is within scope.   Discerning additional information regarding the subscriber or applications associated with the UE is application layer information and beyond the scope of SA1 requirements.  For example, a requirement accepted in Seville implies selectivity in the discovery process such that UE's may be discoverable only by those other UE's that have been explicitly permitted to do so, as in:

5.1.1.5: “Subject to user and operator settings, a ProSe-capable UE shall be discoverable only by other UEs in proximity that are explicitly permitted by the discoverable UE”.
This requirement is meaningful only if the system can indeed provide the user with the confidence that the UE discovered is indeed the UE it claims to be. 
The system needs to be able to test for and determine the validity of the discovered UE within the context of the application.

The exact way in which to validate will likely be decided by SA-3. The requirement to do so should come from SA-1.
The text proposal to the current TR 22.803 V0.3 draft (in S1-121459) introduces text to clarify this issue.
<<<<<<<<<<   Begin new text <<<<<<<<<<   

6.3. Security Requirements

The system shall ensure that ProSe is secure.

The system shall ensure that ProSe discovery respects privacy.
The system shall ensure the validity of the ProSe Discovery information provided to the discoverer.

The system shall be able to provide security comparable to that provided for current 3GPP systems for ProSe Communications, reusing existing 3GPP security mechanisms whenever possible and appropriate. 

The system shall be able to restrict ProSe discovery information to the ProSe-enabled UE's that have been authorized.
Editor’s Note: Between which parties authorization is required (user/device/application/operator etc) is FFS
