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1. Introduction
Use cases that have been discussed and approved for UPCON include cases where an application requires higher priority or higher QoS (see clauses 4.2, 4.6, 4.13) as well as cases where an emergency service requires to be prioritised (see clause 4.5) when user plane RAN congestion occurs. 
In this paper it is shown that the UE can assist the network to resolve or preempt congestion more efficiently by indicating to the network services that require priority processing by the network. In particular, while congestion management is a network-wide task and thus best performed at the network, certain types of monitoring (for example application-specific flow monitoring) are much easier to do at the UE.   
In this paper we provide two previous discussions and propose two generalized use cases that highlight the problem. Based on these use cases, we suggest certain UE and Network requirements that we believe should be adopted as part of the UPCON work.  
2. Use Cases and Discussions
Use Case 1:  Making BW available for high (or higher) priority traffic
In section 4.5 of TR 22.805, a use case was described of high-priority traffic (e.g. emergency call) in a disaster situation which encounters network congestion and cannot obtain a necessary QoS. In section 4.6 of TR 22.805 a use case was described where user A’s interactive social networking traffic (low rate, but high QoS needs) is not able to obtain satisfactory QoS because user B is performing a large-file SW patch update in the same cell.  Because the network is otherwise congested, the operator would like to de-prioritize user B’s download, prioritize user A’s social networking traffic higher and deliver the required QoS to it (while the delay in SW patch update is in all likelihood acceptable to user B).  
Discussion for Use Case 1
Both of these use cases share a common characteristic: in a congested network, a specific application needs higher QoS than the network is currently able to deliver.  However, if the network were to be aware of this application and its needs, it would be able to deliver the required QoS. The network has different options on managing such applications. Potential solutions are:

· Re-prioritising the application traffic by better management of the scheduler in the RAN

· Re-prioritizing and/or throttling other traffic the user may run in parallel with the high QoS service

· Establishing a guaranteed bearer for the application based on the type of application and the subscriber profile (i.e. a gold subscriber).   
Currently identification of traffic is realised through deep packet inspection functionality situated within the core network. However, a drawback is that the DPI functionality is not instant and applications are detected after some delay. There is also the drawback that some applications cannot be detected due to the nature of the application where the session does not last sufficiently long for the DPI functionality to detect it (for example social networking applications) or the application utilizes digital rights management which employs encryption.  Such techniques introduce delays in the network decision to manage the congestion which may not be acceptable in cases where, for example, there is an emergency service as specified in the use case described in section 4.5 of TR 22.805. 

On the other hand, the UE is in a better position to detect these applications.  Capability to detect application flows by application name has already been introduced into Release 11 as part of the DIDA WI in SA2 (see SP-110084).  Furthermore, such detection in the UE is “instantaneous” in the sense that in many cases it is possible to do so when the application opens a TCP/IP socket – i.e. before the first packet is even sent. The UE is not in a position to do anything about network congestion and, absent offload capability, cannot really act on the information it has. 
The UE can provide to the network the necessary information required to instantly detect applications and thus better manage congestion in the RAN. For example, the UE can indicate to the network that some IP flows (related to a particular application) are of higher priority than other IP flows the UE may have, allowing the network to dedicate more resources to manage the higher priority traffic. Note that it is also possible that a single application may have multiple flows each with different priorities (e.g. a video streaming application). It is important to note that the UE does not need to constantly report IP flows as the network can also provide instructions/policies to the UE specifying which applications need to be identified by the UE (similar with the DIDA work in SA2) as well as at which time of day and/or location area are needed to be “reported” to the network. 
Use Case 2:  Deciding when and which traffic to offload
Consider again the use-case suggested in section 4.6 of TR 22.805 in which a social networking application and a bulk download are competing for the same resources in a congested network.   However, in this case, let us further imagine that a large number of UEs are in fact running social-networking applications and that bursty traffic is a significant contributor to the congestion.  

A WiFi network is available for offload and is known to be uncongested.   The operator must make a decision.   The operator may offload the bulk download application to the WiFi network, thus reducing congestion and attempting to satisfy the QoS demand of the many social networking applications running.  Alternatively, the operator may decide that the WiFi air interface is actually better suited to the needs of a bursty traffic and furthermore, because such traffic does not require mobility support SIPTO may be used to offload it from the Core. The bulk download, on the other hand, originates with the operator service and is therefore best kept on the 3GPP RAN.  
Discussion for Use Case 2:   

Whichever option the operator chooses, the decision is better made and implemented in the network.  First, none of the UEs have the full network “vision” to take this action intelligently.  Second, the issue is one of optimizing network performance and not just the QoS of any single application or UE.  However, as we noted above, the network does not necessarily have access to the application-specific information about the multiple flows that it would need to make that decision.  Such, information, however, is available at each of the UEs.  Similarly to use case 1, the UE can report the applications to the network allowing the network to instantaneously decide on an action (e.g. guaranteed QoS) for that application. In cases where a single application generates multiple IP flows, the network may decide which flows to offload based on the relative priority indicated by the UE.  For example, if one IP flow corresponds to the base layer of a scalable video session for the social networking scenario, this layer may be best mapped to the 3GPP RAN because of QoS guarantees while other layers may be better mapped to WiFi because of the lower reliability due to contention and unlicensed spectrum use.
3. Proposed text for TR 22.805
4.X
Use Case X – UE assisted congestion management based on application type
4.X.1
Description

The following use case provides a scenario where the UE can assist the network in handling appropriately, sensitive applications (e.g. emergency applications, applications that require high bandwidth, streaming video, video calling etc.) during user plane RAN congestion situations.  Such sensitive applications require quick decisions by the network in order to ensure that there will be no service interruption and minimal degradation to the users Quality of Experience. The UE has the capability to instantly identify applications and by reporting such applications to the network provides the flexibility to the network operator to make fast decisions based on the current congestion status in the RAN, taking into account the user subscription status and the nature of the application (for example a single application may have multiple IP flows of different relative priority). It is assumed that the network operator has provisioned the UE with instructions on which applications to report back to the network when the user or UE initiates such applications. Note that each of the applications that are reported back to the network may also indicate the relative priority of the IP flows generated by them. Also, note that it is also important for the UE to indicate to the network those IP flows that are lower priority as these may be dropped by the network with less impact on the user’s Quality of Experience. Finally, this method allows the network to process IP flows from applications that due to digital rights management are encrypted and cannot be detected by deep packet inspection schemes.  
4.X.2
Pre-conditions
The network has provided instructions to the UE to report specific applications/services/IP flows when run by the user/device
4.X.3
Service Flows

Alice is accessing normal services from the 3GPP access (e.g. web browsing).

Alice initiates a service where the network has provided policies to the UE to report the service.

The UE reports the high priority service to the network or in the case of one service with multiple priorities, the priorities of each of the IP flows
The RAN is congested and the 3GPP network is instantly aware that Alice is running a service with at least one flow that requires faster processing than other services (or flows) that Alice’s UE is running
3GPP network handles the high priority application (or flow) of Alice accordingly (e.g. allocates a dedicated bearer, optimises the RAN scheduler including HARQ behaviour, offloads services to an available Wi-Fi access, etc.)
4.X.4
Post-conditions

Alice’s high priority service is run effectively (e.g. Video Quality of Experience is maintained) within the congested network and congestion in the network may also be reduced

4.X.5
Potential Requirements

The additional requirements derived from this use case are:
-
The system shall provide operator policies to the UE to mark IP flows corresponding to specific services/applications or priorities of multiple IP flows generated by one service

-
The UE shall provide instantaneous priority information to the network based on operator policies to allow the network to minimize the impact to user’s Quality of Experience when congestion occurs

-
The network shall process marked IP flows reported by the UE with higher priority when RAN user plane congestion occurs
