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Introduction

During previous Seville meeting, some security requirements have been adopted in TR 22.803 V0.3.0. However, majority of these requirements are redundant comparing to existing 3GPP security requirements. As a consequence, this contribution is proposed to clarify section 6.3 such that only ProSe specific security requirements are listed.
Proposal

It is proposed to change the following to TR 22.803 V0.3.0 (FS_ProSe).

*** First Change ***
6
Potential Requirements

6.3. Security Requirements

Existing security measures, including user privacy, taken by the ProSe-enabled UEs and the operators shall not be compromised.


Editor’s note: authenticity requirements for ProSe Discovery are FFS


The system shall be able to restrict ProSe discovery information to the ProSe-enabled UE's that have been authorized.

Editor’s Note: Between which parties authorization is required (user/device/application/operator etc) is FFS
*** End of First Change ***
